Configuring Ethernet Audio on
Microsoft Windows Server 2012

Ethernet Audio uses the NFS file sharing system
available in Server 2012 to allow file sharing with
DigiCart/E or DigiCart/EX.

Start

First, we need to make a change to the
registry to allow "anonymous" users to
be part of the Everyone group. Go to

Start and select Windows Power Shell.

-

In the shell terminal, type regedit Enter. The Registry Editor will open.

BROADCAST

£ Registry Editor
File Edit View Favorites Help

BE |

4 /8 Computer

3 HKEV_CLASSES ROOT
HKEY_CURRENT_USER
HKEV_LOCAL_MACHINE
HKEV_USERS
HKEY_CURRENT_CONFIG

Name Type Dats

v

Computer

Open HKEY LOCAL MACHINE, and under this
open SYSTEM, CurrentControlSet, and Control by
clicking on the triangular arrow icons to the left of
each item.

E g Registry Editor
File Edit Miew Favorites Help
478 Computer || name Type Data
b~ i HKEY_CLASSES ROOT ab| (Default) REG_SZ (value not set)
3 HKEY_CURRENT USER | = || %|BootDriverFlags ~ REG_DWORD 0x0000007c (28)
4- | HKEY_LOCAL_MACHINE 25| CurrentUser REG_SZ USERNAME
b - . BCDO0OOOCDO %4 DirtyShutdownC... REG_DWORD 0x00000001 (1)
b - HARDWARE a|FirmwareBootD.. REG_SZ multiQ)diskOire
b SAM | LastBootShutdo... REG_DWORD 0x00000001 (1)
SECURITY 4] LastBootSuccee... REG_DWORD 0x00000001 (1)
':_ zs;%ARE a: PreshutdownOr... REG_MULTISZ wuauserv gpsve
a % %\
b}l ControlSetdot o isr:megnntr;\m ;Eg,zmwu,sz /.,s,:tzn;m:t;\
b )} Controlsctoo2 HSystemBoctDev.. REG multi{O)disk(O)re
2 CumentControlSet || 2% SystemStartOpti... REG_SZ NOEXECUTE=0
2 T Control 2| WaitToKillServic... REG_SZ 5000
ACPI
AGP
AllUserdnst
bl ApplD
bl Arbiters
b1 BackupRes
BGFX
b el hd
< [0 >

Computer\HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Centrol
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Scroll down, and within Control, click on Lsa (the item itself, not its arrow icon).
Within Lsa, double click on the item “everyoneincludesanonymous”:

g Registry Editor BEIEN
File Edit View Favorites Help
hivelist | || Name Type Data
b IDConfigDl || 2| (Default) REG_SZ (value not set)
IPMI %) auditbasedirect.. REG_DWORD 0x00000000 (0)

by Keyboard L %4 auditbaseobjects  REG_DWORD 000000000 (0)

b Keyboardl || ab) Authentication ... REG_MULTI_SZ mevl_0

bil s 2%)Bounds REG_BINARY 00 30 0D 0D 0D 20 00 0D

bl Lsabstensic || gy honauditfsil  REG_DWORD 0BO0DD00R (0)

D" ;::;Uc’;:e 24 disabledomainc... REG_DWORD 0xDO0D000D ()

b Medialnter — 5% everyoneinclude... REG_DWORD 0x00000000 (0)

o0 MedioPron® ¥ forceguest REG_DWORD 0xD0000000 (0)

o wspTC =4 fullprivilegeaudi... REG_BINARY 00

b UL f-'-ﬂ LimitBlankPass... REG_DWORD 0x00000001 (1)

b NetDiaghx| || “HLsePid REG_DWORD 0xD0000210 (528)

b ) Netjoin #)NoLmHash REG_DWORD 0xD0000D01 (1)

b NetTrace 28] Notification Pac.. REG_MULTISZ scecli rassfm

b1l Network 4 ProductType REG_DWORD 0xD0000007 (7)

3 NetworkPr estrictanonymo... REG_DWORD 0x00000000 (0)

bl Nis 4 restrictanonymo... REG_DWORD 000000001 (1)

b Modelnterf || % SecursBoot REG_DWORD 0xD0000001 (1)

- )i Notificatio, ab] Security Packages REG_MULTISZ kerberos msv1_0 schannel wdigest tspkg pkuZu
< m i Ml >
Computer\HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Contrel\Lsa

Edit DWORD (32-bit) Value -
The Edit DWORD dialog will open. Value name:
|evemneincludesanon}n‘nous |
Change the Value data from 0 to 1. Value data: -
. . . | | (®) Hexadecimal
Click OK. Close the Registry Editor. Restart the O Deciml
computer by pressing Control + Alt+ Delete,
click the Power icon, and then Restart. | ok || Ccancel

Create the Folders That Will Be Shared.

Create one or more Folders that will be used as DigiCart/E "Net Drives". These can be on
any letter mapped drive accessible by the Server 2012 host computer. They can also be
within other folders. The name should be 14 characters or less to allow the NFS share
name to be the same and still fit in the DigiCart/E display. If you do not know the names or
how many you will use, create at least one now. In these instructions we are using the
folder name DIGICART-E.

Within each folder, create ten Subfolders named 0, 1, 2, 3, 4, 5, 6, 7, 8, 9 and S. Note that
these correspond to the DigiCart’s ten Directories within each DigiCart Drive. When
mounted on the DigiCart, it will appear as an additional Drive selection on Drive number
3,4, 5 or 6. (When discussing these structures here, Folder refers to the folders that will be
shared, Subfolder refers to the 0-9
and S folders created within it. Drive
and Directory refer to the same things
from the perspective of their use on
the DigiCart as opposed to their use
on Windows.)

Right click on the Folder and select
Properties from the pop-up menu.




In the Security tab, click Edit. Click Add.

Security

Object name:  CADIGICART-E

Object name:  CADIGICART-E
Group or user names:

QI'OLID Qr user names:
CREATOR OWNER H2,5YSTEM
2, 5YSTEM 82, Admiristrators (WIN-BUVQHKES2ZML\Administrators)
82 Administrators (WIN-BUVQHKESZML\Administrators) H2, Users (WIN-BUVQHKESZML\Users)
82, Users (WIN-BUVQHKES2ZML\Users)

To change pemissions, click Edit.
Pemissions for CREATOR
OWNER

Pemissions for CREATOR
OWNER

Full control

Modify

Read & exscute
List folder contents
Read

Full control

Modify

Read & execute
List folder cortents
Read

Write

For special pemissions or advanced settings. Leam about access control and permissions
click Advanced.

Leam about access control and permissions

foply | [ Heb

Select this object type:

|Users, Groups, or Builtin security principals

From this location:
|WIN—EUVGHKE92ML

Enterthe object names to select (examplas):
Everyone|

Type the name Everyone in the
object names field and click OK:

Security

Object name:  CADIGICART-E

QI'OLID or user names:

2, CREATOR OWNER

52, 5YSTEM

82, Administrators (WIN-BUVQHKES2ML\Administrators)
a Everyone

82, Users (WIN-BUVQHKES2ML \Users)

15 for Everyone
Click on the Allow Full Control check box. Full cortrol

Moy

Read & execute

List folder contents
Read

Leam about access control and pemissions

Click OK.




Select Everyone.

Click Advanced.

Click Change.

Note that you must be the
Administrator or logged in as a
member of an administrator
group that has permission to
make Ownership changes.

Type Everyone in the Object Name field.

Click OK.

Check Replace Owner on
subcontainers and objects.

| PreviousVersions | Customize | NFSSheing |
| General | Sharing | Security

Object name:  CADIGICART-E

Group or user names:

H2 CREATOR OWNER
82, 57STEM
iris AAIRLE] VA HKESORL
< m IHE

To change pemmissions, click Edit.

Pemissions for Everyone Allow Deny

Full control

Madify

Read & execute
List folder cortents
Read

White

For special permissions or advanced settings, Adwm:ed
click Advanced =

Leam about access control and permissions

AN NN NN

(BT === A= =

Name: CADIGICART-E
Owner: Administrators (WIN-BUVQHKESZML\Administrators) @Lhange
Permissions Auditing Effective Access

For additional information, double-click a permission entry. To modify a permission entry, select the entry and click Edit (if available).

Permission entries:

Type  Principal Access Inherited from Appliesto
8, Allow  Everyone Full control None This folder, subfolders and files
% Allow  SYSTEM Full control c\ This folder, subfolders and files
2, Allow  Administrators (WIN-BUYQH...  Full control = This folder, subfolders and files
8, Allow  Users (WIN-BUVQHKEQIML\U... Read & execute o This folder, subfolders and files
2, Allow  Users (WIN-BUVOHKESZML\U... Special = This folder and subfolders

82, Allow  CREATOR OWNER Full control o Subfolders and files only

[ Add ][ Remove | [ View

[] Reglace all child ebject permission entriss with inheritable permission entries from this ebject

ok | [[cancel || 2pply

Select this object type:
|User. Group, or Builtin security principal

From this location:
|WIN-EUVGHI(E52ML

Enter the object name to select (samples):
Evenyone

Click OK. The Folder is now ready to ] [oemee | [

be shared via NFS.

ozl

Mame: CADIGICART-E
Owner Everyone Change
[_|eplace owner on subkontaners and chjects
| Pemnors | duding | Etective fccess |

Fer additional information, double-chck a permission entry, To modify . select the entry and it (f available).
Prirnissean entrics:

Type  Prncipal aceess T inherited from. apphesto
B, allow  Fveryone Full contas MNone Ths faldes, sublolders snd files
B, Allow  SYSTEM Fll contrc =) This falder, subfolders and files
B Allow i (WIN-BUNEIH_  Full ] (=) This folder, subflders and files
B8, Alow  Users (WIN-BUVOHKESZMUVL... Resd & execute A= This folder, subfolders and files
B, Alow  Users (WIN-BUVQHKESZMUW...  Special (=) This folder and sublelders
5, Mlow  CREATOR CWNER Full contrsl o Sublolders and files orily

Oviabile prhertance
[ Reglace all icn entrves from this chjec

o] [Cemed ] [Caeoy |




Using the Server Manager to Configure the NFS Service.

Open the Server
Manager.

Local Server

All Servers

Click on "Add roles
and features".

Server Manager * Dashboard

Dashboard

R File and Storage Services b

Server Manager

2 | }'1 Manage

WELCOME TO SERVER MANAGER

n Configure this local server

QUICK START

Add roles and featu

3 Add other servers to manage

4 Create a server group

Hide

Verify the items listed in the
onscreen instructions. Click Next.

Select Role-based or feature-based
installation.

Click Next.

Select the server from the server
pool. Normally there will be only
the local computer displayed.

BE |

DESTINATION SERVER
WIN-BUVQHKEIZML

il Add Roles and Features Wizard

This wizard helps you install roles, role services, or features. You determine which roles, role services, or
features to install based on the computing needs of your organization, such as sharing documents, or
hosting 3 website

Before You B:

Installation

To remove roles, role services, or features:
Start the Remove Roles and Features Wizard

Before you continue, verify that the following tasks have been completed:

* The Administrator account has a strong password
* Network settings, such as static IP addresses, are configured
* The most current security updates from Windows Update are installed

If you must verify that any of the preceding prerequisites have been completed, close the wizard,
complete the steps, and then run the wizard again.

To continue, click Next.

[ Skip this page by default

Install

eI

= Add Roles and Features Wizard

DESTINATION SERVER
WIN-BUVQHKEIZML

Select installation type
Select the installation type. You can install roles and features on a running physical computer or virtual
machine, or on an offline virtual hard disk (VHD).

Role-based or feature-based installation
Configure a single server by adding roles, role services, and features.

) Remote Desktop Services installation
Install required role services for Virtual Desktop Infrastructure (VD) to create a virtual machine-based
or session-based desktop deployment.

[< preveus | [THet="] [concel ]
= Add Roles and Features Wizard =0

DESTINATION SERVER
WIN-BUVQHKEIZML

Select destination server

Before You Begin Select a server or a virtual hard disk on which to install roles and features.

Select a server from the server pool
) Select a virtual hard disk

Installation

o C

Server Pool

Fitter: |

Name 1P Address Operating System

Microsoft Windows Server 2012 Standard Evaluation

192.168.1.119

WIN-BUVQHKES2ML

1 Computerls) found

This page shows servers that are running Windows Server 2012, and that have been added by using the
Add Servers command in Server Manager. Offline servers and newly-added servers from which data
collection is still incomplete are not shown.

Install

5 DigiCart*



Select server roles it
imm-iegir ‘Select one or more reles 10 install on the selected server.
Installation Type Roles Description.
Strver Selecion vt Diseciory Certticsts Sendced T[]  Active Directony Certificate Sanvces
_ 8 > B - 5 SRR [AD C5) m used to create
[ Astive Direcicry Domain Services. eortfication satharities and related
Featunes [ Active Directory Fedesstion Senvices rode services that allow you to issue
D] Active Cirectony Lightweight Cirecinry Serdses and manage certificabes used in &
[] Actrve Drectory Rights Management Sernces e n
L] Applcation Server
(] DHCE Server N
Click the arrow next to File and Storage S
Services to open that item. DDy
] Mebwerk Policy and Access Sernces
L] Print and Docurment Servces
[ Remote dccms
[ Remate Desktop Sences .

Select server roles fvk i
imm-iegir ‘Lelect one or more reles 10 inatall on the selected server.
Installation Type Roles Description.

Click the arrow next to File and iSCSI e 1 e e
H H e e e 551 ~;n . M‘WF:R
Services (Installed) to open that item. B o e

2] BranchCache far Netwerk Fies
[ Dats Deduplestion.
[ OFS Namespaces
[ 0#% Rephcation »
[ File Server Resaurce Manager
2] Frle Server VES Agent Sence
[ #88 Target Sarves
[ 1551 Target Saoeage Peovider (V05 aesd V52
© ZEEE
Check the box for Server for NFS. i
o | [

Add features that are required for Server for NFS?

The following tocls are required to manage this feature, but do not
have to be installed on the same server.

4 Remote Server Administration Tools
4 Role Administration Tools
4 File Services Tools

[Tools] Services for Network File System Management ~

When prompted to add additional roles and
components click Add Features.

K " e

Include management tools (if applicable)

Click Next.

Select features

Salect ane or more festures to istall on the selectes server.

Fafors ou Begin
Inzalaticn Type Festures Descrigtion
Servt Selction . TR Ciiem for NS enaies this cam,
b [ Batkground Inteligent Trarafer Senice [BITS)
Server Rk o - : 6 access s on U based NES
[ Ritlcker Drive Ecryption ettt
& computer t2 connect to
[ Witkocker Metwork Unlock o
Corfirmation [ BranchiCache UINLX NFS shaves that allow
| v S i
7] Giota Camter Brdgg

Check the box for Client for NFS. (ST

[ Growp Policy Managemant

[ Ink and Handwritineg Services.

[ intermet Frinting Client

L] 1P Agaress Management [PAM] Server
L1 15NS Server sermce

L PR Post Meriter

B, °



Select features

Before You Begin
Installation Type
Server Selection

Server Roles

Confirmation

Click through Features by
clicking Next.

DESTINATION SERVER
WIN-BUVQHKEGZML

Select one or more features to install on the selected server.

Features Description

NET Framework 3.5 combines the
power of the .NET Framework 2.0
APIs with new technologies for
building applications that offer
appealing user interfaces, protect
L | your customers' personal identity
information, enable seamless and
secure communication, and provide
the ability to model a range of
business processes.

b [W] .NET Framework 4.5 Features (Installed)
b [] Background Intelligent Transfer Service (BITS) =

[ BitLocker Drive Encryption

[ BitLocker Network Unlock

[ BranchCache

] Client for NFS.

[] Data Center Bridging

[ Enhanced Storage

[ Failover Clustering

[ Group Policy Management

[ Ink and Handwriting Services

[ Internet Printing Client

[ IP Address Management (IPAM) Server

[<]

< m HE

[ <brevious | [ Mea> | | instal [ Cancel |

Check “Restart the destination
server automatically if required”.

Before You Begin
Installation Type
Server Selection

server Roles

Featuras

In the pop up dialog, click Yes to
confirm that you want the server
to restart if necessary.

Click Install.

Confirm installation selections

DESTINATION SERVER
WIN-BUVQHKEGZML

To install the following roles, role services, or features on selected server, click Install.

Restart the destination server
Optional features (such as administration tocls) might be displayed on this page because they have
been selected automatically. If you do not want to install these optional features, click Previous to clear
their check boxes.

if required

File And Storage Services
File and i5CS| Services
File Server

Server for NFS

Remote Server Administration Tools
Rele Administration Tools
File Services Tools
Senvices for Network File System Management Teols

Export configuration settings
Specify an alternate source path

<Previous | | Mext> | [ Install | [ Cancel

If a restart is required, this server restarts automatically, without
additional notifications. Do you want to allow autoratic restarts?

A

The installation will start. You
can watch the progress if you

wish, or simply click Close to

close the window.

Installation progress

View installation progress

DESTINATION SERVER
WIN-BUVQHKEG2ML

@ Ferure installation

Installation succeeded on WIN-BUVQHKE92ML.

File And Storage Services
File and iSCS| Services
File Server
Server for NFS
Remote Server Administration Tools
Role Administration Tools
File Services Tools
Services for Netwark File System Management Tols

You can close this wizard without interrupting running tasks. View task progress or open this
page again by clicking Notifications in the command bar, and then Task Details.

Export configuration settings

<Previous | [ Net> | [ Close |[ Cancel

DigiCarte



Sharing the Folder with NFS

Now that the NFS service has been configured, you can create shares in two ways. One is
by using the Server Manager, the other is by accessing the Properties of the folders to be
shared.

To Create an NFS share using Server Manager:

Start the Server Manager.

: ; p—EEe s
Click on File and Storage B = @ @
Servers. e
Shares
iSCS!

Select the Server in the
Servers field.

Click Shares. - .

EVENTS

*« File and Storage ¢

B v BivE,.. el e
| | Volumes
. [ Disks .
If there are no shares defined, [EE owere:
you can click on "To create a o

file share, start the New Share
Wizard".

G to Volumes Overview >

QuaTa

| o B 00 e
Otherwise, in Tasks, select | voumes =
New Share, or if you are e T - T ’
going to change an existing T s EREES

share, select it as shown here
for DIGICART2012.

e e Velumes Dverview »

QuoTa

= New Share Wizard = [|E -

Select the profile for this share

Click on Select Profile.

File share profile: Description:

SMB Share - Quick This basic profile represents the fastest way to create a
SMB Share - Advanced
SMB Share - Applications

NES file share, typically used to share files with UNIX-
based computers.
Select NFS Share — QU ick * Suitsble for general fils sharing
+ Advanced options can be configured later by
using the Properties dialog

Click Next.




Select Type a custom path.
Click Browse.

Click on the folder you wish to share.

Click Select Folder.

Click Next.

Select Profile

Select the server and path for this share

Server:
Server Name Status Lluster Rode Crwmer Node
WIN-BUVOHKESZML Onlire Mot Clustered

D) The Iist is filbeved to shaw only servers that have Server for NFS irstalied,

Share kicatwre

() Select by yolume:
Valume Free Space | Capacity | File System
[ HGE APIGE NTFS

The locstion of the file share will be a new folder in the \Shares directory on the selected
walume,

#) Iype a customn path:

[Browse- |

| o Brevcns | | et = Lroate | Cancel

New Folder Delete

4 (& WIN-BUYQHKEIZML

]>]

[ 3fab352660c673¢02217781933c3a8e7

==

| 5 anon

Folder: €A\

[ dee

[ digicart

(] DIGICART-E

[ DIGICART2012
(] DigicartTemplate
[ music

=1 musict

1 music2

[ MUSIC3 template copy H
1 news
[ perflogs

[ Program Files
(1 Proaram Files (x861 v

Sedect Profile

Share Name

Select the server and path for this share

Server:
Server Name: Status Chuster Role Cwner Node
WIN-BUVQHKEIZML Online INot Clustered

10 Thie list s filtered to show anky servers that have Seever for NES installed.

Share location:

1 Select by yolume:
Vol Free Space  Capacity  File System
= 13168 279GE NTFS

The location of the file share will be a new folder m the 'Shares directory on the sebected

volume.
® Iype & custom paths
[rapigicanT-2 frowse.. |
< Brevious | [ Nest» Create | [ Cancel |

DigiCarte



Specify share name

Selert Profle Sharengme:  DHGICART-E
Share Location
You can set the share name to be EEE

" CADIGICART-€
Authentication

different than the folder name, but this e wis e N
is not recommended. Share names

should be no more than 14 characters
long to fit in the DigiCart/E display.

Click Next.

=

Specify authentication methods

Sedect Profie Specify the authentication methods that you want to use for this NFS share.
Share Location
Share Hame Kerberon v5 authertication
[ Eerberos v5 suthenticationlKeb5)
Share Permissions (m] 5 "l

[ Kerberos w5 suthentication and prvascy(KetiSe)

No server authentication
[ Mo gorver suthenteatzn (QUTH_SVS)

Select “No server authentication 2 b unmapped e s
) Allree gnenappeed user aecess by UID/GID

(AUTH_SYS)”, then “Enable umapped — .
user access” and “Allow anonymous
access”.

Learn more about NFS suthentation and secunty

Click Next. | ===l

You enabled anonymous access for NFS shares, which requires

& applying Let Everyone permissions to anonymous users. Making this
change to the security profile of your system should only be done if
anonymous access is absolutely necessary.

Click Yes. (This measure was taken in the first Do you want to apply Let Everyon pemissions to ananymous users?

section on editing the Registry.) =

Specify the share permissions

Selecs Profie The server evaluates the i the erder they The finail
fite oy taking the share permission
Share Location and the NTFS permission entries. The mare restrictive permissions are ther 3

Click Add. snae e e

Adthenteasen
Hame Permissions

Rt Access Encading T

Grant permissions to access the NFS share to a hest, client group, or netgroup.
Select the access and language encoding for the share.

O Host:

O Netgroup:

| -]
) Client group:

| -]

® All Machines

Select All Machines.

Language encading: Share permissions:

[ansi [+] [Read/ Wit =

Under Share permissions select Read/Write.

Click Add.

oAy 10

[] Allow root access (not recommended)




Specify the share permissions

select Protie The sirver svshistes the share pemiasions in the crer they sre thawn below. The finalsczess

N permissicns on a file share g ing i L son both the share permission.

hare Location and the NTES pernrean entries. The mere reitrctive permeisen aoe then appked.

Ehare ame Leaen mare about NFS suthentication and security

Authentication
Hame Permistions  RootAccess | Enceding T
~ Al hi

PeS—— Mechines ) _ n
All Machings. Read [ Wrine Disallowed ANE

(" | it Fermave
[ eprevows | [ o> | create | [ Cancel |

Click Next.

Specify permissions to control access

Sedect Profile L (P . e e

Share Location permistions, and, cptionally, & central access pakicy.

Ehare Name Eelder permistions:

ot Type Principal Access Applies To

Share Permiggiont iy
dlow  BULTINUgers Special Thig folder and subfolders

Cordematicn Miow  BULTINWsers Read & ewecute  This flder, subfolders, and files
Mow  BULTINAdministrators  Full Contral  This folder, sublolders, and fles
Migw  WTAUTHORITYSYSTEM Full Comtral  This foler. subloiders, and files

If Everyone is not listed in the Principal
column, then add Everyone by clicking
Customize Permissions.

[ Contomize permssons.._|

Click on Add.
B

—

Click on Select A Principal.

Tree aom

Applierte: | Ths fokder sublelders and fies

(Ordy apphy theie permissons b sbierts andos eontsnes within th contine

Select this object type:
‘User. Group. or Builtin security principal ‘ | Object Types.. |

From this location:
‘WIN-EUVGHKESQML H Locations..._|

Enter the object name to select (sxamples):
Everyone

Type Everyone in the
Object Name field.

Select this object type:
|Use!. Group, or Buittin security principal | | Object Types. |

From this location:
[WIN-BUVQHKES2HL | [ Locations..._|

Click Check Names.
Everyone should be underlined.

Enter the object name to select (sxamples)

Click OK.

11 DigiCarte



Frincipak  Fueepone Select s principal
Type | Ao ~

Apgiiestex | This fokder, subdokders and fles ~|

Show ssvanced pemmissions

Select Full Control. e

[ty

Click OK.
o ] o]

Click OK again, then click Next.

Confirm selections

Canfirm that the fallowing are the correct settings, and then click Create.

Select Profile
Share Location

SHARE LOCATION
Share Name Server: WIN-BUVOHRESZML
Authenticatcn Cluster reies Mot Clustered
Shane Permissions Local path: CADIGICART-E
Peeenissions SHARE PROPERTIES.

Protocak NFS

[Cgmte ] [cancet ]

i

Finally, click Create.

View results
The share was successfully created.
Task Progress Status
Create NFS share I Completed
Set NFS permissions I Completed
<previous | [ Next> | [ @ose || Cancel

The DigiCart/E can now mount the share using its Mount Net Drive utility.

You can also share the DigiCart folders using standard Windows file sharing to enable other
users on the network to access the files.

oAy 12



Using Folder Properties to Set Up NFS Shares

In Windows File Explorer, right click on the Folder you wish to share and select Properties
from the pop-up menu.

Click the NFS Sharing tab.

l | | DIGICART-E

Type: File folder

Location: [0548
0 bytes
0 bytes

0 Files, 0 Folders

Size:

Size on disk:

Contains:

Attributes: Previous Versions I | NFS Sharing

Services for NFS Sharing
g DIGICART-E
} | Mot Shared

MNetwork Path:
Not Shared

MFS Share Management

Enable or dizable MFS sharing of this folder, set permissions,
share name, and other advanced sharing options.

Click Manage NFS Sharing.

Check Share this folder.

[ share this folder

—Settings
Share pame: I DIGICART-E

Metwark name: | WIN-BUVQHKES2ML =]

Encoding: ANSI -

¥ Kerberos ¥5 privacy and authentication [KrbSp]
¥ Kerberos vS integrity and authentication [Krbsi]
¥ Kerberos ¥5 authentication [KrbS]

¥ Mo server authentication [Auth_s¥s]

[¥ Enable unmapped user access

13 DigiCarte



The share name can be edited here, but it is
recommended that it be left the same as the
Folder. The share name should be 14
characters or less to fit in the DigiCart/E Drive
Name display.

Select Allow anonymous access.

Click on Permissions.

NFS Share Path: ~ CADIGICART-E

Name:
ALL MACHINES

In Type of access select

Read-Wl‘ite. Type of access:
No Access
Encoding: Read-Oni
Read-Write
Click OK.

Read-Only 'l [~ Allow root access

v Share this folder

—Settings

Share name: I DIGICART-E

Network name:

I WIN-BUVQHKESZML

Encoding: ANSI hd
¥ Kerberos v5 privacy and authentication [Krb5p]
[ Kerberos v5 integrity and authentication [Krb5i]
¥ Kerberos v5 authentication [Krbs]
[V No server authentication [Auth_S¥S]

¥ Enable unmapped user access

" Allow unmapped user Unix access (by UID/GID)

y
—
—

To set permissions for how users access this
folder over the network, dick Permissions

Anonymous UID:

Anonymous GID:

Permissions |

Cancel |

Apply

Root Access Disallowed

Add...

Bemove

MNFS Share Path:  CADIGICART-E

Name:

ALL MACHINES Fead-Write  ANS|

Add...

Root Access Disallowed

FBemove

Type of access:

[T =] ™ Alow root access
IﬁNSI VI

Encoding:

Finally, click OK in the NFS Advanced Sharing dialog, and Close in the Properties dialog.

The DigiCart/E can now mount the share using its Mount Net Drive utility.

You can also share the DigiCart folders using standard Windows file sharing to enable other
users on the network to access the files. This is found under the Sharing tab in the

Properties dialog.
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