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Information contained in this manual is periodically updated and changes will be incorporated into subsequent editions. If you encounter an error,
please notify Evertz Customer Service department. Evertz reserves the right, without notice or liability, to make changes in equipment design or
specifications.
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1. OVERVIEW

VistaLINKg is Evertz’'s true Simple Network Management Protocol (SNMP) configuration and monitoring
platform. Evertz's VistaLINKgs PRO application software unites Evertz 7700 Series Fiber, Conversion,
NCP, VIP™, MVPg, 500 Series DA and AVM product lines as well as selected third party equipment
through a customized, detailed, java-based monitoring and configuration tool that is ready-to-use for signal
monitoring and "real-time" equipment configuration. VistaLINKg provides a complete, uncomplicated and
cost-effective network monitoring & configuration solution. It is also an effective local and remote
monitoring tool for both incoming and departing signals at strategic locations throughout your video
network enterprise.

Through VistaLINKg and SNMP, Evertz offers a simple, reliable, secure and efficient method of monitoring
and configuring your facility equipment. Real-time, reliable configuration and control is possible through
SNMP implementation, utilizing simple protocol commands that travel over your secure network.
VistaLINKg enables thousands of network nodes in mission critical applications to be monitored and
configured world-wide via SNMP.

Features:
e Full alarm monitoring and logging to a storage database
e Individual or batch card configuration with setting change confirmations and audit trails
o Create system wide presets that span multiple products and frames
e Alarm severity configuration and acknowledgement levels
e Alarm and event logging, human-readable file exporting for record-keeping and trend analysis
e Visual video confidence monitoring
e Automated hardware configuration driven by fault alarming
e User customizable graphical interface

1.1. VISTALINKg PRO’S MAIN FEATURES

1.1.1. VistaLINKg PRO Alarm Management

VistaLINKe PRO is equipped with comprehensive alarm event monitoring capabilities, including
configurable alarm severity settings, descriptions and user notes for each VistaLINKg - enabled Evertz
products. Alarm event acknowledgement, per alarm type or per service and alarm logging, with date, time
and type descriptions offer the end-user a complete database of alarm events for subsequent analysis and
trend tracking.

1.1.2. VistaLINKg PRO Configuration Management

Card configuration through VistaLINKg PRO can be performed on an individual or multi-card basis using
simple copy/paste routines reducing the time to configure each module separately. Configuration changes
can be performed immediately, making it possible to quickly change individual card parameters "on the
fly", or delayed in order to methodically configure and review changes before full deployment.
Configuration settings can be imported and exported in human-readable format, and configuration
messages inform the user of parameter setting changes. All changes are recorded in VistaLINKg PRO's
audit trail tool in the full version. A configuration-only VistaLINKe PRO tool (VLPRO-C) is provided free
with 7700FC VistaLINKg Frame Controllers for convenient card configuration.

OVERVIEW Revision 10.5 Page 1-1
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2. INSTALLATION

2.1. INSTALLATION OF THE VISTALINKg PRO SERVER

2.1.1. Component Check-List
To start working with the VistaLINKg monitoring suite, your machine must meet the following requirements:

Pentium 4 (2.0 GHz or higher)

1 GB RAM (minimum)

10/100 Ethernet Adapter

SXGA (1280x1024) Screen Resolution
CD-ROM

Windows 2000, XP, Server 2003, Vista O/S
Evertz Monitoring Toolkit CD-ROM

[y Iy Ay oy

2.1.2. Initiating the Software Installation for the Server

From the CD-ROM Monitoring Toolkit splash screen, select “Install VLPRO (30 day Trial/Full Version)”.
This selection will initiate the software installation procedure for the VistaLINKg PRO Server.

.ﬁ’Jislaunw Monitoring Toolkit

Toolkit User's Guide [Start iere]

mstan VistaLINK™ PRO &Y 1700rc uparade and image Files

30 Trind J Full version

I5Y sooonce Firmware

mstanl VistaLINK™ PRO-C
Wi e € enllgration oaly version SO0DNCP VistallWK PRE
Server License Key

mstail AVM GonfigWare

WM RS-732 Canfiguratian Bility - Ma nu a|s
@ Close Menn

Figure 2-1: VistaLINKg Monitoring Toolkit Screen
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2.1.3.

When the installer package finishes
extracting, the first menu will appear
outlining user privileges. Click the
‘Next’” button once you have verified
that you are using a Windows login

Important Menu

account that has administrative
privileges.
2.1.4. Introduction Menu

The Introduction menu describes what
license will be active once the
installation has been finished. The
license included with the install
package provides a 30-day trial period.
You will be given the ability to apply
your purchased license once the
installation is complete. Select the
‘Next’ button to proceed to the next
menu.

2 ¥istaLinkPro Server

@ Important Information

Introduction
LicenseAgreement

Select Installation Falder
Select Installation Option

Installing. ..

Install Complete
Upgrade Complete
Installation Errar
Installl Complete

InstallArewhere by Zero G

Cancel |

_lox]
Important Information

Please Read Before Continuing:

Installing WistalinkPro Sencer on Windows NT, Windoms 2000 or Windows XP
requires thatvou be currently logged on with an account that haz
Administrator ar Power User privilege. [f wou do not hawve either of these
privileges, this installation may not operate as expected.

Pleasze werify that vou hawe the required privilege before proceeding with this

installation.

Previous |

Figure 2-2: Important Information

] ¥istaLinkPro Server

! Important Information
@ Introduction
LicenseAareement

Select Installation Falder

Select Installation Option

Installing...

Install Sarmplete
Upgrade Camplete
Installation Errar;
Install Camplete

Installanywhere by Zero G

Cancel |

_[ol
Introduction

Welcome to the VistaLinkPro Server Installation

HOTE: Thiz will install a trial version of VistalinkPro Sencer that will
automatically expire after 30 days. To continue uzing this sofhware beyond the
trial peried vou must purchase a valid sofbware license from Everiz
Microsysterns. Please contaet vour nearest representative for mare infarmation.
If you intend to upgrade an existing version, select the same folder az the
existing wersion, then select the upgrade option.

It is strongly recommended that you close all programs befare proceeding with
this installation.

“fou may cancel thiz installation at any time by clicking the 'Cancel' buttan.

Flease click the 'Next button to proceed with the installation.

Previous |

Figure 2-3: Introduction Information
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2.1.5. License Agreement

Review the License Agreement to determine
if you are able to accept the terms and
agreements that are provided. Use the
bottom radial buttons to make your selection.
Select “Next” to proceed to the next menu if
you have accepted the Terms & Conditions.

2.1.6. Select the Installation Folder

From the installation folder menu, a custom
installation path can be made with either the
text box or the ‘Choose...” button. If the
‘Installation Folder’ path contains an existing
VistaLINKg PRO Server installation, an option
will be provided in the next menu to either
‘Upgrade Installation’ or ‘Full Installation’.
Select the ‘Install’ button when ready to start
installing the application.

‘& vistalinkPro Server

) Impartant Infarmation
! Introduction

License Agreerment
Select Installation Folder
SelectInstallation Option
Installing...

Install Cormplete
Upgrade Complete
Installation Errar

Install Complete

N =]
License Agreement

Installation and Use of VistaLinkPro Server Requires Acceptance
of the Following License Agreement:

Y
EWERTZ MICROSYSTEMS LTD j
WVistaLINK[tm] SOFTWARE LICEMSE ASREEMENT

IMFORTANT - READ CAREFULLY: This License Agreement is a legal
agreement between the "CUSTOMER" (either an individual or a single
entity) and Evertz Microsystems Ltd. for use of the VistaLINK{tm) software
product (or derivative), which includes computer software and mav include
associated media, printed materials, and "online" or electronic
documentation ("Sofwware"). By installing, copying, of othemwise using the
Softuare, the CUSTOMER agrees to be bound by the terms of thiz License
Agreement. If the CUSTOMER does not agree to the terms outlined in this
License Agreement, do not install or use the Sofhware.

¢ Important Infarmation
! Introduction
) License Agreernent

Select Installation Option

Installing...

Install Cormplete
Ungrade Camplete
Installation Errar
Install Carmplete

@ {EEesptthe tams oF the Tieenss Foresment
1 do NOT aceept the temms of the License Agreement
InstallAmpwhere by Zero G
Cancel | Previous | et
Figure 2-4: License Agreement
%2 YistaLinkPro Server - |EI|_)

Select Installation Folder

Select Installation Folder

Selectthe lacation where you would like to install VistalinkPro
Server. [fyou have previously installed VistalinkPro Server you may
choose to install into the same folder and upgrade the installation.

Installation Folder:

C\Program FilestWistalinkProServer

Restore Defautt Folder Choose...

InstallAmpwhere by Zero G

Cancel |

Previous |

Figure 2-5: Select Installation Folder
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2.1.7. Install Complete

Once the installation is complete,
information is provided about the VLPRO
default Administrator account. If the
installation has encountered errors,
information will be provided at this menu. If
you require assistance troubleshooting
these errors, please record the details of
the encountered error so that a VLPRO
specialist can more easily assist you.

InstallAmawhere by Zero G

Canee |

2 YistalinkPro Server

Y X EERE X'
- B B B B B

_ (ol ]
Install Complete

Important Information Please review the

Introduction
Installation Complete
When you start the VistalinkPro Server it will be locked by default. Thisisto
prevent uriwanted tampering of the VWistalinkPro system. To unlock the senver
console, enter Administrator for the logon, leaving the password field blank (ie.
do not enter any text in the pasamord field). Itis recommended that you

License Agreement
Select Installation Folder
Select Installation Option
Installing...

Install Complete
Upgrade Complete

change the pasamard for the administrator logon as soon as possible.

Click the 'Done' button to complete the installation.

Installation Erfar

Thank you for choosing Evertz.
Install Complete ¥ E

Previous |

Select the ‘Done’ button to quit the
installer.
2.2. VISTALINKg PRO SERVER

2.2.1. Starting the VistaLINKg PRO Server

To start the VistaLINKg PRO Server use the
shortcut provided in the start menu programs

group.

Start > Programs > VistaLinkPro Server >
VistaLinkProServer

The following is a list of additional items
provided:

Figure 2-6: Install Complete Window

@ Accessories >
(5 Ethereal »
@ Evertz >
(5} MG-50FT MIB Brawser »
(5 wistalinkPro Client 3
»
»
»
»

@ VistaLinkPro Graphics
(5} vistalinkPro Manitoring System

Help System

(5 wistaLinkThumbnailServer Tnstallation Guide
Microsoft Excel
Microsoft Word

(£} Mascon

@ Evertz ECO Database
[ corsloraw 9

@ Synergy

[ quickTime

@ WistaLinkThirdParty

&
]

my3QL Reference Manual
El YistalinkProServer Property Editar

b S8 Install VistalinkPro Clients (on this machine)

New Office Document

Open Office Document

e HTML system wide help program % St Progran Access andDefaks [ i e
e Installation Guide for the VLPRO server T B ovns (& Vetalinkro AutoConfiaSystem
e MySQL database manual in HTML E Y oocuments ,
e The VistaLinkProServer Property Editor : y seros ’
e Shortcut to launch the server S R »
e Shortcut to launch the installer for client |[pj& =

installations ; P2

Shut Down. .
Figure 2-7: Accessing VistaLINKg PRO Server
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2.2.2. VistaLINKg PRO Server Login Screen
When the Logon screen appears, you must use 00
the default Administrator account. This | sewersuus ServerLon |, 1 Oterts e P | 62 T P}
Network: (3]
account does not have a password set by | sams 8 [orries -
. min; (] ime ate escription
default_ It IS recommended to Change the EE?:‘E‘:EVE‘EW :: [IB:WEE 2005-09-18  Cornpleted retrieval of alarm server settings
.. ystem: 09:17.58  2005-09-19 Luggev_RunmnqSlatesetto\ogeve_ms
Administrator account password from <blank>, | [#eakasen G joanse zeacts Relieins s cener s seings
tO a Secure password Use the ‘UserS’ menu AUto Config Syster ) [0@17:45 3005-08-18 Alarm Server startup initiated
Licensed To
¢ 1 tial Version =
from the ‘Tools’ drop down menu to change the | e ———
password. s o [
Click the ‘Unlock’ button once the username
field is filled with ‘administrator’ and the
password field is blank.

2.2.3. Verifying Server Startup Operations

The server status section allows the administrator to verify which
components are loaded and running. The states can be verified by
its virtual LED colour. The basic components that must be running

are:
o Network HETILE b
Database: L
- Datapase DBAdmin: L
0 Logging System E-mail Systern: {
MCP System: L
Ensure that the virtual LED’s are Green so that the VistaLINKg PRO MYP Ack Systerm: ‘
Server can operate correctly. Logoing System L
Auto Config System: ¥

Figure 2-8: Login Screen

File  Tools Help

Q_ ¥YistaLinkPro Server {Trial ¥Yersion)

Server Status

e e e e e

Set

Se

|
09:1¢
09:1¢
09:1¢
09:1¢
09:1¢

no-e

Figure 2-9: Startup Operations
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2.3.  CLIENT INSTALLATION INSTRUCTIONS

2.3.1. Executing the Client Installer

Accessories
Ethereal
(5 Evertz

»
»
»
(= MG-SOFT MIB Browser 3
»
»
»

When installing your first client, it is
recommended that it be installed on the same
machine as the VistaLINKg PRO Server. To
start the client installer, navigate through the
start menu to the ‘Install VistaLink Pro Clients
(on this machine)’ shortcut.

[EY wistaLinkPro Client
VistaLinkPro Graphics
istalinkPro Monitoring System

(5 wistaLinkThumbriaissrver
Micrasoft Excel

» B installation Guide
€] mysQL Reference Manual
¥ vistaLinkProServer Property Editor

Start > Programs > VistaLinkPro Server >
Install VistaLinkPro Clients (on this machine)

Evertz ECO Database
(5 CorslDRaw 9

@ Synergy

Open Office Document @ QuickTime:
ViskainkThirdParty
IBM iSeries Access For Windows
@ YistaLinkPra AutaConfig System

Mew OFfice Dacument

“{  Set Program Access and Defaults

The client installer can also be executed
directly from the following directory:

Docurments

% Settings 4
A ) s
&

<VistalLink Server install directory>
\VistaLinkProClient\Client.exe

This file can also be copied to another
computer for remote client setups.

Figure 2-10: Executing Client Installer

2.3.2. VistaLINKg PRO Client Installer Welcome Screen

After the installer finishes extracting its contents, =10l
the install script starts with a note that mentions Welcome to VistaLink Pro
to Shut dOWn any pr‘ograms that may be M Welcome to VistaShortcut.. | Please Read Before C

. ‘ ’ @ Select Product To Install
running. Select the ‘Next’ button when ready.

@ LicenseAgreement

t i= strongly recommended that you close sll programs before procesding
with this installation
@ ChooseInstall Folder ‘You may cancel this installation at any time by clicking the 'Cancel' button.

® Installing Please click the "Next button to proceed

@ nstallCamplete

Installanywhere by Zero G

Cancel Frevious

Figure 2-11: Installer Welcome Screen

Page 2-6 Revision 10.5 INSTALLATION



everilz

VistaLINKg PRO User Manual

2.3.3. Client Selection Menu

This menu allows the user to select a particular
VistaLINKg PRO client to install. The remainder
of this manual will refer to the “VistaLinkPro
Client”. Select the “VistaLinkPro Client”
graphics button and click the ‘Next’ Button to
advance to the next menu.

***Note: The other client types have the same
installation and setup method. Please refer to your
VistaLINKg PRO Server license information on client
support.

2.3.4. License Agreement Menu

Review the License Agreement to determine if
you are able to accept the terms and agreements
that are provided. Use the bottom radial buttons
to make your selection. Select “Next” to proceed
to the next menu if you have accepted the Terms
& Conditions.

8 vistaLinkPro

7 Welcome to VistaShorcut...
™ Select Product To Install

8 |censgAgreament

@ Choose nstall Folder

® |nstalling...

B |nstallGormplete

_{olx]
Select Product To Install

VistaLinkPro Client

Installs the VistaLinkPro Client application that supports praduct
configuration, alaim viewing and acknowledgement, aswell as
many other user features.

Q

VistaLinkPro Menitor

Installs the VistaLinkFro hMonitor application that supports alarm
wiewing and acknowledgement for services setup on the evertz
nebuork.

VistaLinkPro AuteConfig
Installs the VistaLinkPro AutoConfig application that supports
configuration loading, saving and schedule based setup.

VistaLinkPro Graphics

Installs the VistaLinkPra Graphics application that supperts
geographical representation of praducts and sendices on the evertz
natwark.

2 ® @

InstallAmpwhere by Zero G

Cancel |

Previous |

Figure 2-12: Client Selection

3 ¥istalinkPro

7 Welcome to VistaShortout. .
™ Belect Product To Install
@ License Agreement

8 Chooselnstall Folder

@ |nstalling.

8 |nstalCamplete

_lol %]
License Agreement

Installation and Use of VistaLinkPro Client Requires Acceptance of
the Following License Agreement:

-
EYERTZ MICROSYSTEMS LTOD j
“istaLIMKtm] SOFTWARE LICEMSE ASREEMENT

IMFORTANT - READ CAREFULLY: This License Agreement is a lagal
agreement between the "CUSTOMER" (either an individual or a single
entity) and Evertz Microsystems Ltd. far use of the VistaLINK{tm software
product (or deriuative), which includes computer software and may include
associated media, printed materials, and "anline” or electionic
documentation ("Sofbware™. By installing, copying, or othemise using the
Software, the CUSTOMER agrees to be bound by the terms of this License
Agreement. If the CUSTOMER does nat agree to the terms sutlined in this
License Agreement, do not install of use the Software.

{% | aceept the terms of the License Agreement

I 'do NOT acoept the temms of the License Agreement

Installanywhere by Zero G

Cancel

Previals 1

Figure 2-13: License Agreement
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2.3.5. Select the Installation Folder

From the installation folder menu, a custom
installation path can be made with either the text
field or the ‘Choose..."” button. A note is provided
about existing VistaLINKg PRO client
installations.  If the ‘Installation Folder’ path
contains an existing VistaLINKg PRO client
installation, the install script will write over top of
it. Select the ‘Install’ button when you are ready
to start installing the application.

2.3.6. Installation Complete

Once the VistaLINKg PRO client has =loix|

been successfully installed, select the

‘Done’ button to quit the installer. ™ Welcome to VistaShorteut..

™ Select Product To Install
™ License Agreement

™ Choose Install Folder
™ Installing...

M |nstall Complete

Installampwhere by Zero G

3 vistalinkPro

T welcare to VistaShorteut
™ Select Product To Install
M License Agreement

@ Choose Install Folder

B Installing...

8 |nstall Complete

Installamywhere by Zero G

P ] =4
Choose Install Folder

Select the location where you would like to install VistalinkPro Client.
Ifyau have previously installed VistaLinkPro Clientyou may choose
1o install over the existing copy.

Please select the installation folder:

ZProgram FilesivistaLinkProClient

Restore Detault Folder Chaoose...

Cancel

Previous | L

Figure 2-14: Install Folder

Install Complete

Installation of VistalinkPro Client is now complete

Click the "Done" button to quit the installation.
Thank you for choosing Evertz.

Carnze| |

Preyious i Done

Figure 2-15:

Install Complete Screen
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2.4,

2.4.1. Client Server Configuration

To ensure the VistaLINKg PRO

communicates to the server correctly, you will
need to ensure the connection settings are set
correctly. Start the ‘Client Server configuration’
tool from the ‘VistaLinkPro Client’ group in the

start menu.

Start > Programs > VistaLinkPro Client > Client

Server Configuration

To edit the settings you must click the
button with the key lock icon. Once the
editor window is unlocked, settings can

then be changed. In the ‘Manual
Configuration’ frame, set the ‘Alarm
Server Address’ and ‘Database

Address’ to the VistaLINKg PRO Server
computer IP address. Select the Lock
button again so the editor is in lock mode.
Click 'OK’ and then click ‘OK’ to the pop-
up message.

**Note: This setting needs to be implemented

CLIENT CONFIGURATIONS AND STARTUP

client

s |
=

G-50FT MIB Brawser
Clie S Cli

Help Manual

VistalinkProClient

) Client

WistalinkPra Graphics
WistaLinkPra Monitoring System
(5 wistaLinkPro Server

(5 wistaLinkThumbnailServer
Microsoft Excel

Microsoft ord

(5} Mascon

(5} Evertz ECO Databass

[ corslorow s

(5 synergy

(5 qQuickTime

WistalinkThirdParty

Hew Office Document

Open Office Document

Set Program Access and Defaults Miseries fecess For Windows

2000 Professional

:

VistalinkPro AutaConfig System
4 ¥

3| Programs
Documents
Settings
Search
Help

-
o
X
@

Run...

Shut Down. .

Fig

istal INK PRO Client Properties Editor

ure 2-16: Accessing Client Configuration
Editor

rClient Configuration

Client Identitier: VLPro_118

rProperty Description

Exposed Host IP

rServer C
Host Exposute defines the IP address
D Standalone used for Unicast communication ta this
(@ Manual Client fram the Alarm Server.
~Manual Configuration

Soner TR

Alatm Server Address: [192168.3.14 |

Client = Server Port [1099 |

Database Port [2308 |

Enable Serer Redundancy: O
rExposed Host IP:
Use Primary NIC *All Changes Reguire a Client Restart
Select Network Adapter: (152168314 -]

(8] (o) Come ]

on all clients that are installed on all Figure 2-17: Client Properties Editor
machines.
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2.4.2. Client Startup and Logon

To Start the VistaLINKg PRO client use
the shortcut from the start menu.

vistaLink Logon x|

Usermame: |admiﬂistralur| | oK I

Figure 2-19: VistaLINKg
Logon

Start > Programs > VistaLinkPro Client
> VistaLinkPro Client

Once the logon prompt appears, use
the same credentials as the VistaLINKg
PRO Server.

Figure 2-18: VistaLINKg Logon
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3. HARDWARE DISCOVERY IN VISTALINKg PRO

3.1. NAVIGATION TREE

The Navigation Tree is located on the left side of the VistaLINKg PRO
window. The navigation tree displays super-nodes and sub-nodes that
organize the VistaLINKg enabled hardware found by the system and
displays all Evertz VistaLINKg - enabled products found on the network
(see section 3.3). Nodes with a plus sign beside them can be
expanded to expose underlying elements and similarly, nodes with a
minus sign can be collapsed to hide unwanted information. Each node
in the Hardware View has an associated icon that indicates the type
and alarm state of the hardware device. For the VistaLINKe PRO
Standard and Monitor Client applications there are five super-nodes
under which all other nodes will appear.

3.1.1. Hardware

All hardware @ devices that are auto discovered or entered manually
will appear under this super-node. The Hardware super-node can
contain any of the following hardware node types:

e Frame nodes, denoted by the icons (=i I [l

¢ Network Control Panel nodes, denoted by the icon ==
e Module nodes, denoted by the icons & =

e VIP modules, denoted by the icon &

3.2.  MANUALLY ADDING HARDWARE

Depending on network conditions or if the Discovery Subsystem is
disabled, the Automatic Discovery System may not find your frame or
products. In this case you can choose to manually force discovery on
a frame that is known to be connected to the network. Performing an
Add/Update Frame function on a device, which is already present in
the Hardware view will cause the discovery system to rediscover and
verify the device and all contained modules.

3.2.1. To Force a Frame Discovery:

D
=8 1
I -]
=3 -
)
b
)
BB
I -]
I -]
=
-
-l
=5
----- ]
----- (1
----- (1
..... =t
----- (1l
..... =t
----- (1
----- (1
-
[E3 50+
B
G-
B35
-----
=B
=R s
o
=
""" &

Figure 3-1: Navigation Tree

1. Select Tree -> Add/Update Frame. The Add/Update Frame dialog box will appear.

2. Enter the IP address of the frame that you want to manually add, and then select the "OK" button. If
the frame is already in the Hardware View you can select the IP address from the drop-down list

presented.

3. The Discovery Subsystem will now attempt to directly contact the specified frame.
o If the frame cannot be contacted it will not be added to the Navigation Tree's Hardware super-node.
¢ If contact is established then the Discovery Subsystem will detect all products in the frame and the

frame will be added to the Navigation Tree's Hardware super-node.

DISCOVERY Revision 10.5
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Enter a new [P ar select one fram the list of active Ps: |192.1EE.E.134[*] ’ 8] 4 ” Cancel ]

Figure 3-2: Add/Update Evertz Frame

3.3.  AUTO DISCOVERY AND SYSTEM SETTINGS

3.3.1. Automatic Discovery

In order for VistaLINKg PRO to monitor and control connected hardware it must first perform a network
auto discovery or have frame locations manually entered. The software searches for VistaLINKeg (SNMP)
enabled frames present on the network by sending a broadcast message out on the network adapter and
waiting for a response. If multiple network cards are installed on the local machine then a broadcast
message will be sent for each adapter. When a valid frame response is received the frame will be added
to the Navigation Tree and the Discovery Subsystem will automatically begin product detection for this

frame, as indicated by the icon - ]

When all products in the frame have been found, or the frame detection cycle has ended, the frame node
icon will change from the detection icon - & (0 an idle frame icon - B, Detected products will be added
as sub-nodes of the frame node. Any products that have multiple video inputs, as in the 7761AVM-DC wiill
be added with additional sub-nodes, listed per-input.

Once the initial detection phase has completed VistaLINKg PRO will enter into a discovery interval cycle
where it will awake at regular intervals, checking for new VistaLINKg enabled frames and verifying that all
previous frames and products are still responding across the network. If during this discovery cycle a new
device is found, the device will be added to the Navigation Tree. If a device can no longer be contacted
the icon for the device node will be changed to reflect the condition while leaving the device in the
Navigation Tree to alert the operator of the error condition.

The Auto Discovery subsystem can be configured for various detection cycle times and discovery options.

3.3.2. Broadcast Traffic Note

If a device is located on a separate network or isolated by a firewall or router that does not allow the
passage of broadcast traffic the VistaLINKg PRO broadcast discovery system will be unable to add the
frame to the hardware list. In the event that a frame cannot be reached via the broadcast discovery
system it will need to be manually added in to the hardware list (see section 3.2). After the frame has
been manually added to the tree, all subsequent polling attempts will utilize a direct SNMP connection to
the device that does not rely on the passage of broadcast traffic.

3.3.3. Configuring Discovery Settings

To configure the automatic discovery settings select File -> Discovery Settings from the main menu. The
Discovery Settings dialog will open allowing the user to set options for the discovery status panel and
gueue size, the discovery system itself and the unverified hardware notification system.
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= Discovery Settings ] ﬁ]

-Display/Logging

[] Display discovery status panel

Discovery log gueue size

~Settings

[ 1 Lock discovery

Health polling period (secs)
["] Display notification when hardware unverified

Audio alert when hardware unverified | Critcal Blink
[T] Perform discovery on virtual hardware

[] Enable discovery of SNMP ¥2¢c hardware

SNMP

SNMP ReadMrite Community Name |privale |

SNMP Read Community Name [ public ]

| Aoy | | ok || cancel

Figure 3-3: Discovery Settings General Tab

3.3.4. Displaying the Discovery Status Panel

When the automatic discovery system is enabled, it may be beneficial to the user to view status
information on what the discovery system has found and information on how it is interacting with devices.
When the discovery status panel is enabled a discovery status bar will appear at the bottom of the client
application window to inform the user when the auto discovery systems are active and provide details
regarding the devices that have been discovered. When the discovery status panel is visible, clicking the
Discovery Log button will open a log file containing all recent entries.

=P s NS R RRRERGEA Holding until active discovery complated... | L BV ns REr S Diiccovery started on MWE Frame- 102 162.2.164 | ||

Figure 3-4: Discovery Status Panel

3.3.4.1. Lock Discovery

By default, VistaLINKg PRO comes pre-configured with the Discovery System option enabled. Lock
discovery disables the Auto Discovery system. When in lock discovery the program will then unicast
query each device in the hardware tree at the default health-polling interval. When lock discovery is
enabled, it is not possible to add new devices to the hardware tree.
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3.3.5. Setting Discovery Cycle Duration

This setting will determine how often VistaLINKe PRO will check the status of equipment already present
in the Navigation Tree, as well as search for new VistaLINKg enabled equipment connected to the
network. VistaLINKg PRO keeps the network connection open during the discovery cycle and closes the
connection immediately before the next discovery cycle. If you experience heavy load conditions, or
delays in packet responses on your network, you can increase this value to wait longer for equipment to
respond to the discovery process. To change the discovery cycle interval:

1. Locate the New Discovery period (secs) field directly below the Discovery Enabled setting and
enter the desired value (in seconds) into the field provided.

3.3.5.1. Subnet Mask Configuration

It is important to verify the subnet mask configuration in the application. Incorrect subnet masks will cause
the Auto Discovery process to function incorrectly. This setting can be configured through the ‘Advanced’
Tab from the ‘Discovery Settings’ dialog.

3.3.5.2.  Ranged Discovery

When it is not possible for Auto Discovery to work because of network topologies, the Ranged Discovery
feature can be used. The Ranged Discovery works when a user manually types in a range of IP
addresses that the program can perform a unicast query against. This feature allows for a maximum
number of 255 IP address’s to be queried. This feature can be accessed through the ‘Advanced’ tab of
the Discovery Settings dialog.

5
General Advanced | Agent Exclusion |
rSubnet Masking

Enterthe subnet mask for each adapter IP. Togetherthese addresses are used to perform
agent discovery, Ifleft blankthe default subnet mask is 255.255.255.0

Adapter |P[1.1.1.8 ¥ | SubnetMask| 255.255.255.0 | Set

~Ranged Discovery

By entaring an IP range and selecting Start discovery will directly guery IP addresses for SKMP
agents.

Fram|192 | [188 L1 |-[1 | Start | |

Ta[15z  |[1es || NE

Coomn ] (o [ conm ]

Figure 3-5: Discovery Setting Advanced Tab
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3.3.6. Refresh Network View

The Navigation Tree discovered hardware can be refreshed at any time by selecting Tree -> Refresh from
the main menu. Selecting this option will initiate an Auto Discovery cycle disregarding the Discovery
Interval setting.

All present frames will be updated with any newly added or removed modules. All newly added or
previously undiscovered hardware will be added to the Navigation Tree's Hardware super-node.

The toolbar button labeled "Refresh Network View" d_? can also be used to perform this action.

3.3.7. Cleanup Network View

If products have been removed from a frame or a frame has been disconnected from your network the
Navigation Tree will show the frame and/or products, however, they will appear disabled. If you are aware
that the hardware does not exist on the network or has been permanently removed you can force
VistaLINKg PRO to "clean up"” the Navigation Tree by removing the disabled hardware. To do this, select
Tree -> Cleanup from the main menu.

The toolbar button labeled "Cleanup Network View" & can also be used to perform this action.

3.3.7.1. Server Hardware Discovery

Server hardware discovery is a system that allows the VistaLINKg PRO Server to keep a detailed record of
the available hardware on the network. Normally this process is an automated system. When the
VistaLINKg PRO Client discovers a new device, it will push the support to the VistaLINKs PRO Server.
This system is used to help the Server calculate alarm severities and to do other functions. To view what
hardware the VistaLINKg Server has, it is possible to use the clients to see this information. To do this,
select Tools -> Server Hardware Discovery.

The dialog houses the various tabs to do range discovery and hardware client/refreshing. It is also
possible to configure the subnet mask so the Server calculates the right broadcast address for auto
discovery.
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Server Hardware Discovery Editor i ll

Configuring the server's subnet masking may he necessary to allow the serverto
discover hardware via SNMP broadcasting. Some VistaLINK PRO features such as
‘Mlarm Forwarding' require discovered hardware in order to function prapethy

rSubnet Maski

Enter the subnet mask for each adapter IP. Together these addresses are used
to perarm agent discavery. If left hlank the default subnet mask is 255.255.255.0

adapterIP[1.1.1.6 ~| SubnetMask|255.255.255.0 [ et |
{RangedDiscovery, Hardware ([P Tabie’|

\

[ Refresh J’ Clean J’ AddAgentJ

’ Apply “ 0K “ CanceIJ

Figure 3-6: Server Hardware Discovery Editor

3.3.7.2. DiscoverySettings.xml

The discovery settings file is a local database that clients use to remember what hardware was
discovered. The file gets re-written/created once the client is shutdown. If the client is forcibly closed
through the windows task manager, the file will not be updated/created. The DiscoverySettings.xml can
be accessed from the client installation folder in the config directory. It is possible to copy this file to other
clients to maintain a uniform hardware tree. Discovery Settings configured at the client are also stored in
this local database. The DiscoverySettings.xml can also be found in the VistaLINKg Server config
directory. Below is what the file looks like when it stores some information of different settings.

<?xml version="1.0" encoding="UTF-8" ?>
- <DiscoverySettings xmins="http://castor.exolab.org/">

- <Discovery IsLocked="false" DiscoverVirtual="false" DiscoverV2C="false" QueueSize="400"
ShowsStatus="false" PollingInterval="240">
<NotifyOnNonVerifiedDiscovered Enabled="false" Severity="Critical Blink" />
</Discovery>
<Adapter AdapterlP="1.1.1.6" Netmask="255.255.255.0" />
<Adapter AdapterIP="1.1.1.5" Netmask="255.255.255.0" />
<Adapter AdapterlP="192.168.3.14" Netmask="255.255.255.0" />
- <StaticHardware>
<SNMP_Agent Identifier="192.168.192.230::mvpd-agent" Type="AGENT-MVP-SERVER"
Virtual="false" />
<SNMP_Agent Identifier="192.168.192.32::90002ru" Type="AGENT-NCP-2RU" Virtual="false" />
<SNMP_Agent Identifier="192.168.1.246::mvpd-agent" Type="AGENT-MVP-SERVER" Virtual="false"
/>

- <SNMP_Frame ldentifier="192.168.192.8::evertz" Type="AGENT-7700-FRAME" Virtual="false">
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<SNMP_Product
Identifier="192.168.192.8::1::1.3.6.1.4.1.6827.10.17.3.1.1.1::7700FC::7700FC"
Type="CARD-7700" Virtual="false" />

<SNMP_Product
Identifier="192.168.192.8::5::1.3.6.1.4.1.6827.10.109.2.1.1.1::7707ADVT::7707ADVT"
Type="CARD-7700" Virtual="false" />
<SNMP_Product Identifier="192.168.192.8::8::1.3.6.1.4.1.6827.10.44.2.1.1.1::7720DAC-
A4::7720DAC-A4" Type="CARD-7700" Virtual="false" />
<SNMP_Product
ldentifier="192.168.192.8::9::1.3.6.1.4.1.6827.10.77.2.1.1.1::7703BPXRF::7703BPXRF"
Type="CARD-7700" Virtual="false" />
<SNMP_Product
Identifier="192.168.192.8::15::1.3.6.1.4.1.6827.10.93.2.1.1.1::7751TG2HD::7751TG2H
D" Type="CARD-7700" Virtual="false" />
</SNMP_Frame>
</StaticHardware>
<Exclude />
</DiscoverySettings>

DISCOVERY Revision 10.5 Page 3-7



VistaLINKg PRO User Manual everl_z

This page left intentionally blank

Page 3-8 Revision 10.5 DEVICE CONFIGURATIONS



everlz VistaLINKg PRO User Manual

4. DEVICE CONFIGURATIONS

4.1. CONFIGURATION

Using VistaLINKg PRO a user can change individual module setups by accessing and changing values in
its associated Configuration View. Configuration Views provide access to all controllable parameters
available on a module similar to its card edge controls or OSD menu system. Configurations can be saved
and loaded into hardware using the VistaLINKg PRO system.

By taking advantage of VistaLINKgs PRO's Advanced System Configurations feature many powerful and
scalable system presets can be defined and used to quickly and accurately change hardware setups.

/1521588184, COW-AL - Blet B Configursion

[cororsen By & B
Wnthow Sathegs | Fadt Traps
Fauli Concliions | FaukSetbngs | Faull ¥Windows | GPO " Video and 810
| AudeSenngs | AudioSar O Fosdons | Audio Bar oapn Setrgs
192168 8,184, CON-AL - Siot - ConSguration Viden Settings :
|°"""‘"'“'F a " Wide: Stadacd (& NTSS O PAL
Video and 510 | Windaw Seings | Falt Traps | Loss 0"deo (*) Fraeen () Biatk

Audio Se8ngs | Audio Bar Oraph Posions | Accio Bae Oragh Semngs ' Fau| ™TBC Salup Pedestal (B0 NOT Ramive (=) Ramave
Faukt Condmson 1 Faull Cong | Goniocx Source (= Reterence in ) Mone
Mode O Disadle () Enable Mode Linel Getup Pacestal () Rameova 2ebip (O Keepsenp O Elank
Nossige [vioeo ERRoR Messape || e ovel Tk o
Durstion O Uniit reset (5 Numbe of frames U"m vida Leval - T} d

30 frames - Shrema Level T 0
[#] Loss ofvaden [ Loss of sudio 1 snd 2 Cliossed| i 4
(] Pactare blaen [CJLoss of sudio 3 and 4 [ Peture

; Datall Enhsnce mird Laval 1

] Pture treeme [JLoss ofviTe [ Pcture G 0
CIPhase rewersal | and 2 [Cioss of 5D [Pnasad | Dutab Enhsncement Theshokd [Lew =]
I Pnase reversal 3 and 4 [[] Loss of program rating [OPnased| TEcNode 5?" 0!
(7] et bewel, sudio 1 and [JLoss of closed cagieming | ) Ower i | Noisa Recucion or ?i
] Owar biwel, sudio 3 and & [l oPt, esssed to ground ] v e
[[] Sdence, sudio 1 and 7 [ oP12, closed to ground [ Sdence, suso | snd 2 [ 0#12, closed % ground
] Sdence, sudie 3 and 4 [] Oenieci imwaiid [ Stence, suso 3 and 4 [] (remiock iwane
I mono, sudio 1 and 2 I 0ARS invabie [CIMono, susio t and 2 [ DARS inmeasd
[ mono, audio 3 and 4 [ Mono. susio 3 and 4

Figure 4-1: Configuration Panel

4.1.1. About Configuration Windows

Each Configuration View window provides a means of remotely viewing and setting the various
parameters within a product. The configuration view window is composed of a series of tabs along the top
of the window and a content area for each tab that contains the various configuration options. The
configuration options, also known as components, can be broken down into six basic categories.

Described below are the six basic component categories with function descriptions.

e Monitored Text Component - The text component is a descriptive label. This type of component
cannot be selected and does not represent a modifiable option.

e Group Box Component - The group box component is used to represent a group of common or
related configuration options.
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Radio Button Component - Radio button components are used to represent a choice in
configuration options. A single radio button represents each option. Only one radio button item
can be selected within the group of radio buttons present. Since at least one option must be
selected within a group of radio buttons, to remove the selection from one radio button you must
select a different radio button within that group.

Check Box Component - The check box component is used to represent an ON or OFF
condition. If the component has a check mark to its left then it is enabled (or ON). If there is no
check mark beside the component then the component is de-selected (or OFF). Check boxes can
only exist in one of the two described states. Check boxes differ from that of Radio buttons since
check boxes can be grouped together with each check box being selected. To change the setting
of a check box component click on the component with the left mouse button or press the space
bar on the keyboard.

Slider Component - The slider component is used to represent a range of possible values. Slider
components have a minimum value and a maximum value. The current value of a slider is
represented by the position of the thumb box. To change the value of a slider component, click
and hold the left mouse button on the thumb box and drag the box either left or right. Once you
have selected your desired value, release the left mouse button. You can also change the value
by pressing the left or right arrow keys on the keyboard.

Dropdown Component - The dropdown component is very similar to a group of radio button
components. The dropdown component presents a list of options when expanded. Only one of
the options in the list can be selected at one time. To expand the list of options, click on the down
arrow. To select one of the items in the list, click on the item with the left mouse button. An
alternative is to scroll to the item with the arrow keys and press the Enter key on the keyboard.
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Below is a screenshot containing the various component types:
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Figure 4-2: Configuration Window

4.1.2. Working With Configuration Windows

41.2.1. Viewing Configurations

In order to change a module’s parameters the Configuration View for that product must be opened. To
open a product’s Configuration View, right click the product desired and select -> View Configuration or
click the View Configuration ﬂ toolbar icon.

Below is a description of the various types of nodes that a Configuration View can be opened for.

e Product Node = &
Opening this node will display the complete configuration view for the product selected.

e Product Video Input Node =¥
Opening this node displays the configuration view for the selected video input.

e 9000NCP Network Control Panel Node == ==
Opening this node allows setup and configuration of a 9000NCP(2)
(See the 9000NCP(2) manual for information on how to use the Network Control Panel with
VistaLINKg PRO)

DEVICE CONFIGURATIONS Revision 10.5 Page 4-3



VistaLINKg PRO User Manual everlz

4.1.2.2. Refreshing the View

At any time you may refresh the configuration view that you have open. Performing this option will
synchronize your view with the information contained in the product. Any configuration changes that have
not been applied to the product will be overwritten after executing a refresh.

To refresh the view, select Configuration -> Refresh or click the Refresh é:" button found on the top of
each configuration view window.

41.2.3. Automatic Refresh

VistaLINKe PRO can automatically refresh an open configuration view. This is useful if you want to
monitor a parameter that changes frequently. To enable Automatic refresh, select Configuration -> Auto
Refresh from the main menu. A check mark should appear to the left of the menu item. To disable, select
Auto Refresh again. The check mark should disappear.

An alternate method would be to select the Auto refresh button on the toolbar. When Auto refresh is
enabled the toolbar button should appear green with a plus (+) sign eﬁr in the bottom right corner of the

button. When disabled, the toolbar button should appear red with a minus (-) sign ‘@ in the bottom right
corner of the button.

The refresh interval will depend on your network conditions. The refresh operation is a continuous cycle
meaning that the refresh will start with the first parameter, continue until the last parameter has been
refreshed and start from the beginning again.

g Note: Automatic Refresh and Dynamic Apply cannot be enabled at the same time.

4.1.3. Applying Changes Made to Configuration

When changes are made to a product's configuration settings, these changes must to be applied. There
are two methods of applying changes: Deferred and Dynamically.

4.1.3.1. Deferred

Deferred apply refers to the process of making one or more changes and then manually requesting for
those changes to be sent to the product. Deferred apply also has the advantage of being able to select
how the changes are to be applied. Applying changes using this method can be performed using the
toolbar buttons found at the top of each Configuration View window. The following outlines the deferred
options:

il
e Apply Changes H:f— applies only the configuration settings that have been changed in the
configuration view since the last apply operation. To apply just the changed settings, select

II] -
Configuration -> Apply Changes from the main menu or click the Apply Changes toolbar button H,;
located at the top of each Configuration View window.
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o (Global) Apply To Same Product Types :ib applies only the configuration settings that have
been changed since the last apply operation to all similar products. This is the same operation as
the Apply item except that the configuration settings will be applied to all like products. For
example, if the configuration is being applied for an AVM card, this operation would apply the same
settings to all AVM's currently in the Navigation View. To apply changes to all similar products,

select the global button ﬂ} on the toolbar.

_ FﬂE ipaenE Jv‘n CTIM-AS - biutﬂ Cunﬁguraﬂun

mduw Settings "'. Fault Traps "l,l

Figure 4-3: Methods of Applying Changes

Note: Deferred apply is a verified process. This means that once the
g configuration has been applied the same configuration will be read back from
the product to verify that all settings have indeed been set to the proper value.

4.1.3.2. Dynamic Apply

Dynamic apply refers to the process of updating the product in real time as the configuration settings are
being made. Unlink Deferred apply, Dynamic apply cannot be applied to all product types. To enable
dynamic apply, select Configuration -> Dynamic Apply. A check mark should appear to the left of the
menu option. To disable, select the Dynamic Apply option again. The check mark should disappear if
disabled.

An alternate method would be to select the Dynamic Apply button on the toolbar. When Dynamic apply is
enabled the toolbar button should appear green with a plus (+) sign QA in the bottom right corner of the

button. When disabled, the toolbar button should appear red with a minus (-) sign @r’i in the bottom right
corner of the button.

Note: When Dynamic apply is enabled, the Apply and Apply to Same Product
g type buttons will be disabled. Dynamic Apply cannot be enabled if Auto Refresh
is active.

4.2. BATCH CONFIGURATIONS

4.2.1. Saving and Loading Configurations

VistaLINKg PRO provides the ability to save the configuration for a product to an external file or system file
so that the saved configuration can be loaded at a later date using the Load feature. This is useful if you
want to create a backup of your product's configuration settings or if you want to use the saved
configuration file as a template and rubber stamp the configuration settings to all like product types by
loading the configuration file into those products. It also provides a method to create custom scalable
presets for any single or group of hardware with resolution down to the individual parameter level.
Configurations can be stored in several different formats depending on its intended use.
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4.2.2. Saving Configurations

When saving a Configuration file for a product(s) there are several different methods to choose from
depending on the intended use for the Configuration file. To save a configuration file select the products in
the Navigation Tree (hold the Ctrl key to select multiple products) right click the selected product(s) and
choose Save -> <save options below>. System configuration files can also be saved/created by right
clicking the Configurations super-node and selecting New -> Configuration. Configuration files can be
saved using either Standard or Advanced formats.

..... ¥ [1]
----- i TTASFS (A
----- il @ Wienw Alarrm...
""" " m Yiew Configuration...
..... ﬁ
-l 192 1 %} Local 3
..... =, Load b
..... :j ?'
..... — Inhibit A
2 - | Sleep
G- 182.1
...... g1 Configure Alarms...
----- == 1921 AddiUpdate Description. ..
G- 1921
_____ - Create Service... ]
- Add To Existing Service...
o Delete Virtual Hardware
..... =}

Figure 4-4: Saving Configurations

4.2.2.1. Standard Local Configurations

If Local is selected as the format for the configuration save, all parameters for the product(s) selected will
be stored to an external .xml file. This file can be copied to a disk for transfer to a different location. The
user will be prompted to enter a name and location to store the configuration file to.
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Figure 4-5: Config Local Save

4.2.2.2. Standard System Configurations

System configurations are similar to Local in that all parameters for the product(s) are saved, however,
System configurations differ in that they are not stored to an external file.

System configurations are stored in the VistaLINKg PRO Server database and will appear under the

Configurations L super-node in the Navigation Tree. System configurations are advantageous in that they
can be run directly from the Navigation Tree, they are immediately available to all remote connected
clients and they can be used with other systems such as the 9000NCP Control Panels or placed on a
View in the VistaLINKg PRO Graphics Client.

= Config System Save B x|

e

035

% 101 DE P
s 101 DE P2
% 101 DE P3
M o4 Tags

|Neannﬂd |

[ Save “ Cancel J

Figure 4-6: Config System Save
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4.2.2.3. Advanced Local Configurations

Advanced Local configurations files are also stored to an external .xml file, however, the user is presented
with an extra dialog during the save operation to choose what individual parameters from each product(s)
will be saved as part of the configuration file. Advanced configurations are advantageous as they allow the
user to load settings onto a module(s) for a specific parameter without affecting other non-related
parameters on the same module(s). To build an Advanced Local configuration select the product(s) to be
part of the save option, right click and choose Save -> Advanced Local. The Advanced Configuration
Dialog will appear allowing you to create the configuration file.

1. Notice the card automatically appears in the ‘Controls’ section at the bottom. It is possible to
remove hardware and add hardware to the ‘Controls’ section using the drag and drop method.

2. Navigate through the Controls section tree to find a parameter and drag and drop it into the
Configuration Tree. It is possible to add more than one control from different types of devices to the
Configuration Tree.

3. Once the parameter has been added to the Configuration Tree it can be modified by double clicking
the parameter to change it.

4. Provide a name and location to save the configuration file to and click save.

figuration Editar

Select hardwareicomponents from the left tree to populate the Configuration Tree. The value to setfar a
- parameter is displayed in it's labelwhen placed in the Configuration Tree. To change, double click the
[5] parameter. To displayfedit an existing configuration select it from the right. The name entered an the right will be
usedwhen the configuration is saved.

F [

Configuration Tree Local Configurations

Look In: 3 wistaLinkProGraphics

4 [8] 3 bin
= (C3 config
=2 Channell-Pe on Level: 11.0 dBu 3 images
3 jre
3 lib
3 media
3 UninstallerData
3 wehHelp
@ Client Server Configuration.exe
I% Client Server Configuration.ico

File Mame:
Files of Type: |All Files

’ Clear Configuration Tree J Update Configuration Tree on Selec

i Change

Figure 4-7: Advanced Configuration Editor
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4.2.2.4. Advanced System Configurations

Advanced System configurations are stored under the Configurations super-node similar to System
configurations, however, they do not have to store all parameters for all selected products. When building
an Advanced System configuration the user is presented with a dialog allowing them to choose the
individual parameters that will be saved in the configuration. The Advanced Configuration Save dialog
works in the same manner as for Advanced Local, however, the configuration file will be stored to the
Navigation Tree's Configurations super-node rather than an external .xml file.

1. Notice the card automatically appears in the ‘Controls’ section at the bottom of the screen. It is
possible to remove hardware and add hardware to the ‘Controls’ section using the drag and drop
method.

2. Navigate through the Controls section tree to find a parameter and drag and drop it into the
Configuration Tree. It is possible to add more than one control from different types of devices to the
Configuration Tree.

3. Once the parameter has been added to the Configuration Tree it can be modified by double clicking
the parameter to change it.

4. Provide a name and location to save the configuration file to and click Save.

Select hardwareicomponents from the left tree to populate the Configuration Tree. The value to setfar a
parameter is displayed in it's labelwhen placed in the Configuration Tree. To change, double click the

parameter. To displayfedit an existing configuration select it from the right. The name entered an the right will be
usedwhen the configuration is saved.

¢ 5]
;

9]

Configuration Tree System Configurations
w Confi -

ER|General
5 channell-Fea Level: 11.0 dBu

Channel-Peak Co| |

-Pe

Configuration Marme:

’ Clear Configuration Tree J [v] Update Configuration Tree on Selection Change

Figure 4-8: Advanced Configuration Editor
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4.2.3. Loading Configurations

4.2.3.1. Loading Local Configuration Files

VistaLINKg PRO provides the ability to configure a product by loading settings from an external file created
by the Save feature. A configuration file may contain the configuration settings for one product, multiple
products, one parameter or multiple parameters. Saved Local configurations can only be applied to the
same product or multiple products that they were saved from.

For example:

A save operation was executed on a frame with an AVM in Slot 4 and an AVM-DC in Slot 8. This
configuration file can only be loaded into a frame that contains an AVM in slot 4 and an AVM-DC in slot 8.

If the saved Local configuration is limited to a specific module or sub parameter, that saved configuration
can be loaded into a similar product anywhere in the system.

4.2.3.2. Toload a configuration file:
1. Select the desired node(s) in the Navigation Tree.

2. Right click the selected nodes and choose Load -> Local. The Config Local Load dialog box will
appear. Select the saved configuration file and then select Open.

4.2.3.3. Loading System Configuration Files

System configuration files can be loaded into modules in a similar manner to local files, however, System
configurations can also be launched directly from the Navigation Tree. When initiated in this manner the
System configuration will apply its settings strictly to the exact hardware that the configuration was built
from.

System configurations can also be added to VistaLINKg PRO Graphics Views as well as attached to a
9000NCP(2) preset button.
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5.  ALARM MONITORING

5.1. ABOUT ALARM INDICATION

The Hardware and Service super-nodes in the Navigation Tree provide a means of immediately alerting
the operator when an alarm condition exists on a hardware device or in a service. Alarm events that have
been setup to generate alerts will colour key the nodes presently in the alarm and will use the “Rules of
Broadcast” to determine which alarm alerts the operator first.

1 192.168.1.48
: , ..... =
-8 TTOTET [3]

JB152.165.11.30

o0y

[-HE Services

Figure 5-1: Alarm Indication

5.1.1. Rules of Broadcast

Broadcast of alarms depends on the severity assignment of the alarm. If more than one alarm condition is
present for the same device the alarm with the higher severity assignment will take priority over the lower
severity assignment. When broadcasting alerts back to the root (Hardware or Services) node, the highest
product node severity will take priority. When the higher severity alert has been acknowledged, the next
highest severity alert will be shown if one is present.
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Figure 5-2: Example of an Alarm Condition

Figure 5-2 displays that the products in slot 2 and 15 have alarm conditions. The product in slot 2 has a
critical alarm and the product in slot 15 has a minor alarm. Even though both products have alarms, the
highest severity alarm has been broadcasted to the frame node, and subsequently, the Hardware super-
node. The Rules of broadcast allow the operator to address the most critical alarms first.

5.2. ALARM VIEW WINDOWS

The Alarm view window provides a means of viewing, acknowledging and correcting alarms that have
been logged to the alarm database. Alarms can be arranged by column and filtered by acknowledged,
corrected, severity settings, etc.

Depending on the node selected in the Hardware or Service section of the Navigation Tree, the Alarm
view window will tailor the display to show only the information that is pertinent for that device or service.
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5.2.1. Alarm View Layout

=
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Device
Information
Acknowledoe Date,
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TT45F5
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Alarm is not acknowledged

Tirme and Qperator

Host 192.168.11.14
Information Host Address: 192 168.11.14
Slot that Slot10
alarm occurred an
WVITC Timecode not available I
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The Alarm View window is comprised of 3 primary areas:

e The status area at the top of the window displays the Navigation Tree node selected for display,
toolbar icons and the current filter settings.

e The alarm content area in the middle of the window displays the individual alarm events for that
node that are in the active alarm database.

e The “Notes” and “Details” panel at the bottom of the window shows extended information about a
selected alarm. See section 5.2.4 for more information.

5.2.2. Viewing Alarms

Individual alarms are viewed using the Alarm View Window. An Alarm View Window can be opened for
any node on the tree in the Hardware or Service super-node sections. The node that is selected by the
user will determine what alarm information will be displayed once the Alarm View Window is opened.
Sections 5.2.2.1 to 5.2.2.4 provide descriptions of the various types of nodes that can be opened:
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Note: There is no limit to the number of Alarm View Windows that can be opened
simultaneously. Each time the user makes a new selection in the Navigation Tree
and launches the Alarm View a new Alarm View Window will open displaying alarm
g information for the selected node. The "Window" menu found on the menu bar

provides options for configuring multiple open windows such as the ability to
cascade or tile the windows. This menu also provides the ability to minimize,
restore and close multiple windows simultaneously.

5.2.2.1. Hardware Super-Node

Opening an alarm view from the Hardware super-node & will display all alarm events in the alarm
database (alarm information for all hardware currently in the Navigation Tree) including current alarm
events as well as alarm events that have occurred under the following conditions:

¢ Hardware that has generated alarms but are longer connected to the network.
e Hardware that has generated alarms but have had their IP addresses changed.
e This also includes notes from any of the below mentioned node types.

5.2.2.2.  Frame Node
Opening this node B will only display alarm events that have occurred for all products in the selected
frame.

¢ Includes alarm events for products that were previously in one slot but have since been moved to a
different slot. This also includes products that were in the frame at one time but are no longer
present in the frame.

5.2.2.3. Product Node

Opening an alarm view from this node & will only display alarm events that have occurred for the selected
product.

5.2.2.4. Product Video Input Node

Opening an alarm view from this node =@ will only display alarm events that have occurred for the selected
video input.

5.2.3. Opening an Alarm View Window

To open an alarm view window use one of the following methods after selecting a node in the Navigation
Tree (node selected will determine alarms displayed as stated above)

1. Select Alarm -> View Alarm from the main menu.

2. Click the Open Alarm View toolbar button - .
3. Right click the selected node and choose View Alarm from the pop-up menu.

Page 5-4 Revision 10.5 ALARM MONITORING



everlz VistaLINKg PRO User Manual

5.2.4. Acknowledging and Correcting Alarms

Each alarm in the alarm view has two distinct operator states. The first state, acknowledged, indicates
that the operator has seen the alarm condition and has dispatched a request to correct the problem. The
second state, corrected, indicates that the alarm condition has been corrected either by intervention of an
engineer or the source of the problem has restored itself. By utilizing these two alarm states it is possible
to give an accurate representation of the whole network system by keying alarm states in the Hardware or
Service views with various colours, and steady or flashing states.

The following table shows the acknowledged and corrected state and the visual indication that will occur.

Ackno(\j/vledge Corrected | Visual Alarm Indication

No No Flashing, in assigned severity colour

Yes No Steady, in assigned severity colour

No Yes Flashing green - this state indicates that an alarm occurred and
corrected itself before an operator acknowledged the error condition.
This is the lowest priority alarm state. See section 5.2.4.1.

Yes Yes No alarm indication

Table 5-1: Visual Alarm Indication

5.2.4.1. Corrected but Not Acknowledged

This is the lowest priority alarm condition. This means that if there is more than one alarm event for the
same product then Flashing and Steady alarm conditions will be displayed before Flashing green alarm
conditions. In other words, alarms that are not corrected, or alarms that have been acknowledged and not
corrected will generate operator alerts first.

5.2.4.2. Self Correcting Alarms

VistaLINKe PRO will report all alarm information from enabled devices including alarm conditions that
have corrected themselves without user intervention (E.g. Momentary loss of video). If the alarm
generated to the system has corrected itself, VistaLINKe PRO will place a check in the corrected column
check box for the particular alarm event and make that column check box unavailable. The system makes
this column unavailable in order to indicate to the user that the alarm situation has returned to normal on
its own as opposed to an alarm entry that has been corrected by a user manually checking the corrected
column check box.

5.2.5. Acknowledging All Alarms

The Alarm view window provides a single click action to acknowledge all alarms presently in the view.
Alarms that are already acknowledged when this action is performed will not be processed therefore the
date and time stamps on those alarms will not be updated.

To acknowledge all alarms in the view, click on the *y button located in the bottom-right corner of the
alarm view window
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5.2.6. Adding a Custom Alarm Entry

Each alarm view window allows for the entry of additional custom note alarm entries. These custom
entries will appear in the Alarm View Window, however, will not be associated with a particular system

event. To enter a custom note click the 3 Add Custom Note button located in the toolbar of the currently
displayed alarm view window.

dd custom note [ ]

Entar & headng and operator moles balow. The heading
that you enier will appear in the alarm descnplon
columd of ™18 alsem wigw. Toactess the operalor nobes
wou miyst salec the noles 1ab pang a s hollom of the

Deseription: |

Sevanty [rone =]

Operstor KMotas

gwe | concel |

Figure 5-3: Add Custom Note Window

The Add Custom Note dialog box will open allowing the operator to enter a description for the custom note
(displayed in the description column of the alarm view window), a severity setting and any extended
operator notes that should be included with this entry. Click Save to add the Custom note to the alarm
view window.

5.2.7. Filtering Alarms From the Alarm View

Normally when an alarm view is opened all alarm events for the selected node are shown. This may not
be the desired functionality. VistaLINKg PRO provides an option to display only alarms that match
specified filter criteria. For example, the system can be set to filter out any alarm events that have been
previously acknowledged or corrected thus only displaying the alarm events that have not been
addressed.

In the event that new alarm are generated while a filter is enabled, the new events will be displayed in the
alarm view only if the event passes the filter criteria.
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A filter can be applied to an alarm view window in two different ways:

1. A Default Filter is established that will be applied to all alarm view windows each time they are
opened.

When A Default Filter has been activated the Default Filter indicator will appear in the top left corner of
alarm view windows each time they are opened.

7 =Defautt | #1 §3  h
Ack | Cor Cwaration

|_ N -
R [ ] =

To setup a Default Filter select Alarm -> Setup Default Filters... from the
main menu. This will open the Filter Options dialog box allowing creation
of the default filter (see section 5.2.9 for additional details). Select Data
Field, Test Condition and Criteria, then “Save” filter. Upon reopening the
alarm view, the default filter is applied.

2. A Custom Filter is applied to an open alarm view window that will apply to the alarms currently
being displayed. However, when an alarm view window with a Custom Filter is closed and then
reopened the filter will be removed and the display will return to the default view.

7 =custom | ¥ B3 0

Ack | Coar Duration
[

I S

5.2.9. Constructing Filters

When a Custom Filter has been activated the Custom Filter indicator will
appear in the top left corner of the alarm view it has been applied to.

To setup a Custom Filter click the “WFFilter Alarms toolbar button found at
the top of the alarm view window. This will open the Filter Options dialog
box allowing the creation of the custom filter (see section 5.2.9 for
additional details).

Default and Custom filters are both created using the Filter Options dialog. This dialog allows the user the
ability to establish a filter set that will limit which alarms are displayed in an alarm view window.

reropons

Fareactk Data Field listed helow, select the Test Candition, and if applicable, enter, or select the Criteria.

x|
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Host Description
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Clear All
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Figure 5-4: Filter Options
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The Filter Options dialog box presents individual filter options (per row) that can be enabled or disabled in
order to build the desired filter. Each filter option (row) has three columns that make up the filter option
parts. Each filter option can be enabled or disabled as part of the final filter criteria by changing the Test
Condition to any value other than “Disable this filter”. When the Test Condition column has been changed
for a filter option, that option becomes active and is indicated active by displaying the rows background
colour in yellow.

e Data Field: This is the field in the alarm view that will be checked when this filter option is
enabled.

e Test Condition: This drop down box is used to enable a filter option by selecting the appropriate
Test Condition for the Data Field (if set to “Disable this filter”, the filter option specified on this row
will not be part of the criteria for the filter being created).

e Criteria: This sets what criteria the Test Condition should look for when checking the Data Field.

Example: Changing the first Test Condition drop down box to “Is not” will establish a filter that will only
display alarms where the Acknowledged Status (Data Field) Is not (Test Condition) Checked (Criteria) or
simply, will only display alarms that are unacknowledged.

The user can enable as many filter options (rows) as necessary, in order to build the appropriate filter.
When using more than one filter option the user has the ability to set each additional option as an AND
option, meaning the alarm must meet all filter requirements (Option 1 AND Option 2), alternatively,
additional options can be set as OR options, meaning the alarm will be shown if it meets any of the filter
options (Option 1 OR Option 2). After all filter option selections have been made, clicking the Apply Filter
button will activate the filter (Default or Custom depending on how the Filter Options dialog was
accessed).

5.2.10. Clearing Filter Options

The Clear and Clear All buttons can be used to reset filter options back to a disabled state. Clear will
reset only the selected row, while Clear All will reset all selected filter options.

5.2.11. Saving and Loading Filters

Once a filter has been created, it can be saved for future use or copied to other clients. To save a created
filter, click “Save Filter Set”. VistaLINKg PRO will prompt for a name and location to save the filter set to.
Saved filters can be loaded back into the Filter Options dialog by clicking “Load Filter Set” and then
browsing to the saved filter and clicking “Open”.

5.2.12. Default “Unresolved Alarm” Filter

With this filter applied, the alarm view window will only display alarms if they have neither been
acknowledged nor corrected thus eliminating all alarms from the view that have been fully addressed. To
load the Unresolved Alarm filter click Load Filter Set in the Filter Options dialog, browse to the
VistaLINKProClient folder (C:\Program Files\VistaLINKProClient by default) and select the
“Filter_UnresolvedAlarms.xml” file. This will load the default Unresolved Alarms filter into the Filter
Options dialog enabling the first two rows. (Ack Status Is not Checked OR Cor Status Is not Checked).
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5.2.13. Suspending View Updates

While an alarm view window is open it may be desirable to temporarily hold new alarms from interrupting
the display of existing alarms. In this case it is possible to suspend the processing of alarm updates by
clicking on the a Suspend toolbar button in the top-right corner of the alarm view window. The button will
stay depressed and the alarm view will display the button with a red background & to indicate that the
alarm view window is currently suspended.

While in this mode, the alarm view window will not receive any new alarm events. The alarm view will
continue to update the status of any events in the view if the status changes.

To resume receiving new alarms, click on the Suspend button once again. The button will restore to its
normal state and the alarm view will immediately catch up on any alarms that have occurred during the
suspended period.

5.2.14. Saving the Current Alarm View

This feature allows you to save (or export) the alarms in the alarm view window to an external file. Any
filter settings that are currently applied to the view will also be applied to the save operation. Note that any
customizations to the headings will not be inherited by the save. All headings are saved when the current
view is saved.

5.2.14.1. Saving to a New File:

1. Click the Save Alarm log to disk @ button on the toolbar. A dialog box will appear asking for a
location and filename for the new alarm log file.

Save Alarm Log el
Savein: | (B} Desktop j = B8 % Ea-

:I_i|M§.r Dacuments @AC Folder @Eﬂﬁ:rcc
j My Computer E,L-" Adobe Photoshop C5 %Fc.ht
‘-_fl'ﬂy Metwork Places EMAUWCDnﬁE EgJGraphix
I HelpPICS il cClient 57 Graphix
I Movie [ Client Folder -ﬁ-ips-_‘aru.f
CIVLPRO Files & CodeEdit A Irfanivie
Rl | I
Filepame:  [AammlogSave txt Save I
Saveastype: |All Files 77} | Cancel |

Figure 5-5: Save Alarm Log

2. Select the desired location for the file and enter a filename in the file name area. If no extension to
the filename is specified a .txt extension will be appended.
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5.2.14.2. Appending to an Existing File

Follow the steps outlined in section 5.2.14.1 to specify the filename of an alarm log file that already exists
on your system. You will then be prompted to select whether or not you wish to append to the end of this
file. If you choose to append, the alarm information will be appended to the end of the specified file,
separating existing information from new information with a single line header describing the date and time
the new append occurred.

5.3. CONFIGURING ALARM PROPERTIES

5.3.1. Viewing and Modifying Alarm Properties

The Alarm Severity Configuration dialog provides a means of custom tailoring each alarm event to meet
the requirements of your installation. The hardware devices connected to your network generate alarm
events, also known as “TRAPS”. These traps are received by the VistaLINKg PRO Server and stored in
VistaLINKg PRO's alarm database. The alarm properties determine if, when and how VistaLINKg PRO
clients are informed of these alarm events.

Upon installation, VistaLINKe PRO is configured with all alarms set to their highest severity setting
(critical). You should review these settings as soon as possible to ensure that they are setup correctly for
your broadcast center.

5.3.1.1.  Severity Options

VistaLINKg PRO provides five severity level options. The following is a list of severities and their
description:

e Critical - The highest level of severity that can be set for an alarm. This severity setting should be
used for alarm events that are critical in nature and require immediate attention. All critical alarms
will be shown in red.

e Major - This setting is of a lesser importance than the Critical alarm setting above. This setting
should be used for alarm events that are still important in nature but can be looked at after all
critical alarm events have been acknowledged. All major alarms will be shown in orange.

e Minor - This setting is of a lesser importance than both the Critical and Major alarm settings above.
All minor alarms will be displayed in yellow.

e Warning - This setting is the lowest severity that can be assigned to an alarm event and still
generate an operator alert in the Device View. Use this setting for alarms that are of lowest
importance. All warning alarms will be displayed in dark gray.

e None - This setting will cause the alarm event to be ignored. Alarms with this setting can still be
acknowledged but do not generate an operator alert in the Device View. All alarms of this type will
not have a colour associated with them.
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5.3.2. To view or modify alarm properties:

1. Select Alarm -> Configure Alarms or right click a hardware device in the Navigation Tree and select
the Configure Alarms... option. The Alarm Severity Configuration dialog box will appear displaying the
User Label, Severity, Auto-acknowledge, Email and Alarm Note settings for all "TRAPS" of the
product type selected. Severities other than "None" will be colour-keyed to the severity setting.

ER Alarm Caonfiguratior

DROP ALARMABLE ELEMENTS FROM NAVIGATION TREE

BB 192168241 82 - @8 7700ACOHD [4]

Configure alarms in terms of severity, enabling auto-acknowledging, sending emails, and adding custom
notes. A products setup can he applied to all products ofthe same type and set as the default.

User Readable Label | Severity
Bank A AES input Mot present an Channeld

Bank A AES input Mot presentan Channel2  [eSgiilss
Bank A AES input Mot present an Channel3
Bank A AES input Mot present an Channeld
Bank AAES input Mot present an Channels
Bank A AES input Mot present on Channels
Bank A AES input Mot present an Channel?
Bank A AES input Mot present an Channeld
Bank B AES input Mot present on Channeld
Bank B AES input Mot present on Channel2
Bank B AES input Mot present on Channel3
Bank B AES input Mot present on Channeld
Bank B AES input Mot present on Channela
Bank B AES input Mot present on Channels
Bank B AES input Mot present on Channel?
Bank B AES input Mot present on Channeld
Bank A SDl input Mot present

Bank B SOl input Mot present

Module fault

Switched from Bank A

Switched from Bank B

’ Reset ” Cefault ” Current l

| Email | Alarm Notes |

I=
=
=

O00O000O000O00000000000
I

Email... ” Print Alarms... ” ” Set Current “ Set Default “ 0114 H Cancel

Figure 5-6: Alarm Configuration Window

It is possible to drag and drop another element from the navigation tree to update the dialog to show the
elements alarm listings.

2. When you have completed making changes select either the Set Current or Set Default button.
Pressing the Set Default makes the alarm configuration apply to all products of that type. The Set
Current button allows for customized alarm configuration to that specific card. It is possible to mix
and match configuration using both methods. Below is a list of the columns that can be modified:

e User Readable Label
This is a friendly version of the engineering label. This is the text that will be shown in the
Description column of the Alarm View Window displays.
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e Severity

This setting determines the severity of the alarm event. When the event occurs and is reported to
the Clients the Navigation Tree indication and the Alarm View Description column background
colour will match the severity colour level set in this dialog.

o Ack

If this option is checked, the alarm event will automatically be marked as acknowledged at the
time it is stored in the alarm database. Having an event marked as acknowledged means that an
operator has seen the alarm and knows that there is a problem. See section 5.2.4 for more
information about this setting.

e Email
This setting will cause an email to be dispatched to a list of recipients describing the alarm
condition. (See section 5.5.1 for more information)

e Alarm Notes

Alarm notes are additional pieces of information that can help the operator diagnose a problem.
These notes will be displayed in the Alarm Notes section of the Alarm View for each alarm of this
type that is logged by the system.

5.3.3. Factory Defaulting

You can clear all changes you have made to a product by clicking the Default button. A confirmation box
will appear asking you to verify the operation. A Defaults operation will reset all severity settings back to
critical and clear the auto acknowledge and email flags. It is possible to use the current button to reset
recent changes to what is currently applied.

5.3.4. Bulk Operations

Programming each alarm event for every product can be a tedious task. To ease this process you can
perform bulk apply and clear operations. First, select the alarm events that you want to modify. This can
be done either by holding down the control (Ctrl) key and highlighting each alarm event individually, or by
selecting one alarm event, holding down the shift key and selecting a second alarm event. All events that
lie in between the first and second selections will be highlighted.

Once you have selected the events, click the right mouse button while the mouse pointer is over top of any
one of the selected items. This will display a pop-up menu with the following items:

e Enable Autoack

e Enable Email

e Set Severity: The Set Severity menu item has a sub-menu that will pop-up when the mouse is
hovering over the menu item text. The sub-menu contains all severity option settings.

e Clear Autoack

e Clear Email

e Clear Alarm notes

Selecting any one of these items will apply the operation to all selected alarm events the same as if you
had performed the action on one item.

Page 5-12 Revision 10.5 ALARM MONITORING



everilz

5.3.5. Alarm Thresholds

Some alarming products have the ability to configure thresholds. Thresholds provide a way to ensure the
alarm is sent when a real fault condition occurs. Thresholds come in different settings and it is a feature of
the device itself. Common thresholds are:

VistaLINKg PRO User Manual

e Error Duration: This is the time in seconds or in number of frames the error has to be present
until an alarm is sent from the device. Common error durations can be:
1. Audio Missing Error Duration (seconds)
2. Video Missing Error Duration (frames)
3. Video Black detection Duration (frames)

o Error Levels: Often special levels are needed to provide accurate fault alarming. Error Levels
and Error Durations are combined together to determine a fault. For an audio silence type of
alarm, it is possible to configure that audio has to be below a certain level at a certain amount of
time before an alarm is sent. Common level thresholds are:

1. Audio Silence Level (dB FS)
2. Audio Over Level (dB FS)
3. MAX APL Level (IRE)

e Reset Duration: The Reset Duration setting specifies when the program should be flagged as
cleared. This special type of alarm is recognized by VistaLINKg PRO to auto correct alarms in the
alarm view. This setting is used to prevent false indications specifying problems have occurred
but are ok. When configuring Reset thresholds, is it specified in the number of seconds the
monitoring parameter must be out of the error condition before a correction alarm is sent.

. 192.168.192.224, 30000V-HSN-AD [4], Input 1: Configurati

e @ @ 1.0 o By By | By

Fault Definition Audia CH 112

~Channel 1
Audio Missing Error Duration C " 0.0secs
Audio Missing Error Reset Duration L " 3.0secs

[ Silence Level 5 " -44 dBFS
Silence Duration '=C' " 15.0secs
Silence Reset Duration . " 30secs
Over Level L\—r] -1.50dBFS
Over Duration '=Cl " 30secs
Over Ratio . " 10.0%
Over Reset Duration £ ' 30secs

Figure 5-7: Input Configuration Window
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5.3.5.1. Disabling/Enabling Alarms

Alarms can be disabled at the device itself. These settings are commonly found on a single tab containing
check boxes. Modify the state to true and false disables or enables the alarm condition from being sent
from the card.

Every alarm condition has a fault status condition box. This box represents the current status of that
parameter. This fault status box can either be red or green, meaning bad or good. These fault status
indicators can be used for poll monitoring in systems where an operator always needs to see what the
current value is at. The fault status indicators operate always whether the alarm is enabled or disabled.
The fault status indicators will follow any threshold rules that may be configured.

Dol Ty

[rven @0 @2 10 | By Bl | By
Yideo Fault Traps
~Trap Enable rTrap Status
Loss Of Video Loss OFCC 1 W Loss Of video W Loss OfCC 1
tax APL Errar Loss OfCC 2 [ Max APL Error W Loss OFCC 2
[¥] Min APL Errar Loss OfCC 3 I Min APL Errar B Loss OFCC 3
AP EDHErrar Loss OFCC 4 [ &P ECH Errar W Loss Of CC 4
FF EDH Errar Loss Of Text 1 O FF ECH Error B Loss Of Text 1
[¥] Wideo Type Change Loss Of Text 2 O video Type Change B Loss Of Text 2
AP Picture Freeze Loss Of Text 3 B AF Picture Freeze B Loss Of Text 3
AP Picture Motion Loss Of Text 4 [ AP Picture Motion [ Loss Of Text 4
AP Picture Black Loss Of%DS B AF Picture Black B Loss Of DS
Loss OfWITC Loss OF CC Wiaveform W Loss OfITC W Loss Of CC Wavefarm
Loss Of SID Loss OFWITC Wavefarm B Loss Of SID B Loss OfWITC Wavefarm
Loss Of Program Rating FProgram Rating Change B Loss Of Program Rating O Frogram Rating Change
Loss OFWST M Loss Of\WST

Figure 5-8: Video Fault Traps

It is important that alarm enabling/disabling and alarm thresholds are properly configured. This is to ensure
that accurate notifications are sent when real problems occur.

5.3.6. Inhibiting and Sleeping Hardware or Services

Inhibiting or Sleeping hardware or services is a means of disabling the alarm capabilities of the device
from VistaLINKg PRO without physically disconnecting the device from the network.

Inhibiting Hardware:

When a device has been inhibited fault alarms generated by the device will not show any indication in the
Navigation Tree view and the fault will not be logged to the VistaLINKg PRO trap database. When a
device is inhibited in VistaLINKg PRO the device will still be visible in the Network and Service views but
will be displayed in a blue colour where the shade of blue will determine how the device has been inhibited
(See section 5.3.6.1 for more information on inhibited/sleep colours).
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Sleeping Hardware:

When a device has been put to sleep, fault alarms generated by the device will not show any indication in
the Navigation Tree view, however, the fault will be logged to the VistaLINKg PRO trap database. When
a device is put to sleep in VistaLINKg PRO the device will still be visible in the Network and Service views
but will be displayed in a orange colour where the shade of orange will determine how the device has
been inhibited (see “Inhibited/Sleep Colours”).

5.3.6.1. Inhibited/Sleep Colours

There are two types of colours displayed for both the Inhibit and Sleep features. Inhibited hardware will be
displayed in either dark or light blue. Sleeping hardware will be displayed in dark or light orange.

e Direct Inhibit — (Dark Blue) - This status indicates that the device has been directly inhibited by
the Inhibit menu option.

e Direct Sleep — (Dark Orange) - This status indicates that the device has been directly put to sleep
by the sleep menu option.

e Inherited Inhibit — (Light Blue) - This status indicates that this “child” device is being inhibited by
the Direct Inhibit status of another higher (“parental”) device. One of the many scenarios that this
will occur is when a frame is inhibited and all of the products within the frame inherit the inhibit
status from the frame.

. — (Light Orange) - This status indicates that this “child” device is being put to sleep
by the Direct sleep status of another higher (“parental”) device. One of the many scenarios that
this will occur is when a frame is put to sleep and all of the products within the frame inherit the
sleep status from the frame.
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Figure 5-9 shows examples of inhibit status on frames and/or products:

E}ﬂ, Hardware
== 1127.0.0.1

E3-i 192.168.1.48

-8 TTOTET [3]

BB 152.168.1.171

e |

......

NOEBEE D

192.168.11.14

Figure 5-9: Example of Status on Frame and Products

5.3.6.1.1. To Inhibit / Sleep a Device
1. Select a node in the Hardware or Service View and then click the right mouse button. A pop-up
menu will appear.
2. Select the Inhibit or Sleep option in the pop-up menu. The selected node will change to a dark
blue or dark orange to indicate that this device is now inhibited or put to sleep.

5.3.6.1.2. To Remove Inhibit / Sleep Status
1. Select the inhibited nodes in the Hardware or Service View and then right-click the mouse button.
A pop-up menu will appear.
2. Select the Allow Alarms or Waken option in the pop-up menu. The blue or orange inhibit/sleep
status indicator will be removed from the node and the node will return to normal alarm indicating
state.
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5.4. SERVICES

The Service super-node is located within the Navigation Tree. It appears directly below the Hardware
super-node. Refer to section 5.4.1 for additional information on creating, editing and deleting services.

Services allow the user to logically group or isolate hardware from one or more frames to create a logical
relationship between the physical characteristics of your network and the actual setup of your broadcast
center. The hardware contained in a service view follows the same "Rules of Broadcast" outlined in the
5.1.1 section. When an alarm occurs on a hardware device contained in a service, the alarm condition is
broadcasted up to the Service, and subsequently the service super-node.

Note that there are exceptions to this rule when viewing alarms in the service view. Consider where a
frame has two products but only one of the products has been added to the service view. If the product in
the service view displays a minor alarm condition, but the product is not contained in the service view and
has a critical condition, the frame in the service will reflect a critical alarm condition. This is because the
service view indicates the actual state of the frame, not the perceived state of the frame in the service. In
other words, the frame contained in the service does not simply show the alarm status of only the products
contained in that service.

It is also possible to see an alarm condition on a frame in the service but not see any alarm conditions on
any of the products shown in the service. In this scenario the frame has an alarm condition and you
should check the Hardware super-node to determine which product is causing the frame to show an
alarm.

5.4.1. Creating and Editing Services

54.1.1. To Create a New Service:
1. Ensure the Services super-node is visible by enabling though the Tree Properties dialog.

2. Right click the Services super-node and select New -> Service.

3. The user will be prompted to enter a name for the new service. Once the service has been named
clicking the OK button will add the new service as a sub-node under the Services super-node. The
user is now ready to add hardware to the new service.

5.4.1.2. Adding Hardware to a Service:
VistaLINKg PRO allows the user to add hardware to a Service using two different methods.

Method One (Drag and Drop):

1. In the Navigation Tree under the Hardware super-node, locate the hardware device you wish to
add to the newly created service.

2. While holding down the left mouse button, drag the selected hardware device over the name of the
service you wish to add it to and release the mouse button to add it to the service.
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Method Two (Right Click Add):

1. In the Navigation Tree under the Hardware super-node, locate the hardware device you wish to
add to the newly created service.

2. Right click the hardware device and select the "Add to Existing Service..." option.

3. A dialog will appear listing all created Services, which allow the user to select the service the
hardware device should be added to.

5.4.2. Right Click Service Creation

An alternate and faster way to create a service is to highlight all devices to be part of the service in the
Navigation Tree (hold the "Ctrl" key to select multiple items). After all items are highlighted, right click the
selected devices and choose the "Create service from selection" option from the pop-up menu. The user
will be prompted to enter a name for the service, which will then be added to the Service Tree View list.

5.4.3. Renaming a Service
A user created service can be renamed at any time. To rename a created service:

1. In the Navigation Tree, right click the service to be renamed and select the "rename service"
option.

2. The Rename Service dialog will open allowing the user to enter a new name for the service, enter
the new name and click "OK".

All local and remote clients will immediately update their Navigation Tree as well as any Monitoring Client
grid cells containing the service to display the new service name.

5.4.4. Removing a Service
To remove a Service, right click the Service in the Navigation Tree and select the Delete Service option.

5.4.5. Service Grouping Mode

To provide a second level of organization for Services % in the Navigation Tree, VistaLINKg PRO
provides the ability to further group user created services into Service Groups. Grouping services into
Service Groups provides a method for the user to logically organize created services according to their
environment. Service Groups also provide a better view of the Service Tree View fault indications for
installations that utilize a large list of services. The Service Group Mode feature can quickly be enabled or
disabled allowing the user to easily switch between a short Service Group list or a complete Service list
display in the Navigation Tree.

5.4.6. Creating a Service Group

1. Ensure the Services super-node is visible by enabling though the Tree Properties dialog. (The
Groupings option must be enabled in order to create Service Groups.)

2. Select one or more Services in the Navigation Tree (use the ctrl key to select multiple services).
Once the selection is complete, right click the selected services and choose the Create Service
Bundle from Selection... option.
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3. Service Groups can also be created by right clicking the Service super-node then selecting New ->
Service Group. Once the new Service group is created services can be added by dragging them to
the new group while holding the left mouse button down.

5.4.6.1. Alarm Sets

Alarm Sets -l provide a filter mechanism to service alarms. Setting alarms only enables certain alarms
to contribute to raising severities of specific services. One could make an Alarm Set that only enables the
optical input alarms for a certain service. This tool is most useful when a card houses multiple services.
Video multiplexes and GPIO cards can be divided up into separate alarm entities for monitoring.

The first step to using Alarm Sets is to create the Alarm Set. This is done by right clicking Alarm Sets and
choosing New -> Alarm Sets. Once the dialog opens, a device from the hardware tree can be dropped
into the Alarm Set Editor. A list of alarms will appear that can be enabled in the Alarm Set. Each Alarm
Set that gets created will require a unique name.

2 Alarm Set Edito

DROP ALARM SET OR HARDWARE FROM NAVIGATION TREE

rDetails

Dirag and drop an Alarm Set or hardware dewice, All alanms for that device or Alarm Setwill be displayed in the
alarm tahle. Selectthe ones that are to he active. Only one hardware device can be used in an Alarm Set.

Mame |
Hardware Type B F700R2:2-HD

rlarms

Include | Alarrm
wideo input Mot Present on Wideolnputl

wideo input Mot Present on Videalnputz

Aldio Group 1 Mot Present on Videolnput1

Audio Group 1 Mot Present on Yideolnput2
Audio Group 2 Mot Present on Yidealnputd —
Aldio Group 2 Mot Present on Videolnput2
Audio Group 3 Mot Present on Yideolnputl
Audio Group 3 Mot Present on Yidealnput2
Aldio Group 4 Mot Present on Videolnput1
Audio Group 4 Mot Present on Yideolnput2
Yidea Frozen an videalnput

Yideo Frozen on Videolnput2

Yiden Black on videolnputl

Yidea Black on Videolnput2 |
Sel Grp 1 Audio 1 or 2 Level Over on Yideolnputl =

OO00O0O0O0O00O0O0O0O0OO

’ All ][ Mone ] ’ Save ” Close

Figure 5-10: Alarm Set Editor

To apply an Alarm Set to a Service, first navigate to the device in the Service. Right mouse click on the
hardware device in the Service and select Assign Alarm Sets. A popup window will appear presenting
which Alarm Set to enable for this device. The program will automatically figure out which Alarm Sets are
compatible for use.

There will be future uses for Alarm Sets but currently this is one way of using them to control service
severities at an alarm level.
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’7 Service Alarm Group Assignmenk 5[

Select Hardware Alarm Set(s) that should contribute to this service's severity. If
no alarm sets are selected, than all ofthis hardware device's alarms will
contribute to the service's severity.

Service: Super Service B Hardware: F7O0R2ZX2-HD

Selected | Alarm Groups ”
L] R2x2 Alarm Set

Figure 5-11: Service Alarm Group Assignment Window

5.5.  EMAIL NOTIFICATION SYSTEM

5.5.1. Configuring the Email Alert System

VistaLINKe PRO can be configured to dispatch email when an alarm event occurs if the alarm "TRAP"
event has the email option checked in the Configure Alarms dialog. The Email system must be enabled
and properly configured with valid SMTP mail server and recipient addresses for email notification to
function.

To configure the email system, select Tools -> Email. The Configure Email dialog box will appear
displaying options for the email system.
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Figure 5-12: Email — General Tab

To enable or disable the email alert system, check or un-check the Enable Notification option in this
dialog.

Enter a valid mail server address in the Outgoing Mail Server text area. VistaLINKg PRO will use this mail
server for sending email notifications.

Important SMTP Mail Server Note:
VistaLINKg PRO will issue email notification packages to a valid SMTP mail server on port 25. The mail
server (e.g. Microsoft Exchange Server) must be set up to accept unsolicited mail on port 25 for relay.

Note: If the SMTP Server does not accept unsolicited mail and requires the use of
g SMTP AUTH, enter in the Account, username and password for SASL
authentication.

5.5.2. Delivery Options

New Alarms Only: Email notification will be sent only when a new alarm event is received. Recipients
will only be notified once for a particular new event according to the Check and Send time interval.

New and Previous Uncorrected: Email notification will be sent for new alarm events as well as existing
events that have not been corrected. Existing alarm events that have not been corrected will persist in the
email alerts up to the Remove alarm if not corrected after email count
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Note: Enter a number in Remove alarm if not corrected after email option to
change the count for how many email alerts an existing uncorrected alarm will persist for,

before being removed.

’g Set the Check and send alarm email every seconds to set the duration in seconds
for the VistaLINKg PRO system to check for alarms and send email notifications
according to the Delivery Options.

5.5.3. To Configure the Email Recipients
Select Alarm -> Configure Email. Change to the Recipients tab of the Configure Email dialog.

Configure Email ] x|

Genaral Recipients\\

hossEfacilite.cam Add

joe@evertz.cam
Remove |

’ Ok H Cancel ]

To add a recipient address to the list, click Add, then enter the email address and click OK.

To remove a recipient from the list highlight the address and click Remove.

Note: All addresses displayed in the Recipients list will receive email notifications
g from VistaLINKg PRO. Email notifications will only be sent for those alarms that have
the email notification option enabled in the Alarm Configuration setup.

5.5.4. Advance Configuration

Including extra information in the email can create additional configuration options. Select the Advanced
tab from the Email setup. It is possible to add more information to the email by moving the available field
items to the rendered field items list. Once the email system has been configured, its virtual LED status
will change colour to denote it is how running.
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Figure 5-13: Status

Figure 5-14: Advanced Tab

5.5.5. Audible Alert System

5.5.5.1.

When an alarm is displayed in the Navigation Tree, a corresponding sound that matches the severity
condition can be played (if programmed) up to the repeat count, or until acknowledged, depending on how
the sound is configured. To play sounds when alarms are received:

Audible Alerts (Playing Sounds When an Alarm Occurs)

1. Select Alarm -> Configure Sounds. This will open the Audio Configuration dialog box allowing
sounds (.wav files) to be linked to each of the 9 severity states for an alarm (4 severities
unacknowledged [flashing], 4 severities acknowledged [non flashing] and the OK state).
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Figure 5-15: Audio Configuration

2. Click the browse button (...) next to the Audio File text box to enter a sound file to play when an
alarm with the selected severity is displayed in the Navigation Tree. Set the repeat count and
playback volume for each sound.

Note: To program the sound to repeat forever (intelligent mode only) until the
g alarm condition is acknowledﬁed, set the repeat count to the maximum setting
until the count value shows .

5.5.5.2.  Audible Alert Playback Mode

The Enable intelligent alarm sound playback option can be enabled or disabled to switch between the two
available operating modes for audible alerts.

Intelligence Enabled (checked):

This mode will play a sound for it's repeat count corresponding to the severity level of the system. If the
system severity level changes before the repeat count is completed the sound for the new severity level
will play immediately.

Intelligence Disabled (unchecked):
This mode will play the severity sound for each alarm as they occur for it's full repeat count (max repeat
count = 10) regardless of current system severity level.
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5.5.6. Alarm Log Management

5.5.6.1. Logging, Holding and Ignoring Alarms (Server Properties)

Upon installation, VistaLINKg PRO comes pre-configured to log all alarms that are received. If you are
designing and setting up the infrastructure of your broadcast center you may not want to be notified, or
may not want to log any alarms that are being generated during this process. In this scenario you can
choose to hold the logging of alarms or ignore alarms completely. Below are the possible logging states
with descriptions:

e Log Alarms (Log Events) - This is the normal state of the logging system. This setting will log
and notify all clients of each alarm that is received.

o Buffer Alarms (Do Not Log) - This setting will put the logging system on hold and buffer the
alarms in memory. Alarms will not be logged to the database while in this mode. If while in this
mode alarms are received and the logging system is switched to the normal mode, the alarms held
in the buffer will be dumped to the database and the logging and notification system will continue
as usual.

e Hold (Ilgnore Events)- This setting will completely ignore all received alarms. Alarms will not be
buffered, or logged, thus any alarms generated will be ignored.

To change the logging system setting:

1. The Logging System settings can be accessed from either the VLPRO Server or VLPRO client
applications. To change the Logging System settings:

From the Server application: Select Tools -> Logging.
From the Client application: Select Tools -> Logging from the main menu.

2. In the Logging dialog box select the logging option of your choice and click the OK button. The
transaction will occur immediately and the Server logging system will be adjusted to reflect the new
setting.

Logging El
[Logging Mode] | DBAdrin | MyP Acknowledgment |

Selectthe logoing mode for the YistalinkPro Server.

(=) Loy Alarms This is the normal state ofthe logging system.
,::::, Buffer Alartns I[Dl:l Mot Ll:lg:l This SE‘L'ting sl IDg and rll:lﬂﬁ." all clients of
each alarm that is received

() Hold ¢ lgnare )

(oo ] (Lo J[_ouse |

Figure 5-16: Logging Mode Tab
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5.5.7. Event Archiving (Database Administrator)

VistaLINKge PRO incorporates an automatic Database Administration feature. It is possible to direct the
VistaLINKe PRO Server to archive any alarms older than a specified duration to an external file. The
VistaLINKe PRO Server achieves this by periodically querying the alarm database for any alarms older
than the specified duration. If alarms are found the server runs the Save alarm log feature storing the
alarms to an external report file. The Database Administrator can also be run manually at any time. A
proper database administration cycle will keep the active alarm database running at best performance.
The archive duration should be selected according to the amount of hardware being monitored and how
often fault alarms are reported to the VistaLINKg PRO Server.

5.5.7.1. To Enable or Disable the Database Administrator

1. Select Tools -> Logging in the VLPRO Server application or select Tools -> Server Properties in
the VLPRO Client application. Either of these two methods will open the Logging dialog box.

2. Select the Database Administrator tab and check or un-check the Enable Database Administrator
option to enable or disable this feature.

5.5.7.2. To Set the Log Administration Duration and Save Location

1. Select Tools -> Logging in the VLPRO Server application or select Tools -> Server Properties in the
VLPRO Client application. Either of these two methods will open the Logging dialog box.

2. Select the Database Administrator tab and change the Archive events that are older than __ day(s)
duration.

3. Select the OK button. Your new duration will take effect the next time the VistaLINKg PRO Server
gueries the alarm database.

Logging g]
Logging Mode | \'l b/ Acknnwledgment\,‘

In the field provided helow, enter a threshold value, in days, when the automatic
DBAdmin will archive events:

Enahle DEBADMIN

Archive events that are older than day(s)

Export events to:
| CUProgram Filesi 0.1.101VistalinkProServer =]

| Run DBAdmin Schedule..

Coont ] [_ox ] [_omse ]

Figure 5-17: DBAdmin Tab

The Logging dialog also allows the user to select a different location to save the archived alarm and audit
logs to. Use the browse button to select a different path location.
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5.5.7.3.  To Run the Database Administrator Immediately

Clicking the Run Database Administrator button found in the Logging / Database Administrator dialog will

immediately run the Database Administrator feature, bypassing its regular schedule thus immediately
archiving events according to the Archive events that are older than duration.
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6. ADVANCED CONTROL

6.1. MVP CONTROL

6.1.1. MVP DVL Introduction

MVP DVLs are macro-based controls that gain access to the running MVP Software Server for layout
changes. From VLPRO, the user can recall predetermined layouts or possibly make custom source
changes to the layout boxes. VLPRO provides MVP monitoring and the necessary layout control in a
dynamic environment. There are many types of strategies that are involved in giving operator access to
the multi viewer. Some are listed below using various techniques.

e Global Preset like launches across multiple MVP systems (one click)
0 NCP Panel
0 Graphics Client with touch screen or mouse click
e Scheduled layout changes using the +SCH option or cycling macro’s
0 Reduce display burnings
0 Operator comfort
o Layout scrolling
e A navigational system of drill down layouts for supervisors (mouse click or touch screen). Ideal for
Pod environments.
¢ Grouping monitoring sources in a drill down interface (VLPRO Graphics using video overlay)
e Source redirection for fault analysis
o Automatically using +SCH option
o NCP Panel
0 Graphics Client

6.1.2. DVL Creation Dialog

To create a DVL, first right click on the DVL node (ﬁ) or group (E) to bring up the popup menu. Select
NEW ->then DVL. Once this is done the editor and side bar control area will appear.

SUDMLEdior Zi -

Properties |

i o Drag the required DVL Server to populate the editor with display and preset and presets. After selecting the

2+ 5 preset and display to be used the available layouts will e shown in the editor. Available sources become
available depending on what display has heen selected and what type of DVL is being created. To use a source

= VL drag itfromn the source list into an open window. To modify a saved DVL drag it onto the main whiteboard area

CWL Eeing Edited

Type Fun Script
B Server

DL Server

Display none

Layout nomne

Standard Sources

Window Sources

Run Save Clase

Snurce lists

Figure 6-1: Properties Side Bar Figure 6-2: DVL Editor
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This dialog uses drag and drop to facilitate ease of creation. Select a DVL server from the Navigation
Tree. This icon can be identified in the tree with the following symbol, (@Y). Drag this component into the
DVL editor. The server will then be contacted and all its available Layouts and Displays will be populated
in the side bar control area. The available hardware will also be pulled from the server and shown in the
Standard Sources section of the side bar area.

A standard Run Script DVL can be made in a few quick steps:

1. Drag and Drop the MVP Server from the hardware tree into the DVL Editor window.

2. Ensure the Type property is set to Run Script.

3. Configure the Display property so that a display is targeted for change.

4. Select the Layout parameter and choose a layout that is available for use. After choosing the
layout, the DVL editor window will display the appearance of the layout.

5. Adjust the side bar properties area so the Standard Sources are shown. (See Figure 6-3).

Froperies I ODvLEdior SRR A e e

Standard Sources Drag the required DVL Server to populate the editor with digplay and preset and presets. After selecting the

preset and display to be used the available layouts will be shown in the editor. Available sources become

dardvars Sources available depending on what display has been selacted and what type of DVL is being created. To Use a source
Y drag it from the source listinto an open window. To modify a saved DVL drag it onto the main whiteboard area.

Fu:OVIBNC_A FM:$2:$2

FM:$3:43 FM:0V3:BNC B

Window Sources |

Sourcellists |

Figure 6-3: Source List View Figure 6-4: DVL Editor with active windows

6. Select a source input and drag and drop it into one of the available windows in the DVL editor.
Figure 6-4 shows that the window turns green to denote that it has an active input assignment in its
window. It is possible to configure multiple windows with the same source input or different source
inputs.

7. Click the Save button to save the DVL into the system.

Once the DVL is saved, it can then be executed from the Navigation Tree by double clicking the DVL. It
was also possible to click the RUN button from the editor to have it execute from within the editor without
saving it.

6.1.3. Change Stream DVL

It is possible to make a DVL E that changes an input assignment to a particular window on a layout,
which will not affect the entire layout running on the display. When the change stream DVL runs, it
requires that the layout is already present on the current display.
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Follow the steps outlined below the make a basic change stream DVL:

e N

o

6.1.4.

Drag and Drop the MVP Server from the hardware tree into the DVL Editor window.

Ensure the Type property is set to Change Stream.

Configure the Display property so that a display is targeted for change.

Select the Layout parameter and choose a layout that is available for use. After choosing the
layout, the DVL editor window will display the appearance of the layout.

Adjust the side bar properties area so the Standard Sources are shown. (See Figure 6-5)

Froperties

Standard Sources Crag the required DVL Server to populate the editor with display and preset and presets. Afer selecting the

Hardware Sources preset and display to be used the availatle layouts will be shown in the editor. Available sources hecorme
Y available depending on what display has been selected and what type of DVL is being created. To use a source
drag it fram the source listinto an openwindow. To modify 2 saved DVL drag it anta the main whiteboard area.

Window.001 Window.002

Window.003 Window.004

Uind oy Sources:

Source Lists

Figure 6-5: Source List View Figure 6-6: DVL Editor with active windows

Select a source input and drag and drop it into one of the available windows in the DVL editor.
Figure 6-6 shows that the window turns green to denote that it has an active input assignment in its
window. When using Change stream DVL's, it is not possible to change multiple windows at once.
Click the Save button to save the DVL into the system.

Change Stream DVL Source List

It is possible to make special source groups. The source groups can then be applied to a particular
window. When the Change Stream DVL runs, the list box is presented with available sources that the
user can choose from. This can create a more intuitive method for having the user manage the available
sources.

To create a Source List, click Source lists from the properties side bar. If this option is disabled, it is
because the Change Stream is not used as a DVL type. Click the New button on the editor window.
Figure 6-7 shows the Source List panel and editor opened.
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Froperies

Standard Sources

Source Lists
Available Source Lists

£ source List x|

Select the sources to use inthe new source listing.

Source ListA |
Ayailable Sources SelectedSources

01 BNC_D [&][evt  BrG_A

01 BNC_E oVl BNC_B

01 BMC_F woflovi BNC_C

O BNC_G i

1 BNC_H
02 BNC_A 4
02 BNC_B
02 BNC_C
02 BNC_D
02 BNC_E
02 BMC_F =

Ok Cancel

[ vew || Edit || Delete |

Figure 6-7: Source List Panel and Editor Opened

Once the Source List editor is shown, a custom source list can be made for the available sources. Click
the OK button to save the source list. Once a source list is made it can than be dropped into a window on
the layout of the DVL Editor.

6.1.5. Save/Load DVL

==
A Save and Load DVL provides a function to save layouts running on a certain display. The Save and
Load DVL can also be executed as a Load method to run previously saved layouts. Creating a Save and
Load DVL can be done in the following steps.

Drag and Drop the MVP Server from the hardware tree into the DVL Editor window.
Ensure the Type property is set to Save/Load Display.

Configure the Display property so that a display is targeted for change.

Click the Save button to save the DVL into the system.

PwnpE

To run the Save/Load DVL, double click the function from the Navigation Tree. The Save Load Selection
window, shown in Figure 6-8, appears and presents two options.

Save Load Sel x|

i Save ” Load ]

Figure 6-8: Save Load Selection

Click the Save button to save the layout on the running display. Clicking the Load button will load a
previously saved layout onto the display.
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6.1.6. Audio Route DVL

. o e . . .
DVL audio routing is a function to route the audio from any given source out to the AES outputs of the
MVP. The system targets input assignments rather than sources directly. This means that when using

Audio Routing DVLs, it requires that layouts be already running on the display. The creation of an Audio
Route DVL is explained below.

1. Drag and Drop the MVP Server from the hardware tree into the DVL Editor window.
2. Ensure the Type property is set to Audio Route
3. Click the Window Sources Panel to open the window.

[ 5T DL Editor
Drag the required D¥L Server to populate the editor with display and preset and presets. After selecting the
SIENMHA SUITES preset and display {0 be used the available layouts will be shown in the editor. Available sources become
Wind e available depending on what display has heen selected and what type of DVL is being created. To use a source
INQOW SoUrces drag it from the source list into an open window. To modify 8 saved OVL drag it onto the main whiteboard area
Display 1.0
guad.vss|
Directed Sources
DO01Window.003
Do01Window. 001
Do0TWindow.004
DO01Window. 002

DW:D001Window.001

Run Save Close

snurce Lists

Figure 6-9: Windows Sources Panel Figure 6-10: Audio Route Window

4. Configure the Display parameter to display the layout that will be running.

5. Select a layout that will be running on the display.

6. After selecting the layout, the available layout windows will appear in the Directed Sources list.
Drag and drop one of the Directed Sources list into the DVL Editor. Figure 6-10 shows the DVL
Editor containing the audio routing window.

7. Click the Save button to save the DVL into the system.

To run the Audio Route DVL, double click it on the Navigation Tree.
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6.2. CROSSPOINT CREATION

To create a Crosspoint, first right click on the Crosspoint node (ﬁ) or group (@) to bring up the
Crosspoint creation dialog. When this dialog first appears it will contain only a listing of routers that can be
controlled. Figure 6-11 illustrates the initial appearance of the Crosspoint creation dialog.

B

E3|

Enter in the narme ofthe Crosspoint wau wish to create. From the Crosspaoint Elements list select the hardware device
yoLl wish to create the Crosspoint for. Once selected the mappable input and output listings update. You can select

from the lists or type in the label to find the appropriate inputfoutput. A Cosspoint must have a selected output but does
not require a mapped input. Ifthe mapped input is left unassigned then the Crosspoint will prompt for an input to map
to the output when activated. Unassigned input Crosspoints cannot he used in Macros and the AutoConfig system. To

edit an existing Crosspoint select it from the Mavigation Tree and drag it into the Crosspoint name area. The
infarmation for the selected Crosspaoint will be displayed.

Crosspoint ‘

Routers

[

‘]

I

Crosspoint Type

Content
IRt o af Output
Set Set
Input Lahel output Label
Set
Cutput Ref Lahel

oo ][0 )(ommee ]

Figure 6-11: Crosspoint Creation Dialog

This dialog uses drag and drop to facilitate ease of creation. Select a Router from the tree; there exist

several types of routers that can be used in this dialog. For example each of the ptx (ﬁi)’s ports can be
used as a router for control in a Crosspoint.

The creation dialog consists mainly of four sections, the label field, and the sections: Routers; Content,
and Crosspoint Type. Each of these sections will allow for a partial definition of a crosspoint.
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6.2.1. Router Selection Section

On the left hand side of the dialog is a section that allows for the selection of the router to be controlled.
Select and click on a router in the tree. Components that cannot be used as routers will not affect the
dialog. Once a router has been selected the input and output areas in the Content section will be filled in
as shown in Figure 6-12.

] 3]
Enter in the name of the Crosspoint you wish to create. From the Crosspoint Elements list select the hardware device
you wish to create the Crosspaintfor. Once selected the mappable input and output listings update. You can select
from the lists ortype in the label to find the appropriate inputioutput. A Cosspoint must have a selected output but does
not require a mapped input. Ifthe mapped input is left unassigned then the Crasspoint will prompt far an input to map
to the output when activated. Unassigned input Crosspaints cannot be used in Macros and the AutoConfig system. To
edit an existing Crosspoint select it from the Mavigation Tree and drag it into the Crosspoint name area. The
information for the selected Crosspoint will he displayed.

Crosspaoint ‘
Routers Content
Input a Cutput
Set Set
Input Lahel Cutput Lahel
1 Input 1 1 Cutput 1
2 Input 2 2 Cutput 2
3 Input 3
Set
Qutput Ref Lahel
1 Qutput 1
2 Qutput 2
1] [[»

Crosspoint Type

[]Label Tracking

N30

Figure 6-12: Selected Router

The available inputs and outputs are populated through direct communication with the router. If for any
reason communication with the router is hindered, a warning will be displayed and Crosspoint creation
may be prevented.

6.2.2. Content Section

To fully define a Crosspoint you are required to select both an input and an output. Inputs are displayed
on the left, while outputs are on the right. While the definition of a Crosspoint is simply a Router along with
and input and an output, there are some additional options that are facilitated. These include open-ended
Crosspoints, Label tracked Crosspoints, and output referenced Crosspoints.
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6.2.3. Open Ended Crosspoint

Normally when we create a Crosspoint we specify both an input and an output, this fully describes a
Crosspoint. However this dialog allows for the specification of only an output as in Figure 6-13. If the
input is left empty, when the Crosspoint is about to be launched, a dialog will appear and at run time
prompt the user for the desired input. This allows users to create Crosspoints for a specific output, in
which the input is only known at run time.

i (]
Enter in the narme ofthe Crosspoint wau wish to create. From the Crosspaoint Elements list select the hardware device
yal wish to create the Crosspoint for. Once selected the mappable input and output listings update. You can select

from the lists or type in the label to find the appropriate inputfoutput. A Cosspoint must have a selected output but does
not require a mapped input. Ifthe mapped input is left unassigned then the Crosspoint will prompt for an input to map
to the output when activated. Unassigned input Crosspoints cannot he used in Macros and the AutoConfig system. To

edit an existing Crosspoint select it from the Mavigation Tree and drag it into the Crosspoint name area. The
infarmation for the selected Crosspaoint will be displayed.

Crosspoint ‘Crnsspninﬂ
Routers Content
Ef\ Input o DOutput
=
ol POt 1] Set Set 1 Output 1
el Input Label Qutput Label
-; ..... q:u
e 1 Input 1
2 Input 2 2 Cutput 2
3 Input 3
Set
Cutput Ref Lahel
1 Qutput 1
2 Cutput 2
1] [[»

Crosspoint Type

[J Label Tracking

D El T

Figure 6-13: Open Ended Crosspoint

6.2.4. Label Tracked Crosspoint

A Crosspoint defined by input number and output number is only useful if all the video inputs and outputs
are on fixed numbers. However, some routers allow for inputs and outputs to be tracked dynamically by
assigning input and output labels. On occasion this labeling affects the ordering of the inputs and outputs
on a router. Therefore, if the label tracking option is selected, then the input/output numbers are not used
as the references for the Crosspoints, but the input/output labels are used as in Figure 6-14. This feature
is only available on some routers, if the feature is enabled for a given router then the bottom section of the
dialog (Crosspoint Type) will be enabled, otherwise this feature will be disabled.
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= [l

Enter in the name of the Crosspoint you wish to create. From the Crosspoint Elements list select the hardware device
vou wish to create the Crosspoint far. Once selected the mappahle input and output listings update. You can select
fram the lists or type in the label to find the appropriate inputfoutput. A Cosspoint must have a selected output but does
not reguire a mapped input. Ifthe mapped input is [eft unassigned then the Crosspaint will prompt for an input to map
to the output when activated. Unassigned input Crosspoints cannot be used in Macras and the AutoConfig system. To
edit an existing Crosspaint select it from the Mavigation Tree and drag it into the Crosspoint name area. The
infarmation for the selected Crosspoint will he displayed.

Crosspoint |Cmsspnint1
Routers Content
Eﬁ Input i o Dutput
E}ﬁﬁ,
, _____ i Part [1] Set Set 1 Ctput 1
ol Input Lahel Output Label
Seanaae .ﬂ
""" =i 1 Input 1
2 Input 2 2 Ctput 2
3 Input 3
Set 2 Output 2
Output Ref | Label \
1 Cutput 1
Output2 |
1] [[»

Crosspoint Type

[] Label Tracking

ooy )((ox ][ _cancel |

Figure 6-14: Label Tracked Crosspoint

6.2.5. Output Referenced Crosspoint

Sometimes it is useful to create a Crosspoint in which we do not directly know which input is to be
connected to an output, however, we do know that another output is already pointing to the desired input.
This is where output referenced Crosspoints come into play. These Crosspoints function by selecting an
output as normal, however, instead of specifying an input, we specify another output (output reference) as
in Figure 6-15. If this is selected, then at run time, the input that is feeding the output reference is
determined by querying the router; this input is then substituted for the input of the new Crosspoint.
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Enter in the name ofthe Crosspoint you wish to create. Fram the Crosspoint Elements list select the hardware device
wou wish to create the Crosspoint for. Once selected the mappable input and output listings update. You can select
from the lists or type in the label to find the appropriate inputfoutput. A Cosspoint must have a selected output but does
naot reguire a mapped input. Ifthe mapped input is [eft unassigned then the Crosspaint will prompt far an input to mag
1o the output when activated. Unassigned input Crosspoints cannot be used in Macros and the AutoConfig system. To
edit an existing Crosspoint select it frarm the Kavigation Tree and drag it into the Crosspoint name area. The
information for the selected Crosspoint will he displayed.

Crosspoint |Crnsspnint1
Routers Content
Eﬁ Input o i Output
E}%
=1 Port [1] Set 2 Input 2 Set 1 Cutput 1
S Input Lahel Cutput Lahel
i
""" =il 1 Input 1
2 Cutput 2
3 Input 3
Set
Cutput Ref Lahel
1 Output 1
2 Cutput 2
1 [1»
Crosspoint Type
Label Tracking

(o ] (o J(comea ]

Figure 6-15: Output Referenced Crosspoint

Once a router has been selected and the content specified, the new settings can be saved into a
Crosspoint. Specify a name for the Crosspoint in the Crosspoint Field at the top of the dialog. Once this

is done either press the Apply button if more than one Crosspoint is to be created, or press the OK button
if only one is to be created at this time.

Once the Crosspoint(s) have been created, they can be executed by right clicking on the Crosspoint in the

main tree and selecting launch in its popup menu options.

&5

Helpful Hints:

Some routers have thousands of inputs or outputs, which means that scrolling through
each of these lists may take a long time. To speed up this process the Set fields for each
of the input selection and output selection lists can be typed into. When typing into these
fields a search will be performed to select the closest input or output to the description that

has been typed. Once an input or output has been found, press enter to ensure that the
correct input or output will be used.
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6.2.6. Editing of Crosspoints

To edit a Crosspoint simply take any Crosspoint from the main tree and drag it into the description field at
the top of the Crosspoint creation dialog. The existing Crosspoint description will be displayed and
modification of any field can be performed. When finished with the changes simply press the Apply or OK
buttons. If you wish to discard your changes simply select the Cancel button.

6.3. LAUNCHES

VistaLINKg PRO Launches provide a convenience method of launching an external application or http link
without exiting the VistaLINKg PRO client application. Launches can be set up to provide quick access to
such items as:

e Third party control applications

e Utility service applications

e Product manuals

e Product HTTP control interfaces

- Internet links

6.3.1. Creating Launches

To create a new Launch @, use one of the two methods described below depending on whether it is an
executable launch or an HTTP launch.

6.3.1.1. HTTP (URL) Launches

Createa Lounchable x

Launch Mame : |Eh:|x}{wet:| control |
Launch Type [UF{L ']
LIEL Action

hitp:fi192.168.0.1ThirdPartyClientindex html |
’ ik H Cancel ]

Figure 6-16: Create a Launchable

=

Ensure the Launches super-node is displayed (see section 3)

Right click the Launches node and select New -> Launch.

3. In the Launch Name field, enter a name for the new Launch and enter the URL in the URL
Action field to have your default browser open when this Launch is accessed. Once the fields
are filled out, select OK.

N
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6.3.1.2. Executable (.exe) Launches

Createa Lounchable x

Launch Mame : |App|icatiun |

Launch Type [Executable ']

Executable Action [ Select ] [ Clear ]

CUNINMDOWSIMOTERAD . EXE |
’ ik H Cancel ]

Figure 6-17: Create a Launchable

Ensure the Launches super-node is displayed (see section 3)

Right click the Launches node and select New -> Launch.

3. In the Launch Name field, enter a name for the new Launch and use the Select button to browse
to and select the executable (program) that will be run when this Launch is accessed.

N

6.3.2. Accessing / Using Launches

Once new Launches have been created, they will appear in the Navigation Tree under the Launches
super-node. To use a Launch, right click the Launch node and select -> Launch.

The right click menu will also allow you to Edit or Delete the selected Launch node.

6.4. INTRODUCTION TO MACRO’S

The VistaLINKg PRO macro system Q provides a flexibility to do almost any task. This system allows
the software manager to access the internals of the application for unique control. Using the Macro
system, a developer can gang multiple actions into a single click. The macro system is unique enough
that it does not require the user to know a lot about how VistaLINKg works. The macro system gives the
user an intuitive interface for accessing the internals of the application through a drag and drop, and a
point and click system.

Macros provide a way to target certain clients to run different tasks. Through macros a user can target a
client and have that client open up a specific configuration view or a graphical view. Creating and
manipulating macro’s is done through the main macro editor. The macro editor can be accessed from the
Navigation Tree by right clicking on Macro and choosing New -> Macro -> Basic.
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= Macro Editor

Configure & macro by dragging in systern objects (Configurations, Launches, Macros, ete) fram the Mavigation Tree into the list below.  Alternatively,
drag a Macro Type' from the Macro Type Selector into the list.  Order the execution of sub-macros using the up and down controls provided; when the
macra is run, the default action for each systemn object will be executed in turn. Configure sub-macros using the property editor shown in the
right-most panel.

DROP MACRO FROM NAVIGATION TREE TO UPDATE

Type Selector Macra Property Panel
Double-click or drag types into the center panel.
i LI Open Graphics View
e+ Hardware
i eDevice Label
EI @ Launch
i @ Execute Launch
E+-§@ Macro
- Cyeling
[ Stop Al Cycling Macros
[ Stop Cycling Macro
B+ Meighbnurhnnd
¢ bl Open Wiew
L‘i}-S_erver
FeMessage
L Email
- Utility
~Autharization
--Pause
Shaow Client ID —]
EH-Visibility
B Tree
L9 showHide
~Menu Bar
EHWindows
--Minimize
--Restore
Cascade
--Tile
G-Application
G-Close -

Tool Bar | |
Shows/Hides the system tool bar.

Run on: Clients) :]

Macro Matme:

D

(e Jsom I | _conee |

Figure 6-18: Macro Editor

The Macro editor is composed of three columns.

The left column contains the macro features that are available for use. This list changes frequently as
new features are added to the system. Some of these features relate to manipulating the application,
while others allow the executions of the features in the VistaLINKg System.

The middle column is for containing what the macro is going to do. The list will show the order in which
the function is going to run. The middle column can be modified in two ways.

1. Items from the left column can be dragged and dropped into the middle column.
2. ltems from the navigation tree can be dragged and dropped into the middle column.

Items can also be re-organized by using the bottom UP and Down arrows. If an item needs to be deleted,
select the Remove button.

The right column called Macro Property Panel is a panel that allows the user to modify the properties of
each Macro element. By selecting the macro item, the Property Panel will update to show the relevant
settings. Common settings are typing intervals, selecting configurations and typing in email messages.
Some macro functions may not need additional settings, therefore, the Property Panel may not show any
information.
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Macro items can have a special property to target certain clients. The below image is the control panel for
this feature. It is located at the bottom of the Macro Editor.

Funon: Clients E}{ECUTING_CLIENTL . ]

N =

Figure 6-19: Control Panel of Macro Editor

The default settings for functions that support this are Executing_Client. This option dictates that the
client who runs the macro will be executing the contents. The option button ‘..."” will allow the user to
choose which client will run the contents. This feature is used for systems when a remote client needs to
change graphical views on other remote clients.

After configuring the Macro, a name must be given to the macro to uniquely identify it. Once the macro is
saved, it can be executed from the Navigation Tree.

6.4.1. Cycling Macro’s

Unlike the basic Macro’s mentioned above, Cycling Macro’s @ are re-occurring. Cycling Macro’s can be
configured to run in an infinite cycle or a set amount of times. It is possible when making Cycling Macro’s
that the existing Basic Macro’s can be added. The cycling macro editor has additional properties for
managing the cycling process.

To open the Cycling Macro Editor, right click on Macro’s and choose New -> Macro -> Cycling
Three additional properties are available compared to the Basic Macro editor.

Cycle Pause (ms): Cycle Pause indicates the duration of a pause when moving from the last execution to
the first execution.

Action Pause (ms): Action Pause indicates the duration of a pause when moving between each
execution in the cycling macro.

Cycle Count: Cycle count indicates the amount that the Cycling Macro will run. The default setting is
Infinite.

6.4.2. Running Cycling Macro’s

Cycling Macro’s have two states. The idle state means that the cycling macro is not running. The macro
1

can be identified in this state by its idling icon .@ from the Navigation Tree. Actively running Cycling

Macro’s has a unique icon that can be identified from the Navigation Tree -@ When a Cycling Macro is
active, it is possible to right click the Cycling Macro and choose the ‘Terminate Cycling’ to stop the Cycling
Macro.
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6.4.3. Macro Property Selection

There are many features with macros. The following list outlines the features of the Macros.

| ALARMS

Create Custom Alarm

Allows for the creation of a custom alarm.

Purges Alarms

Purges the logging system of all alarms.

Open Alarm View

Opens an alarm view for the given hardware.

Service Alarm Viewer

Opens an alarm view for a particular service.

| AUDIO

Clear Sound Buffer

Stops currently playing sounds and removes all queued sounds from the
Audio Manager’s sound buffer.

| AUDIT

View Log

Opens the Audit Log for viewing.

Purge Entries

Removes all existing audit entries.

| AUTO RESPONSE

| Alarms

Response Trap
Generator

Generates a customized Response trap originating from the Primary Auto
Response Server. The response server must be online for this macro to
function properly.

| AUTO RESPONSE

| Redundancy
Promote Response Promotes a redundant Auto Response Server from a redundant status to
Server a primary status.

| AUTO RESPONSE

| Triggers

‘ Fire Trigger

Fires a trigger. A mechanism for raising custom Auto Response event.

| CONFIGURATION

| Load

Load Configuration

Loads a Configuration. The control values in the configuration will be
applied to relevant hardware devices

Load Directed
Configuration

Applies a Configuration to a set of hardware, the types of which must
match the hardware defined within the specified configuration.
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| CONFIGURATION
| Utility
Update Updates a Configuration. The control values in the configuration will be
Configuration updates with the current values retrieved from relevant hardware devices.

Copy Configuration

Copies the controls from one configuration into another configuration. This
action will overwrite any pre-existing controls in the configuration that it is
being copied to.

Control Change
Notifier

Detects control value changes; issues traps to a specified IP upon value
change detection. Typically called from a cycling macro or an interval-
triggered response. Requires a licensed, running VistaLINKg PRO Auto
Response system.

Parameter Shuttler

Transfers parameter values from one device to another. Parameter shuttling
is defined within a user-defined shuttle configuration file resident within the
Alarm Server.

| CONFIGURATION

| View

‘ Fire Trigger

Fires a trigger. A mechanism for raising custom Auto Response events.

| CROSSPOINT

Launch Crosspoint

Launches a Crosspoint

| DISCOVERY

Refresh Tree

Causes the discovery tree to be ‘refreshed’. This involves setting all
hardware markers in the system to an ‘unknown’ state. Each piece of
hardware is then queried, in turn, to ensure that it is still functioning.

Refresh Agent

Causes discovery to be ‘refreshed’ for a particular agent.

Remove Dead
Hardware

Removes ‘dead’ hardware from the system tree. When VistaLINKg PRO
is unable to communicate with hardware, it is marked as dead, and is
coloured gray in the system tree.

| DVL

Run Script DVL

Launches a Run Script DVL.

Run change Stream
DVL

Launches a Change Stream DVL.

Save/Load DVL

Launches a Save/Load DVL.

| GRAPHICS

Open Graphics View

Macro to open a graphics view on a selected client.
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| HARDWARE

Device Label Sets a custom label for a hardware device.
| LAUNCH

Execute Launch Executes a pre-configured launch.

| MACRO

| Cycling

Stop All cycling Macros

Stops all actively cycling macros.

Stop Cycling Macro

Stops all instances of a specified cycling macro, if they are running.

| NEIGHBORHOOD
Open View Opens the VistaLINKg PRO Neighborhood view.

| SERVER
Message Causes a message to be delivered to all logged in clients.
Email Sends an email to identified recipients.

| UTILITY

Authorization

Used to request user authorization before proceeding with macro
execution.

Pause Used to insert a wait period in between macro executions. For example:
Suppose you require a macro that needs to perform two sequential
actions with a five-second interval between them; simply insert a Pause
with a value of 5000 (5 seconds expressed in milliseconds) between the
two actions.

Show Client ID Prominently displays a VistaLINKg Clients identifier. Useful for
troubleshooting client IDs.

| VISIBILITY

Tree Shows and Hides the system Tree

Menu Bar Shows/Hides the system menu bar.

Tool Bar Shows/Hides the system tool bar.

| WINDOWS

Minimize Minimizes any open views on a client.

Restore Restores all minimized views on a client.

Cascade Lays out all open client views in a cascading fashion.

Tile Lays out all open client views in a tiled fashion.
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6.5. INTRODUCTION TO MIBS

The MIB Control Set was introduced in VistaLINKg 10.2.266 as an entry-level open control system for
third-party SNMP devices outside of the Evertz product realm. The goal of the MIB Control set is to supply
an open dialog that can access all the different SNMP enabled parameters on any SNMP managed
device. This document will provide information on how to build up an MIB Control Set, as well as possible
SNMP functionality that could exist throughout one’s hardware plant.

The MIB Control Set is composed of a new node element in the Navigation Tree of any VLPRO Control or
Monitoring Client. From this node, users can create saved sets of control and monitoring dialogs.
Operators or engineers would access these sets for SNMP monitoring and control of the managed
equipment. SNMP control of a device could be almost anything as long as it is within the scope of the
device capabilities through SNMP. A Management Information Base (MIB) provides information on
determining a devices control and monitor capabilities.

The MIB can be provided straight from the equipment vendor for vendor specific controls. Also, public
standard MIBs can be downloaded from a variety of the Internet resources. A very helpful Internet
resource for viewing, downloading and searching all the different kinds of MIBs is
http://www.oidview.com/mibs/detail.hntml. Deciding whether the vendor-specific or standardized control
level is appropriate is solely based on the specific application. The MIB Control Set is designed to
accompany any kind of SNMP accessible parameter, therefore, it is possible to mix and match between
the different MIBs. When deciding to use standardized MIB objects in the MIB Control Set, it is important
that you consult the product documentation to find out if the MIB object has been implemented in the
device. Usually, it would be documented in the SNMP Specific sections as “RFC <number> compliant”.
Each standardized MIB is ruled into a Request for Comment, and it is necessary that the vendor
implements the RFC Spec. fully before claiming it in product advertisements and documentation. If the
vendor does not indicate compliance in documentation, the device may still only implement part(s) of a
particular MIB standardization.

Below is a short list of useful standardized MIBs that may be implemented on a SNMP managed device.

RFC | Date Name Description

1213 | March 1991 | Management Information Base for | Includes Ethernet, IP and TCP/UDP
Network Management of TCP/IP- | statistics information
based Internets: (known as MIB-II)

1514 | Sept. 1993 | Host Resources MIB Provides details about CPU, program
processes, disk storage and file system
statistics.

1628 | March 1994 | UPS MIB Battery backup control and monitoring
statistics

1595 | March 1994 | Definitions of Managed Objects for | Statistics on interfaces and rings for

the SONET/SDH Interface Type SONET/SDH devices

1850 | Nov 1995 OSPF Version 2 MIB Statistics and information of OSPF
processes in a dynamic routing environment

1697 | Aug 1994 Relational Database Management | Contains information on installed

System MIB databases, servers, and on the relation of
databases and Servers.

Table 6-1: Standardized MIBs
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A vendor may also provide a private MIB that is specific to the device functionality. All vendors use private
MIBs when the standardized MIBs do not support a definition to a particular control that the equipment
supports. The vendor is free to provide descriptions about the controllable objects, or even the MIB itself
at their discretion. Sometimes vendors will choose to fully develop SNMP support privately, even though
all the controls could have been implemented through a standardized MIB. This is usually because the
vendor feels they need to present the monitoring and control access in a different way so that the system
is easier to manage through SNMP.

6.5.1. The MIB Control Set

The MIB Control Set dialog is illustrated in section 6.5.2. The dialog can be in the following two modes:

Edit Mode: This mode gives the MIB Control Set designer a enviroment to create or make changes to
MIB Control Sets and save them for later use.

View Mode: The ideal working enviroment for an operator to gain access to the custom MIB Control Set
and utilize the parameter setup for read and write operations to the device. From this mode,
a user cannot change the MIB Control Set setup.

When designing the MIB Control Sets, it is useful to develop them on a per device basis. Each MIB
Control set would be associated to a particular device for ease-of-use. Multiple MIB Control Sets can be
opened at any time and can partition the computer monitor logically so that each area of the monitor is
devoted to a particular device.

It is possible to create a one-time MIB Control Set which the operator can recall and manually input the IP
address of the managed device to access it. With this method, the managed device would respectively
need to have the same SNMP monitoring and control characteristics to work correctly.

 MIE Control S

MIE OID | Marme | Description | Type Value |
String
String
String
String
String
String
String
String
String
String

=
=5
m
Ess

[ R R T N

—

IP Address | Rate[1500 |ms [ Pon || set |[ et |

Last aperation result

Figure 6-20: An empty MIB Control Set Dialog

6.5.2. MIB Control Set Dialog in Detail
Name: Used to describe the custom dialog. This entry is also reflected in the Navigation Tree
when managing saved MIB Control Sets.

Read Community: The community name that is used to pass to the Agent for verification in get
operations. By default, this is set to “public”.

ADVANCED CONTROL Revision 10.5 Page 6-19



VistaLINKg PRO User Manual everlz

Write Community: Community name that is used to pass to the Agent for set operations. By default, this
is set to “private”.

Index Column: Up to 10 rows are available per dialog. This uniquely identifies a row in each dialog.

MIB OID: The object identifier (OID) numerical string is placed in this column to create a monitoring or
control parameter in one of the rows. This OID is in the format of a dotted decimal string,
and it would look similar to: 1.3.6.1.2.1.1.4.0. The example OID addresses the sysContact
leaf from the RFC 1213 (MIB Il) MIB definition. It is vital to have the MIB file when deciding
on SNMP enabled parameters because the OID is derived from the MIB files.

Name: Textural string that describes the leaf object that is being accessed (through the OID)

Description: More textural documentation about the leaf object. It is ideal to write a small description
about the parameter to help validate what the return value means. Possible entries would
be ‘CPU Load 0-100%'’ so the operator would know what a ‘66’ return value would mean.
With some leaf objects, this documentation is necessary because they may only return a ‘1’
or a ‘2'. For example, a ‘1’ could mean a network interface is up and a ‘2’ could mean the
interface is down.

Type: Used for set operations and formats, this column identifies the type of leaf object being
accessed. This can be set to a “String” (Octet String), “Integer” or “IP Address”.

Value: This column holds any returned value for each row using the Get function. This column is
fully changeable for changing a leaf object value using the Set operation

IP Address: Used to direct the dialog action controls to the appropriate device on the computer network.
Rate: This control tells the Poll button how often it should issue a get SNMP command.

Poll: After selecting the desired rows either using the mouse, or the CTRL, or SHIFT key for
multi-select, repeated get SNMP commands are issued. The frequency is dictated by the
Rate control. This control is desirable for watching real-time changes about the parameter
in question and the return value is updated in the Value column.

Set: The set function is used to change a value of the SNMP object for a particular row in the
MIB Control Set dialog. The Value column is always in edit mode, therefore changes to the
field value can be made first before the Set button is clicked. This button will issue a Set
SNMP command with the Private community string

Get: After selecting the desired rows either using the mouse or the CTRL or SHIFT key for multi-
select, a single get SNMP command is used using the Public community string. The return
value is updated in the Value column.

Last Operation Result: This field provides notes on successful and unsuccessful actions that were made
contacting the device with either the Set or Get button.

6.5.3. Creating a MIB Control Set
The MIB Control Sets are stored in the Navigation Tree from the following node icons.

I' MIB Control Set super node
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':.H'I'_I MIB Control Set groups

To create a new MIB Control Set, right mouse click the MIB Control Set node from the Navigation Tree to
bring up a small menu system. Select New, and then select MIB Control Set. See Figure 6-21.

l|'! MIE Contrgl Sets
: ey » MIE Contral Set...

Group...

v Enahle Groups

[
Figure 6-21: MIB Control Set...

Once the blank dialog starts up, the form elements can be changed. The below steps instruct how to
create a MIB Control Set to monitor switch port status from a Ethernet switch that supports the RFC1213
MIB.

_ MIE Control Set

Mame Read Community Write Cammunity
Indeg] MIB QID | Mlarme | Description | Type | Yalue [I
1136121221824 Faort 24 up(1), down(2) String
2136121221825 Fart 25 up(y, down(2) String
31.361.21.2.21.823 Fort 23 updly, down(2) String
41.361.21.2.21.822 FPort 22 up(1), down(2) String
51361212218M Fart 21 up(1y, down(2) String
f1.361.21221820 Fart 20 lup(1), down(2) String
I
a String
4 String
10 String

IP Address [192.16810198 | Rate[1500 |ms | Pol || set || oat |

Last aperation result; [ 0] H Cancel ]

Figure 6-22: Sample MIB Control Set Being Created

1. The first task would be to find the right OID for the SNMP accessible parameter. This example
‘Super Switch’ MIB Control Set uses the ifOperStatus object from the RFC1213 MIB (known as
MIB 1I). The ifOperStatus object provides information whether the network interface is either up (1)
or down (2). Since this example is setup to monitor an Ethernet switch, the ifOperStatus object is
going to have the same amount of rows, as there are switch ports. The RFC1213 MIB provides all
the details on how this works.

2. A textural name is than applied to the Name column for indication on what parameter is being
accessed. This entry is custom and the example uses ‘Port # for simplicity.

3. The Description column can be filled in with a functional description on how the ifOperStatus
behaves. This information is always provided in the object description field from the MIB. The
example uses ‘up (1), down (2)’ to help determine what the value from the Value column means.

4. An IP address may be inserted into the IP Address field. Filling in this field will trigger the dialog to
be remembered for future startups.
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5. Making changes to the Rate, community string fields and the Type column will also be
remembered for future startups. The Type column is only needed when doing set SNMP
operations. Since the ifOperStatus object is read-only, this setting has no effect on the Value
column.

6. Once done, click OK and the dialog will close and be saved in the Navigation Tree.

6.5.4. Running the MIB Control Set

After saving the Super Switch MIB Control Set, it can be opened again from the Navigation Tree in View
mode. Figure 6-23 demonstrates that all rows are being polled at every 1500ms through the Poll button.
The return values are than inserted into the Value column.

MIB Control Set- Supe

Matrne | Super Switch Read Commuhity Wiltite Cormmunity

Inde MIB QID Description Type | Yalue

T
g String
9 String
10 String
IP Address | 192.165.10.195 | Rate|1500 | ms -[:]:]
Last operation result: Get action(s) Finished Successfully.

Figure 6-23: Super Switch MIB Control Set in Action

Page 6-22 Revision 10.5 ADVANCED CONTROL



everlz VistaLINKg PRO User Manual

1. CLIENT, SERVER AND HARDWARE MAINTENANCE

7.1. FIRMWARE UPGRADES

It is possible to manage firmware upgrades from VistaLINKs PRO for 7700, 500 and standalone
equipment. Firmware upgrades for the 7700 and 500 frame controllers are managed separately from the
modular card upgrade process. Firmware upgrading over TCP/IP involves using the FTP transfer
protocol. VistaLINKg PRO does not do any serial transferring of the device firmware upgrade. Since
VistaLINKg PRO uses TCP/IP to upgrade the device firmware, VLPRO will need full network connectivity
to the device. During the device firmware upgrade, it is important that the card is not used for live
services. The process will put the device in a temporary mode that prohibits its normal functionality. It is
important to check the products documentation if the device supports VistaLINKg remote upgrading.

7.1.1. Upgrading Frame Controllers
VistaLINKe PRO can facilitate frame controller upgrades. This process is handled differently than
standard module upgrade. The below steps outline how to upgrade the 7700 Frame Controller.

1. Start a VistaLINKg PRO client and login using the Administrator user account (VLPRO-C does not
use login accounts).

2. Expose the 7700FC in the hardware tree using ‘Add/Update Frame’ and collapsing the nodes in
the tree appropriately.

3. Use the right-click mouse button on the ‘7700FC’ in the tree and select ‘View configuration’, as
shown in Figure 7-1.

Inhikit
Sleep

Configure Alarms...
Update Description...

Create Service. .. ]
Add To Existing Service...

Figure 7-1: Navigation Tree

4. Select the ‘Control’ tab in the configuration view. Figure 7-2 shows the Control tab in full.
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. 1921881015, FC 1) Configuration

e @ 22 10 e By B By
ProductLocation | Hardware Status | Software Status ' Faults ™ Conlra
Save

Flease allow 30 seconds far he Frame Controller o
save settings for trap enabling 1o lash mamaory.

Save To Flash
Firmweare Upgrade

Selactfirrware file and press upgrade.

Il Browse.

Figure 7-2: Control Tab

5. Click the ‘Browse’ button to select the unzipped 7700FC Image file downloaded.

6. Click the Upgrade button and wait for the upload to complete. This will take approximately 5 to10
minutes depending on network traffic.

Upon completion, the 7700FC module will reboot automatically and return online in normal “run” mode. If
for any reason the upload is interrupted, you must execute the recovery procedures described in the frame
control manual. To upgrade the 500FC, the exact steps shown for the 7700FC can be used.

7.1.2. Module Firmware Management

VistaLINKe PRO supports module and standalone firmware monitoring and upgrading. This process is
handled through the Version Information Dialog. The Version Information provides a great way for
inventorying hardware. It can display firmware information, device IP information and provide an upgrade
system for the module and standalone devices.

To access the version information dialog, use the below steps.

1. From the VistaLINKg PRO client select Help -> Version Information.
2. Once the dialog opens, adjust the List control at the bottom left from Supported to Active.
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¥ersion Information ll
Select hardware from the tree to display inventory and version information.
21| Product FP1UCHD YLPra Product Version
HostP | 5iot | owMajor |  gwMinor | SwBuild | HwBuild |
182.168.241.82 14 3 01 build 79 1
192.168.2437 2 3 01 huild 225 1
FPUCHD
L) H »
List (O Supported (&) Active
l Print Inventary ] [ Save Inventory ] Upgrade

Figure 7-3: Version Information

When the Active List mode is used, the tree on the left resembles the available hardware on the network.
Selecting a device from the tree will update the table view on the right. The table view provides the
following information:

Host IP: IP address used to access the device.

Slot: If the device is a modular card, the slot location will be reported.
Sw Major: The firmware major number release.

Sw Minor: The firmware minor number release.

Sw Build: The firmware build number.

Hw Build: Hardware revision information.

It is important to note that if the table does not display any information about the firmware version, it is
because it is a limitation of the module not supporting it.

To upgrade modules or standalone devices, first select a device from the left tree of the Version
Information dialog, then click the Upgrade button. The Upgrade Firmware dialog is shown in Figure 7-4.

x|
TTO0RZXZHD Select firmware file and press ‘Start’
e
Upgrade | HostIP | Slot | Status | Progress |
102.168.243.2 10
192.168.241.82 12
rFS, J
Select All ] [ Deselect All ] E

Figure 7-4: Upgrade Firmware Screen
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It is possible to upgrade more than one module at a time. The Upgrade checkboxes allow the exclusion
and inclusion of modules or devices to be included in the upgrade process. The Browse button allows for
the firmware file to be selected from the file system. Once the file is selected, the Start button can be
pressed to start the upgrade process.

It is important to note that if the upgrade process does not start correctly, it might

be that the module or standalone device does not support a remote upgrade
,@g method. Please consult the product documentation if the feature is implemented
on the device.

7.2.  PRODUCT JAR UPGRADES

VistaLINKe PRO supports the addition of new product support through a method known as JAR
upgrading. Product support is centralized around a JAR file system built into the application. Each
product support has its on JAR file. Adding or Removing JAR files from VistaLINKg modifies how VLPRO
supports products. Often products are released or enhanced which require updates to the software.
Applying a newer jar file to VistaLINKe, will update the software to make it aware of the changes.

The JAR update system in VLPRO is managed centrally from the VistaLINKg Server. To update VLPRO
for new or modified product support, only the VLPRO Server will receive the manual update. The
VistaLINKg Server will negotiate product support with the connected clients and will push any new updates
downstream to the software clients. This makes managing product support very easy and cost effective.

To apply a product JAR file to the VistaLINKg Server, select Help -> Apply Update -> Product. Once the
VistaLINKg Server receives the updated JAR file, it will instruct for a manual restart. Product updates can
be monitored from the VistaLINKg Server using the Product Update tab from the VistaLINKg Server

To expose the tab, select Tools -> View -> Product Update. Figure 7-5 shows the Product Update Tab
from the VistaLINKg Server.

10 x]
File  Tools Help
Status Server Log | € Clients &3 NCF | Discavery Procuct Update |
Metwark: ] Log of product updates perfarmed through server.
Databhaze ) Date | Product | Old Wer. MNew Ver. | Qld Trap Ver MNewe Trap Var.
DEAdmin 0 2007-10-31  77O00PTHCAPC - 8 - ) |~
EnEa A 2007-10-31 TT7I0ADC B 7 2 2
Y . 2007-10-31 TT07VR-4 k] 11 B [}
NCP Systern: ) 2007-10-31 7TH0ASIPZ - 74 - -
MYP Ack System ) 2007-10-3 TTIECD2 7 9 2 2
i 2007-10-31 FTO0PTH-MVE - 10 - -
: )
el EE et 2007-10-31 7707VRAHS 7 q 2 2
AutoResponse System. ) 2007-10-31 TTH0MA-AS| - ] - 1
MIB Parsing Support: (2] 2007-10-31 FTO7CVT4 - a - 1
2007-10-3 TTO7VT-4 12 16 5 5
Eeres 2007-10-31 7TS0DLY-ASI E 13 B 7
Expires on 01-01-2009 2007-10-31 TTEOCCMHD - 28 - 3
e 2007-10-31 TT7IMFD-HD 23 248 3 3 —
5 4 2007-10-31 T7a0IP-ASIZIP, - 40 - -
1 General Clients 2007-10-31 TTOTARA 45 46 5 5
1 Plus Clients 2007-10-3 FTEOAWM2-HD 13 21 il ]
1 Web Clients 2007-10-31 TI07CVRA - 18 - 1
1 Plus Web Clients 20071031 7781TGZ-CF-HD 14 56 - i
System Statist 2007-10-31 7780D4-A5] - 158 - 1
yetem Salshes 2007-10-3 PROTAT 5 11 2 2
2007-10-3 TTO00ACOHD 17 18 3 3
2007-10-31 TTOOFC 39 a1 i} i | |
2007-10-31 T720ADC-A4 7 9 - - -
==

Figure 7-5: Product Update Tab
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The Product Update table provides information about the product support. The information is listed below.

Date: The date when the product support was modified

Product: The type of product that was modified

Old Ver.: The old version number of the previous product JAR file

New Ver.: The new version number of new product JAR file

Old Trap Ver.: The old trap revision for the product trap support

New Trap Ver.: The new trap revision, which changes with the product support update

7.2.1. Client Product JAR Support

When product support is applied to the VistaLINKg Server, the support is pushed to the clients when they
first reconnect back to the server. The Product Update Alert message appears to signify that the product
update procedure was successful. Figure 7-6 displays the appearance of the Product Update Alert
message from a client.

VistaLINK PRO

Product Update Alert x|

|\. Client product support was updated by the serer.

Startin s

Figure 7-6: Product Update Alert Message

Product support can also be monitored from the VistaLINKg PRO Client through the Version Information
program. To access the Version Information from a VistaLINKg Client first select Help -> Version
Information. The below image resembles the Version Information dialog when it firsts starts up.

Yersion Information 5'

Select hardware from the tree to display inventory and version information.

Product 120000 WLPro Product Versian
HostiP | siot | Swmaior |  SwMinor | SwBuid | HwBuild |

List (&) Supported (O Active

’ Print Inventary ” Save Inventary ] ” Close ]

Figure 7-7: Version Information
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The hardware list on the left of Figure 7-7 displays the product support at the VistaLINKg Client. Selecting
the products from the list on the left will update the VLPRO Product Version field in the upper right. This
number denotes the JAR version currently installed in the VistaLINKg Client.

7.3. SERVER RESTORE MANAGER

The restore manager provides an easy way to backup and restore VistaLINKg PRO Databases. The
system can create backups without having to shutdown the mySQL server process. The Restore
Manager is a valuable tool when making significant or large changes to the system. The restore
databases is an automatic process performed by the VistaLINKs PRO Server after the user selects a
previously made restore point.

Follow the steps below to create a restore point:

1. From the VistaLINKg PRO Server, select Tools -> Restore Manager. See Figure 7-8.

Restore Manager ! él

January October 2007 J Wednesday, october 31

February
March Sunday Manday Tuesday ‘Wednesday Thursday Friday Saturday

April
hary

1 2 3 4 bl 1

June

duly 5 g 10 11 12 13
August

September
October |14 14 16 17 18 19 20

MNovermber

December
— |

28 29 a0 2l

Select‘r’ear
Restore H Create ” Delete All ” Delete ]

Figure 7-8: Calendar

2. Click the Create button to create a restore point.

3. Itis possible to include details about the restore point (ie. who is creating it and for what reason).
Once the restore point is made, it will be available from the calendar. Clicking on each date will
update the list on the right to indicate which restore points are available.

7.3.1. Restoring Databases

Restoring databases is a method of loading a previously made restore point back into the system. This
step is valuable when design mistakes or accidental deletions of important settings have been made.

The steps to restore a previously created restore point are outlined below:

1. From the VistaLINKg PRO Server, select Tools -> Restore Manager.

Page 7-6 Revision 10.5 MAINTENANCE



everl_zo VistaLINKg PRO User Manual

Restore Manager : ll
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Figure 7-9: Restore Manager Calendar

28 29 30

Select a calendar date that contains previously created restore points.

Select a restore point from the list on the right in Figure 7-9. Clicking the Details button will show
any details that have been made.

4. Click Restore to start the restore process. Once the restore process has finished, the VistaLINKg
PRO Server will need to be restart for the changes to take effect.

wn

The restore points are stored locally on the VistaLINKe PRO Server. These restore points can be
accessed for offline storage incase of computer hardware failure. The restore point files can be found in
the following directory: C:\Program Files\VistaLinkProServer\dbadmin\backup\

7.4. USER ADMINISTRATION

7.4.1. User Permissions

VistaLINKg PRO provides audit tracking and restricts access to features by requiring operators to Logon
with an appropriate user account before gaining access to the software. Each user that requires access to
VistaLINKg PRO should have a unique logon. Doing so ensures that a user will only have access to areas
defined by the account privileges and allow for an audit trail indicating which users handled certain events.

7.4.1.1. Adding or Modifying a User Account

1. In order to add or modify user accounts you must be logged onto VistaLINKe PRO with an account
that has access to the Configure Users option. The Administrator account has this ability by default.

2. User accounts can be added, edited or removed through the User Manager dialog. Select Tools ->
Configure Users from the main menu. The User Manager dialog box will open displaying all current
users accounts for the system.
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Figure 7-10: User Manager

3. If adding a new user, select the Add button. If modifying an existing user, highlight the user in the list
and select the Edit button. The Add New/Edit User dialog box will open allowing configuration of the
user account username, password and privileges.

€ Edit User

User name: |

Password: |
Confirm Pasgward: |

rivileges h'lasking
Manitor Client | Alarm Server | Hardware | Senices | Crosspaints | Grids |,
Common \ AutoConfig Client | Graphics Client | |Selact hardware to mask from the user.
Feature Description | Authorization | Available Hardwares Restricted Hardwares
Administration

-

Configure Server
Configure Users
FPurge Alarm Database
Purge Audit System
Redundant Server Activation
Send Message
Server Properties
Shutdown Server

Alarm Management

REEEEEEE

Acknowledge
Add Custom Alarm Motes
Configure Alarm Forwarding
Caonfigure Alarm Yiews
Configure Alarms E
Canfigure E-mail - - "
Canfinira Solnoc [zl i
| Ok J I Cancel

Figure 7-11: Edit User Window

Page 7-8 Revision 10.5 MAINTENANCE



everlz VistaLINKg PRO User Manual

4. The user account dialog contains the following fields that can be changed when adding a new user or
editing an existing user account:

&5

User name: The name of the account being created/edited. This is the name the user will use
to logon to the VistaLINKg PRO system. All audit log entries will reference this account’s
actions by the name entered in this field.

Password: The password this account will use to logon to the system with the appropriate
account privileges.

Privilege Class: This dropdown menu will change the privilege authorization screen to allow
privileges to be assigned for any feature type in VistaLINKg PRO. The available options are:
Common Privileges, Monitoring Privileges, Scheduling Privileges and Server Privileges.
Change this selection and then use the Authorization area to select specific access rights.

Note: The Privilege Class is not a user account type; it simply changes what
options are displayed in the Authorization area.

Authorization: This area presents all features for a Privilege Class with an Authorization check
box for each. Access per feature can be enabled or disabled for the current account by
checking or un-checking the Authorization check box for the feature that is selected.

5. After setting up a user account, click OK to add the user (or update if editing) to the User Manager
list. Continue steps 2 - 3 for additional users or click the OK button to close the User Manager and
save changes. Click the Cancel button to abort all changes.

7.4.1.2.

Deleting a User Account

Deleting a user will remove the ability for that user to Logon to the VistaLINKg PRO software. Deleting a
user will not delete any actions the user has performed prior to the delete. All audit entries, acknowledged
or corrected alarms, etc. remain as-is with the user's name attached to the operation.

To delete a user:

1. Selecting Tools -> Configure Users from the main menu. The User Manager dialog box will open
displaying all current users of the system.

MAINTENANCE Revision 10.5 Page 7-9



VistaLINKg PRO User Manual everl_Z@

User Manager x|

Administrstor Add...

Mewllsear —
: [ Frit I
Xl

Remove User(s)

= ]

? ‘ Remove the selected Jser(s) fram the user name list?

(v ][ e ]

| | L [ cose |

Figure 7-12: Remove User(s) Dialog Box

2. Highlight the user you wish to delete from the list of users and select the Remove button. You will
be prompted to confirm the action. Select Yes to delete the user or No to abort the operation.

7.4.2. Audit Logging

7.4.2.1. About the Audit View Window

The Audit View window provides a means of viewing activity that has occurred in the VistaLINKe PRO
system. Each audit entry is stamped with the user logon name, date and time of the action, a description
of the activity and a detailed breakdown of data that was changed. The audit system also allows
operators to add custom audit entries so that operator issues can also be tracked through the audit
system. For more information on custom audit entries, see section 7.4.2.2.

To view the Audit Log select Audit -> View Audit Log.
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Figure 7-13: Audit Log

7.4.2.2. Manually Adding an Audit Entry

The Audit system in VistaLINKg PRO allows an operator to add a custom audit entry. In addition to adding
the audit entry into the audit database, the audit entry can be addressed to a specific operator of the
system, notifying that operator immediately if logged on, or prompting the operator the next time he/she
logs into the VistaLINKg PRO system. To add a custom audit entry:

1. Select Audit -> Add Audit Entry (the Audit Log must be visible). The audit entry dialog will appear
allowing you to enter an audit heading and detailed description.
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F | Clear Selection |
Adrministratar [l
MewlJser [
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Figure 7-14: Add Custom Audit Entry

2. Enter a heading and additional information description.

3. Optionally, select the users that you want to notify of this entry by placing a check mark in the alert
column next to the user name.

4. Click on the Add Item button to save your changes or click on the Cancel button to abort the
operation.

If you selected to notify a user in the above operation the user will be immediately notified of the audit
entry if they are presently logged onto VistaLINKg PRO. If the user is not logged on, he/she will be notified
of the entry the next time he/she logs onto VistaLINKg PRO.
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8. VISTALINK® PRO MONITOR (GRID) CLIENT

8.1. ABOUT THE MONITOR (“GRID") VIEW

The Monitor “Grid” view provides the operator with a simplified monitoring tool that emulates existing real
or virtual monitor walls. Simply stated, given an actual or virtual monitoring wall consisting of 16 displays in
a 4x4 matrix, VistaLINKg PRO will allow the user to set-up the SNMP monitoring GUI in a similar pattern,
which is also configurable should the number of displays change. This view also allows the user to set the
same UMD names as currently displayed by the monitors. Font size, colour and type allow the display to
be customized for the application.

File Tree Alarm  Grid Audit Tools Window Help
|Tree e g & |\a|Ews LY |Grids HH owvies g = Gecdede  F Ty

SHE MON-1
SERVICE MONITOR
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Figure 8-1: Monitor View
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8.1.1. Creating a Grid View

VistaLINKg PRO provides an easy to use interface, which enables the user to add a grid to the
Monitor Client for Service Monitoring:

1. Select Grid -> Add -> Grid on the main menu or click the Add Grid button on the toolbar. The Add
Grid properties window will open allowing the user to establish the parameters for the new grid.

2. Enter a name for the new grid in the Grid Name text box. This name will be displayed along the
bottom of the grid display window indicating the currently active grid view.

3. Enter the number of cells that the grid should contain by supplying the appropriate row and column
values.

4. Check the “Make new grid active view” to set the new grid to be the default grid shown in the grid
display area.

5. Uncheck the “Use Default Font and Colours” check box in order to manually configure the font
type, font size, font colour and background colours that the grid will use for the Info and Service
cells.

6. Click OK to accept the settings and create the new grid view.

54
Grid Setting
G Mame: || |
Rows:
Caolumne: Make nesw grid active view []

Use Default Fonts and Caolors
~Lahel Cell Settings

Fant: |Aria| =

FontSize: |12 |

Font Color: - Background Color:

aAbBcCdDeE

Preview:

rService Cell Settings
Font: [ Arial M

FontSize: |12 =

Faont Caolar: - Background Colar:

Preview: \ aAbBcCdDeE \

Figure 8-2: Add Grid Window

8.1.2. Editing Existing Grid Properties

To edit an existing grid view, ensure the grid is currently active by clicking its corresponding select button
and choosing Grid -> Properties from the main menu, or select the Properties button on the toolbar.
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8.1.3. Modifying Existing Grids and Grid Cells

Right clicking a cell in an existing grid will open a pop-up menu with options to modify the existing grid
or the properties of the clicked cell. See Figure 8-3.

Add Service

Add Label

Insert RowsCalumn
Remove R o
Remove Column

Cell Properties

Figure 8-3: Grid Cell Menu

8.1.4. Grid Cell Right Click Options

e The grid right click menu provides the user with quick access to add or remove services, labels,
rows and/or columns from an existing grid or grid cell.

e The Cell Properties option on the right click menu allows the user to change the colour and font
attributes for individual grid cells (the changes are applied to the selected cell).

8.1.4.1. Changing the Default Grid Properties

When creating a new grid the Monitoring Client will use the default grid properties to establish the
initial grid size, font type, font size, font colour and background colour of the new grid. To change the
default grid properties, select "Grid" from the main menu then select "Default Properties”. Change the
settings to establish a new default grid profile and click OK to activate. Clicking the "Restore Defaults"”
button in this window will return the Grid Defaults to the values displayed when the dialog was
opened.

8.1.4.2. Removing a Grid View

To delete an existing Grid select Grid -> Remove -> Grid from the main menu or click the Remove
Grid button on the toolbar. Select the grid to be deleted in the drop down menu and click OK to
remove the selected grid.

8.1.5. Adding a Service to a Grid

The Monitoring Client allows the user to add established services to a grid view, which enables visual
representation of a monitoring wall display. To create services to add to a grid please refer to section
5.4.1.

To add a service to a grid view, ensure the target grid is displayed in the active grid display area.
Click Grid -> Add -> Service from the main menu or click the Add Service button on the toolbar.
Choose the service to add from the Select Service drop down menu, set the Row and Column values
to the coordinates of the target cell and click OK. The service will appear in the grid at the cell
coordinates specified as a filled cell location using the colours set in the grid properties.
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¢ An alternative method of adding a service to a grid is to right click an empty grid cell in the active
grid display area and select Add Service. This option will automatically set the Row and Column
values in the Add Service window to the coordinates of the clicked cell.

8.2. DRAG AND DROP METHOD

Services can be placed into grid cells by holding the left mouse button and dragging the service from the
Navigation Tree to the desired grid location. Release the left mouse button to drop the service into place
on the grid.

8.2.1. Removing a Service from a Grid

To remove a service from an active grid, select Grid -> Remove -> Service from the main menu or
click the Remove Service button on the toolbar. Select the service to remove from the drop down
menu and click OK to remove the selected service from the grid.

o An alternate method of removing services is to right click a cell with a service in the active grid
display area and select Remove Service.

8.2.2. Adding a Grid Label

Custom labels can be added to a grid in order to provide organization and a more detailed grid view for
operator use. A custom label can be added to a grid cell by selecting Grid -> Add -> Label from the main
menu or by clicking the Add Label button on the client toolbar. Enter the text to use for the label in the
Enter label text box as well as the Row and Column coordinates to select which grid cell the label will
appear in.

¢ An alternative and faster method for adding labels is to right click a cell displayed in the active grid
area and select Add Label. This option will automatically set the Row and Column values to the cell
that was clicked on in the Add Label window.

8.2.3. Removing a Grid Label

To delete an existing grid label select Grid -> Remove -> Label from the main menu or click the Remove
Label button on the toolbar. Select the label to remove from the drop down menu and click OK to remove
the selected label.

e An alternative method for removing grid labels is to right click a grid cell in the active grid display
area containing a label and select Remove Label. This will automatically set the Remove Label
Window to the grid cell clicked on. Click OK to remove the selected label.

8.3. DISPLAYING A GRID VIEW

8.3.1. Displaying Grids

After creating a new grid view, its name will be displayed in a button along the bottom of the grid display
area. If the “Make new grid active view” box was checked during grid setup, the new grid view will be the
currently active grid displayed in the grid display area. If multiple grid views have been established a user
can switch between the grid views by clicking its corresponding button along the bottom of the grid display
area.
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ESHMONNOR. 8

Figure 8-4: VistaLINKg Monitor Grid Selection

8.3.2. Displaying Grid Headers

In order to easily recognize grid locations, Grid Headers can be toggled on and off for the grid display
area. To activate the Grid Headers select "Grid" from the main menu and check the "Grid Headers" option.
With Grid Headers activated an additional row and column will appear along the top and left edge of the
grid, containing numbers corresponding to the cell coordinates.

8.3.3. Enabling Dynamic Grid View

The Dynamic Grid option can be enabled to maximize the use of the active grid display area. With
Dynamic Grid enabled, the currently active grid view will be dynamically maximized to use the entire
display area. To enable the Dynamic Grid, select "Grid" from the menu bar then check the "Dynamic Grid"
option or click the Toggle Grid View toolbar button.

8.3.4. Hiding the Navigation Tree

In order to further maximize the size of the active grid display the Navigation Tree can be toggled on and
off to allow the active grid to use the entire Client window area. To hide the Navigation Tree, select Tree
from the main menu bar then select the Hide/Show Tree... option or click the Hide/Show Tree... toolbar
button.

8.4. VIEWING ALARM INDICATIONS IN THE MONITORING (“*GRID") VIEW

When a service in a grid view contains an alarm condition the operator will be visually notified with either
flashing text or a flashing background in the alarm severity color. Left clicking the cell with a service will
open the detailed Alarm View Window for that service. The Alarm view window provides a means of
viewing, acknowledging and correcting alarms that have been logged to the alarm database. Alarms can
be arranged by column and filtered by acknowledged, corrected or severity settings. Monitoring Client
alarm view window operations are consistent with the standard client as outlined in the section 8.4.

e Clicking the Alarm View button on the toolbar will open the split pane and display the alarm view
for the item that is currently highlighted in the service tree view.

MONITOR (GRID) CLIENT Revision 10.5 Page 8-5



VistaLINKg PRO User Manual everl_z

8.4.1. Alarm View Window Sliding Panel Option

When an alarm view window is opened for a service, a sliding panel will expand to display the alarm view
window to the operator. This sliding panel can be configured to split horizontally or vertically. To set how
the sliding panel operates select "Grid" from the menu bar then "Grid/Alarm Split" and check either "Split
Horizontal" or "Split Vertical".

e Left clicking more than one service cell will open multiple alarm view windows in the split pane,
allowing operators to view multiple service alarm views at one time. If all alarm view windows are
closed the sliding pane will collapse allowing the grid display to use the maximum viewable area
once again.
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Figure 8-5: Displaying Alarm View Window

After a grid has been setup and services to monitor have been added to grid locations the Monitoring
Client is ready to monitor alarms on the particular services included in the grids. When an alarm condition
occurs for a product included in a service, its corresponding grid location will flash either the text or
background of the cell with the alarm condition colour, according to the “Rules of Broadcast”.
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o When a grid contains an alarm condition its corresponding grid selection button, along the bottom
of the active display area, will also flash providing the operator with an indication that an alarm has
occurred on a grid even though it is currently not displayed in the active grid display area.

8.4.2. Alarm Indicator Select

When an alarm occurs for a particular grid location the cell in that location will alert the operator by either
flashing the cell’s text colour or background colour according to the Alarm Indicator Selection. To change
which method the grid display will use to indicate alarm conditions, select "Grid" from the menu bar, then
select "Indicator Select" and check either the "Flashing Text" or "Flashing Background" option.
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