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1. Definitions, Acronyms and Abbreviations

Table 1: Table of Terminology

DDS domain Acronym: Data Distibution service

Essence A general term used to describe a media component; video, audio or metadata.

Flow Sequence of RTP packets of a single essence. The term Flow can be considered synonymous with
Stream.

IP The Internet Protocol (IP) is the principal communications protocol in the Internet protocol suite for

relaying datagrams across network boundaries. Its routing function enables internetworking, and
essentially establishes the Internet.

IPMI The Intelligent Platform Management Interface (IPMI) is a set of computer interface specifications for an
autonomous computer subsystem that provides management and monitoring capabilities independently
of the host system's CPU, firmware (BIOS or UEFI) and operating system.

In computer networking, multicast (one-to-many or many-to-many distribution) is group communication

Multicast

erelsiEs [T where information is addressed to a group of destination computers simultaneously.

network

NTP Network Time Protocol (NTP) is a networking protocol for clock synchronization between computer
systems over packet-switched, variable-latency data networks.

Orbit GV’s Automated Control and Monitoring suite.

PTP The Precision Time Protocol (PTP) is a protocol used to synchronize clocks throughout a computer
network. On a local area network, it achieves clock accuracy in the sub-microsecond range, making it
suitable for measurement and control systems.

QFSP Quad Small Form-factor Pluggable
The QSFP is a compact, hot-pluggable transceiver used for data communications applications. It
interfaces networking hardware to a fibre optic cable or active or passive electrical copper connection. It
is an industry format jointly developed and supported by many network component vendors, allowing
data rates from 4x4 Gbit/s.

QFSP+ Enhanced Quad Small Form-factor Pluggable. 4x10Gb which can be combined into a single 40Gb
Ethernet link or QSFP28 is a single 100Gb or 4x25Gb

RollCall SAM’s propriety control and monitoring protocol common across the product range

RTP Real Time Transport Protocol (RTP) is a network protocol for delivering audio and video over IP
networks. RTP is used in communication and entertainment systems that involve streaming media.

SFP Small Form-factor Pluggable -

A small transceiver that plugs into the SFP port of a network switch and connects to Fibre Channel and
Gigabit Ethernet (GbE) optical fibre cables at the other end.


https://en.wikipedia.org/wiki/Hot_swapping
https://en.wikipedia.org/wiki/Transceiver
https://en.wikipedia.org/wiki/Networking_hardware
https://en.wikipedia.org/wiki/Fiber_optic_cable

Audio Live User Guide

SFP+

Source

Spigot

Stream

GV Live Host

GV Live Agent

Enhanced Small Form-factor Pluggable: The SFP+ is an enhanced version of the SFP that supports data
rates up to 16 Gbit/s.

Originator of one or more flows i.e. a set of one or more senders

Generic term for a source or destination

Generic term for a collection of flows. In context of Audio, an AES 67 stream carries audio flows also
known as channels

Host software application which manages one or more GV Live Agents.

Virtual software instantiation which adopts a product type to perform a particular media processing
function.

Page 7 of 104 Version Number: 1.9



https://en.wikipedia.org/wiki/Data_rate_units

2. Introduction

This guide is designed to give simple step-by-step instructions explaining how to use the Audio Live IP router.

Audio Live is a multi-channel audio routing and processing solution for the IP domain. It supports AES67 /
RFC3190(L24) / SMPTE2110-30 streams and offers a powerful 2048x2048 channel routing matrix.

Routing of audio streams requires that input audio streams be synchronous, PTP timestamps must be
present in the extended headers and the RTP timestamps must be present and locked to the PTP
timestamps for successful operation. Where inputs are encountered that are asynchronous, Audio Live offers
the ability to synchronize up to 16 asynchronous audio stream inputs. Audio Live offers the unique ability to
be configured as an asymmetric router. The input and output can be independently configured from the
following configurations:

Table 2: Asymmetric Routing Configurations

32 Streams x 64 Channels
64 Streams x 64 Channels
64 Streams x 32 Channels

128 Streams x 16 Channels
192 Streams x 8 Channels

8 x64, 32 x 16, 128 x 8 Channels

8 x 64, 64 x 16, 64 x 8 Channels

16 x 64, 16 x 16, 96 x 8 Channels
16 x 64, 32 x 16, 64 x 8 Channels

16 x 64, 56 x 16, 32 x 4 Channels

8x64, 96x16 Channels

Audio Live offers an input realignment buffer, enabling various upstream transmission delays present on each
input stream to be compensated for and aligned with the designated reference stream. The maximum size of

the input tolerance buffer ranges between 20ms and 1 seconds depending on which router input configuration
is selected. The Timestamp tolerance is affected by the System Input and Output channel configuration - see

Table 2 in Appendix D.

The reference stream can be manually forced or an automatic mode can be used. Timestamps are then used
to synchronize all the flows and provide flow control at the output. From a time stamp perspective Audio Live
is completely transparent.

Additional channel delay can be added to the input and output channels if required up which ranges between
2 seconds and 5 seconds before the audio router again depending on the System Input and Output channel
configuration — see Table 2 in Appendix D.

The control application for Audio Live and the GV Live software, is RollCall Control Panel (RollCall Lite may
be used and is available as a free download). As this is not a RollCall/RollCall Lite tutorial, it is assumed that
RollCall Lite is already installed and operational. For larger systems we recommend the use of GV’s IP
Routing Control Server (V9.8.14 or above) to configure spigots and the Audio Live internal cross point.



3. System Requirements / Prerequisites

1.

IT Network: In order to successfully use Audio Live, a multi-cast enabled IP network is required. To send/receive
‘AES 67’ Audio Stream, Audio Live must have the same DDS Domain ID as the source/destination devices.

RCP (RollCall Control Panel):

The control surface for Audio Live can be either:

= Orbit.

= RollCall RCP (RollCall Control Panel).

Orbit: The Orbit control application is available as a free download from the GV Website here:

https://www.grassvalley.com/downloads/routers/orbit v3.1.11/

Orbit should be installed on a remote PC either running Windows 7 or Windows 10.

RollCall Control Panel is available within the Orbit application.

RollCall RCP: RCP (RollCall Control Panel) is a component part of the RollCall application. RollCall should be
installed on a remote Windows computer.

At the time of writing, the latest RollCall Suite version is: V4.17.16.

RollCall Lite, of which RCP is a component part, is available as a free download from the GV Website here:

https://www.grassvalley.com/cgi-
bin/dl.pl?&set=routers&c="rollcall$|RollCall&super=broadcast&skin=jumpnav&sort=rev

Note that there must be an IP network connection between the PC running RCP and the Alchemist Live Host
machine.

The default IP address on NIC 1 is 192.168.0.1 (see Appendix A for more details).

Note that this manual demonstrates control via RollCall RCP. However, Orbit RCP templates are virtually identical
to those of RollCall RCP.

IP Routing Controller: In order to successfully and easily create specific routes we recommend the use of GV’s
IP Routing Controller.

Audio Live License: For successful operation of Audio Live a valid license is required.

Input Streams: For synchronous input streams, PTP timestamps must be present in the extended headers and
the RTP timestamps must be present and locked to the PTP timestamps. Up to 16 asynchronous input streams
can be received utilizing the ‘Synchronize’ feature.


https://www.grassvalley.com/downloads/routers/orbit_v3.1.11/

4. GV Live Architecture

The GV Live software consists of a Host, Agent and License Server.

The GV Live Host manages the GV Live Agents. Typically there would be one host per physical compute
instance. From a RollCall perspective, the GV Live Host can be considered as a virtual 1Q frame.

GV Live Agents are spawned by the Host and adopt a product type based on the nominated product license.
Each agent has its own unique RollCall address just like a module would in a frame and can therefore be
considered as a virtual slot.

The License Server is the local daemon that manages the product license/licenses. The daemon must be
present on start for the product to successful use of the product. If for any reason the license disappears
there is a 7 day grace period before the product will stop working.



5. The Console

5.1 Introduction
Audio Live application runs on Linux Ubuntu OS. A Console is provided to offer simplified configuration of key
elements of the system.

Using the Console the following items can be configured:

= Configure Network — NIC 1 is defined to have a Static IP and cannot be set to DHCP. NIC’s 2, 3 & 4 may
be configured to be either Static IP or DHCP.

= Advanced Network configuration - allows the User to create static routes on top of the existing default
gateway.

= Network Diagnostics

= The time and set may be set.

= An upgrade process may be initiated.

= A new license may be installed.

= The Status of the system may be displayed.
= Operational Logs may be retrieved.

= The Server may be power-cycled.

= The Server may be shut down.

5.2 Accessing the Console

To access the Console connect a monitor to the on-board VGA and connect a keyboard.

1. Connect a Monitor & Keyboard to the Audio Live Host machine:

l°L vl =z
= ral -----’:‘:-'
- am — 1

10 1 Note: a mouse is not
required



2. Connect a Network cable to the Server:

Note that there are 5 network ports. Connect the LAN to either NIC1 or NIC2.

IPMI network port

NIC 1

NIC 2
NIC 3

NIC 4

NIC 1 (eno1) is factory configured with the default Static IP Address and /30 subnet mask: 192.168.0.1/30

NOTE - this port maybe set to another static IP address, mask and gateway but cannot be set to DHCP.

NIC 2 (eno2) is factory configured as DHCP. This port maybe configured as static or DHCP.

NIC 3 (ens1f1) - second Mellanox ConnectX4 port and is factory configured with a static address and

subnet mask

NIC 4 (ens1f0) - first Mellanox port ConnectX4 port and is factory configured with a static address and

subnet mask

IPMI port may be ignored at this point (see Appendix A, below).

Boot up the Audio Live host machine. Once the boot sequence has completed, the Console will be displayed:

GU Live

GU Live
Version 1.5.2.18

Grass Valley - http://uwu.grassvalley.com/

For product support, please visit the Grass Valley support website at
http://wuwu.grassvalley.com/support/

Conf igure Network - Custom (Advanced)
Network Diagnostics

Set Time and Date

Upgrade GV Live

Add New License

Display License Info

Display Status

Retrieve Operational Logs

Restart

Shut Doun

Note that the GV Live software
version is reported.

License Lock Code

Configurable items



5.2.1 Configure Network — Standard (Recommended)

Using the up/down arrows on the keyboard, highlight the item to be configured.

In this case: Configure Network

For product support, please visit the Grass Ualley suppd
http://wuu.grassvalley.com/support/

License Lock Code »1UH \HNS

| Conf igure Network — Standard (Recommended)
Conf igure Network - Custom (Advanced)
Network Diagnostics

Set Time and Date

Upgrade GU Live

Add Neuw License

Display License Info

Display Status

Retrieve Operational Logs

Restart

Shut Down

Press return and the Network Configuration menu will now be displayed:

(X) Configure Static

&) Static

fpply

mg state DOUN group default glen 1000

qlen 1000

n 1000

It glen 1000

Note that in the Console:

= NIC 1 equates to eno1 *

= NIC 2 equates to eno2

= NIC 3 equates to ens1f0 ConnectX4 - Port 1
= NIC 4 equates to ens1f1 ConnectX4 - Port 2

* This port maybe set to another static IP address, mask and gateway, but cannot be set to DHCP.

Using the up/down arrows on the keyboard, highlight the NIC to be configured. In this example NIC 2 is selected:

Now press the space bar on the keyboard to select the NIC.



Using the up/down arrows on the keyboard, move down to the Configure section. Note that the menu options
will update to:

GU Live - Network Configuration

an inte conf igu
enol
enoZ
ens1fo
ensif1

Select an action for ir
Conf igure Static/D
Enable
Disable

(X) Static
C ) DHCP

Select the desired configuration.

If the selection is Static, press the Tab button again and the display will update again, this time with fields to
enter an IP Address and Gateway visible:

GU Live - Network Configuration

to configure:
) enol
enoZ
) enslifo
ens1if1

Select an action for in ace
Conf igure Static/DHCP
Enable
Disable

(X) Static
() DHCP

Using the up/down arrows on the keyboard, highlight IP (IP will turn white):

Select an action for interface eno2:
(X) Configure

() Enable

( ) Disable

Type: ( ) DHCP
(X) Static

IP: [ |

Gateway:

Type in the required address:

SAM Live — Network Configuration

ect an interface to configure:
() enol
(X) eno2
() ensifo
() ensifi

Select an action for in ace enoZ:

(X) Configure Static/DHCP
() Enable
() Disable

Type: (X) Static Note:
( ) DHCP

IP: 192.168.200.2,24 In Linux the IP Address must be appended with: /xx
Gateway: 192.168.200. 1]

fpply For example: 192.168.200.2/24 with a Gateway 192.168.200.1




If it is desired to communicate over an associated/trunked/bridged network, then a Gateway Address will be
required:

Select an action for inte:
(X) Configure

( ) Enable

() Disable

() DHCP

(X) Static

192.168.200.2,24
192.168.200.1

Once IP Address and Gateway have been configured, using the up/down arrows on the keyboard, navigate
to and highlight: Apply

Press return and a confirmation of the configuration change will be asked for:

SAM Live - Network Configuration
Message

Select| Confirm that you want to configure interface eno2 to
IP 192.168.200.2/24 Gateway 192.168.200.1

oK
(X) Static
( ) DHCP

192.168.200.2,24
192.168.200.1

Select OK.

Note that confirmation of the new Static IP Address is displayed in the Current status section:

NIC 2 now configured

e UP group default qlen 1000

e UP group default glen 1000

If the NIC has been configured to be DHCP, the IP Address will be displayed in the Current Status section.



Next configure the static addresses for NIC3 (ens1f1) and NIC4 (ens1f0)

ate UP group default qlen 1000
UP group default qlen 1000

e UP group default glen 1000

NIC 3, 4 configured

To exit the Configure Network menu, navigate down to the OK symbol (bottom right corner of display):

Select OK. This will return the display to the top menu of the Console.



5.2.2 Configure Networks — Custom (Advanced)

Using the up/down arrows on the keyboard, highlight Configure Networks — Custom (Advanced)

or pro pporte, prease v
http://uuu.grassvalley.com/support/

License Lock Code: =1LY 2UW3%

Conf igure Network - Standard (Recommended)
Network Diagnostics

Set Time and Date

Upgrade GU Live

Add New License

Display License Info

Display Status

Retrieve Operational Logs

Restart

Shut Down

Press return and the Custom Network Configuration menu will now be displayed:

GU Live - Advanced Network Configuration

intain the license

Buto eno2

iface enoz inet static
address 172.19.79.196
netmask 255.255.224.0
gateway 172.19.71.20

auto enol

iface enol inet static
address 172.19.160.232
netmask 255.255.254.0

auto ensif1
iface ensif1 inet static

address 172.19.166.232
netmask 255.255.254.0

auto ensifo

iface ens1f0 inet static
address 172.19.164.232
netmask 255.255.254.0

This menu allows the User to create static routes on top of the existing default gateway.

Note that if the Custom Network Configuration is used, the ability to configure the network adaptors via
RollCall will no longer be possible.



5.2.3 Network Diagnostics

Using the up/down arrows on the keyboard, highlight: Network Diagnostics

http://wuwu.grassvalley.con/support/

Lice: Lock TJ69 6BEB

Conf igure Network - Standard (Recommended)
Conf igure Network - Custom (Advanced)

Set Time and Date

Upgrade GU Live

Add New License

Display License Info

Display Status

Retrieve Operational Logs

Restart

Shut Doun

Select return to enter the Network Diagnostics menu:

Stop 6U Live

The Network Diagnostic menu allows the User to ‘ping test’ the configured network adaptors.

Note: the GV Live Services must be stopped, prior to a ping test being performed on the high speed networks
(ens1f0 & ens1f1).



5.2.4 Set Time and Date

Using the up/down arrows on the keyboard, highlight Set Time and Date

o Pre Spreae”
http://uwu.grassvalley.con/support/

License Lock Code: =1LY 2U3Y TJ69 6BEB

Conf igure Network - Standard (Recommended)
Conf igure Network - Custom (Advanced)
Network Diagnostics

Upgrade GU Live

Add New License

Display License Info

Display Status

Retrieve Operational Logs

Restart

Shut Doun

Select return to enter the Set Time and Date menu:

GU Live - Time and Date

Current Local time: Tue 2019-02-19 12:27:21 GHT
Universal time :
RIC tine
Time zone: Europe/London (GHT, +0000)
Netuork time on: yes
NTP synchronized: yes
RIC in local T2: no

12:27:21
19 February, 2019

Set time and date

Timezone: SO e oo ]

) Europe/Luxenbourg

) Europe/Madrid

) Europe/Malta

) Europe/Marichamn

more -

C
«
«
«
C

Set timezone

Select OK to complete the process, and return to the top menu.



5.2.5 Upgrade GV Live

The Software Update will need to be uploaded to a USB Drive.
Using the up/down arrows on the keyboard, highlight Upgrade GV Live:

http://uwu.grassvalley.con/support/

License Lock Code: =1LY

Conf igure Network - Standard (Recommended)
Conf igure Network - Custom (Advanced)
Network Diagnostics

Set Time and Date

Add New License

Display License Info

Display Status

Retrieve Operational Logs

Restart

Shut Doun

Press return and the system will a prompt will appear to insert the USB Drive.

6U Live - Upgrade
Message

Insert a FAT32 formatted USB drive containing the GU
Live upgrade files. ..

[ Cancel I

Follow the on screen instruction to complete the process.



5.2.6 Add New License

The License File will need to be uploaded to a USB Dirive.
Using the up/down arrows on the keyboard, highlight Add New License:

T 0 ppor e

3 s
http://wuwu.grassvalley.c

License Lock Code: =1LY

Conf igure Network - Standard (Recommended)
Conf igure Network - Custom (Advanced)
Network Diagnostics

Set Time and Date

Upgrade GU Live

Display License Info

Display Status

Retrieve Operational Logs

Restart

Shut Doun

Press return and a prompt will appear to insert the USB Drive.

GU Live - Install License
Message

Insert a FAT32 formatted USB drive containing the
license file you want to apply...

[ Cancel J

Follow the on screen instruction to complete the process.



5.2.7 Display License Info

http://uuu.grassvalley.con/support/

License Lock Code: 1LY ZW3Y TJ69 6!

Conf igure Network - Standard (Recommended)
Conf igure Network - Custom (Advanced)
Network Diagnostics

Set Time and Date

Upgrade GU Live

Add New License

Display Status

Retrieve Operational Logs

Restart

Shut Doun

When selected, the details of the installed License will be displayed.
GU Live - License Information

License Lock Code: =12C 7L

Licen g Audio_Live_Base
License Version
Quantity: 1

5.2.8 Display Status

Using the up/down arrows on the keyboard, highlight: Display Status

v PPOTL, PIC 0
http://uuu.grassvalley.com/support/

License Lock Code: =1LY 2W3Y TJ6S

Conf igure Network - Standard (Recommended)
Conf igure Network - Custom (Advanced)
Network Diagnostics

Set Time and Date

Upgrade GU Live

Add New License

Display License Info

Retrieve Operational Logs

Restart

Shut Doun

Press return and the Status page will be displayed:

GU Live - Status

GU Live Host ive: active (rumming) since Mon 2019-02-04 09:07:38 GMT: 2 weeks 1 days
461

5.76
CPU: 9nonth 4u 21h 9nin 51.773s
: active (exited) since Mon 2019-02-04 09:07:37 GHT: Z ueeks 1 days
0

: 0B
PU: O

Hand1ing ive: active (rumming) since Mon 2019-02-04 09:07:38 GMT; 2 weeks 1 days
12

365.51
CPU: 3month 2u 18h 15min 33.065s

Licensing ive: active (rumming) since Mon 2019-02-64 09:07:38 GMT; 2 weeks 1 days
1




5.2.9 Retrieve Operational Logs

The Operational logs will be downloaded onto a USB Drive.

Using the up/down arrows on the keyboard, highlight: Retrieve Operational Logs

http://uuwu.grassvalley.con/support/

License Lock Code:

Conf igure Network
Set Time and Date
Upgrade GU Live

Add New License
Display License Info
Display Status
Restart

Shut Doun

Press return and a message will appear prompting the Operator to insert a USB drive:

GU Live - Retrieve Operational Logs

Insert a FAT3Z formatted USB drive to save the
operational logs to...

cancel @

5.2.10 Restart

Using the up/down arrows on the keyboard, highlight: Restart

o pre ppoTC preae
http://uuwu.grassvalley.con/support/

License Lock Code: =1LY

Conf igure Network - Standard (Recommended)
Conf igure Network - Custom (Advanced)
Network Diagnostics

Set Time and Date

Upgrade GU Live

Add New License

Display License Info
Display Status
Retrieve Operational Logs

| Restart |

Shut Down

Press Return to power-cycle the Audio Live Host machine.



5.2.11 Shut Down

Using the up/down arrows on the keyboard, highlight: Shut Down

http://uuwuw.grassvalley.con/support/

License Lock Code: =1

Conf igure Network - Standard (Recommended)
Conf igure Network - Custom (Advanced)
Network Diagnostics

Set Time and Date

Upgrade GU Live

Add New License

Display License Info

Display Status

Retrieve Operational Logs

Restart

Shut Down

Press Return to power-down the Audio Live Host machine.



6. Installing RolICall Lite

The Audio Live product does not have a dedicated control interface, but instead utilizes RCP.

Note - this guide is not a RollCall tutorial.

RCP is the control application for the GV product range and is available to GV customers free of charge.
RollCall Lite will most likely be installed on a remote PC with a network connection to the host machine.

The following procedure describes how to install RCP as part of a RollCall installation. RCP can also be run
from within an Orbit installation (see section 9).

Installation is very easy. Just launch the RollCall Suite Installer and follow the Install Wizard. Note that part
way through the install process, the question will be asked; which RollCall components are to be installed.

All components can be installed but from an Audio Live perspective, the important components are:

= Control Panel

= |P Control Proxy Service

SAM RollCall Suite 4.16 - InstallShield Wizard [x]

Welcome to the InstallShield Wizard for SAM
RolICall Suite 4.16

The InstallShield Wizard will install SAM RollCall Suite 4.16
on your computer. To continue, click Next.

Back | Next> | | Cancel

Follow the RollCall Installer wizard to complete the process.

Once installed, control of GV Live products is possible using Control Panel. It is recommended to use Control
Panel via IP Proxy service

Routes can be made to and from Audio Live using GV'’s IP Routing Controller.

Note - a free of charge version of RollCall is available, called RollCall Lite. This can be used to control Audio Live.
The full RollCall Suite can also be used, but this is a chargeable is a chargeable option.



7. Using RCP via IP Proxy Service
7.1 Configuring RollCall Proxy

The following procedure will describe how to set up RollCall IP Control Proxy Service, on a remote PC on the
same network as the Audio Live host machine.

Note that the advantage of using the IP Control Proxy Service is that control of multiple GV products can be
managed from a single RollCall control panel session, without the need to keep changing the connection IP
Address. By using IP Control Proxy Service, Control Panel can be set to Localhost and all devices configured
in the IP Control Proxy Service will be visible in the connection pane of Control Panel.

1. On the remote PC, where RollCall has been installed, note the RollCall launch icon, present on the task bar

(Note —if it's not visible, go to: Start/All Programs/Snell and the RollCall Proxy application can be picked
from the listed RollCall components)

- B # R
L3 . RollCall Proxy
i application
Destop " 4 8 P B T T launch

Launch RollCall Proxy. The RollCall IP Proxy window will open:

RolCall 1 Prowy (LT3




2. Inthe Map Connections to Ethernet Chassis or IP Share pane, select Add:

Select

The Add a new Client window will appear:

Enabled
200, 1230, 1234

Cancel

3. Populate the Add a new Client:

= The Network Name is usually an intuitive name that will allow easy identification of the device within the Map
Connections to Ethernet Chassis or IP Share pane.

= The Subnet address needs to be set. The actual hex value set isn’t important, as long as it unique. If the Audio
Live is the first item configure into RollCall Proxy, use the hex address 1000 (as in this example). If it's the
second, use hex address 2000 (assuming 1000 has already been used).

= Enter the Primary IPShare Address. This is the IP Address of the Audio Live host machine. If this is not
known at this point in time, see Appendix 1 below.



Click OK.

The configured Client will now appear in the Map Connections to Ethernet Chassis or IPShare pane.

Note: this example also includes a configured connection
for an Alchemist Live, as well as an Audio Live, hence both
appear in the:

Map Connections to Ethernet Chassis or IPShare pane.




7.2 Connecting to Audio Live Using RollCall Lite

1. On the remote PC, open RollCall Control Panel, via the desktop icon:

o
RollCall
Control Panel

The RollCall Control Panel will open:

2. Click on the Connection icon:

The Build Network Window will now appear:

current control connections

Auto Reconnect Configure Redundancy

v

[[] Serial Connection COM1

The IP Address will default to: localhost. This is the required setting. If the IP Address is set to anything else,
set it to localhost.

Select OK.



Audio Mainframe will appear in the RollCall connection pane:

[ RoliCall Control Panel

Right click on Audio Mainframe.

A drop-down list will appear. Select Expand.

[&3 RoliCall Control Pand

%

mD e\

GV Live will now appear:

G oo SR




4. Right click on GV Live. A drop-down list will appear. Select Connect.

[ RoliCall Control Panel

Right click to bring up the sub
menu shown and select Connect

¥ Connect

dME®D & N\

The GV Live template will now load.

B i TRy —— W

I CSBA TR BRI ENN Y &

001 AM Live Host




5. In the RollCall Connection pane, expand the tree by selecting the small white arrow to the left of the GV Live
icon:

Click to expand
the tree

Audio Live will appear:

[S3 RoliCall Control Panel

HEI SNEBEATHO

JoDERTA.
Open oy [

templates

Audio Lwe (1)

Both the GV Live and Audio Live templates are now loaded and maybe configured.

Confirmation of the loaded templates is shown under the Connected Units tab.

It is possible to quickly change between templates, by simply clicking on the required template, in the
Connected Units pane.



8. Using RCP in Orbit

RCP can be run as a component of Orbit.

Note that Orbit is a paid-for Automated Control and Monitoring application. For customers who already own
Orbit, RCP can be run as a component within Orbit.

Procedure

1. Open the Orbit control panel.

New Project Open Project

2. Select the RollCall Tab:

Select

In the drop down menu, select:

= Network Map

A new window will open:

ap Connection




3. Enter the IP Address of the Audio Live:

Enable Ne lap Connection

Primary Address:

19.216.205

0 Reconnect

O Enable Redundancy:
Secondary Add

O Priority Primary () Priority None

OK Cancel

Press OK

Note that in the Network View window will now display a RollCall tree:

File Edit Project View Tools Window RoliCall Help

{+]

Network View

4. Click on the arrow to the left of the RollCall entry to expand the tree:

Network View

RollCall

Select
The tree will expand:

e 0000:01:00

Note — due to a bug in the current version of Orbit the RollCall tree must be collapsed, then re-expanded in
order for the Agent template to load. This will be rectified in a future release.



5. Click on the arrow to the left of the GV File entry to expand the tree

000:01:00

Select

The tree will now expand to include the Agent:

File Edit Projec RollCall Help

GV Live - 0000

Unit Status
Agents Running : 1
Agents Disabled: 0
Agents Failed : 0
License Server OK

[Agent Configuration
Time Sync Configuration

Agent Configuration

Licenses

Type: Availzble: 10

EID:  (74926¢5-900d-4365-be34-d5f6a2d2...  Total: 12

Available Agents

:01:01 - Audio Live e

Product:  Audio Live
Status: Running
ProcessID: 2437
Ucenses: 10 /12

START ALL
START STOP

]
[ reser STOP ALL \

7. Double click on the Audio Live entry to load the Audio Live template:

o Al Emors




9. GV Live Template
9.1 Host Agent Configuration

EID ©74926c5-900d-4365-he34-1d516a2d2a58

STARTALL

STOP ALL

9.1.1 Agent Configuration

Here the Agent type can be configured using the drop-down menu:

Under Licenses, choose the Agent type using the dropdown menu. In this example Audio Live is selected:



9.1.2 Available Agents

This pane will now report that an Audio Live Agent is running. Select the audio Live in the list of available
agents and press the START button to start the selected agent.

LAUNCH

STARTALL

STOP ALL

Note that the Agent can be ‘stopped’ and ‘started’ using the appropriate button.

RESET

The Agent can be reset to its factory default condition, by pressing the RESET button.
Note that the RESET button will only be active if the Agent is stopped and the Allow Reset box is checked:

START ALL

STOP ALL




9.1.3 Time Sync Configuration

Time Zone

Europe

London

r NTP Configuration

©NTP
O Freerun

System Clock

In the System Clock pane, the Set Time and Date menu will only be active if the Time Sync Mode is set to
Freerun.

The time and date can be manually entered. Time to the nearest second can be configured and Synchronized
to an external clock by pressing SET at a specific time.

When NTP mode is selected, the time stamp will referenced to an external NTP server and so there is no
requirement to set the system time.

Set Time Zone

MT (UTC+00:00)

The relevant Time Zone can be set using the drop-down menu.



Time Sync Mode

O Freerun

Four Time Sync modes are offered, however, at the time of writing the PTP modes are not available and
these options are grey’d out.

The Time Sync Mode can be set to be either:

= NTP

=  Freerun

NTP Configuration

1160.6 P

P S

erver 1.160.6

Here the NTP timestamp source can be defined. The IP Address of the primary NTP server can be entered
and set by pressing ‘S’.

A secondary NTP Server can also be defined. Should something happen the primary NTP Server making it
unavailable, the secondary NTP server will act as back up.



9.1.4 Logging

Field
nning RUNNING=
nts Failed N ED=
NUM_DISABLED=

Log Field

In the Logging window, log fields maybe be disabled or enabled. Log fields are sent to the defined Log
Server (see section 9.2.4 below).

The default configuration is everything enabled.



9.2 Setup

9.2.1 RollCall Port

Existing connections wi sist until closed

Lice

The default RollCall Port is 2050.

In normal circumstances the RollCall Port is left in its default setting. However, an alternative RollCall port
can be configure here, if required.

A different port may be configured if required. Pressing S will take the new port number entered.

Pressing P will reset the port number to the default value.



9.2.2 Unit Name

Unit Name

This is the identifying name of the GV Live product/unit/application. If several GV Live products are running, it
may be desirable to give them individual names:

To edit the unit name, simply type the desired name in the box and press ‘S’ to save.

nse Server 0K

Pressing the ‘P’ button will return the name to its default setting: GV Live

9.2.3 License Server

This field details the relevant License Server of the Audio Live. In normal circumstances the License Server
runs on the Product/Turnkey host machine, hence the Host is defined as Localhost.

The default Port is 5093. In normal circumstances the default Port would be used. If desired the Port number
can be changed, by simply typing the required port number in the box and pressing ‘S’ (save).

Pressing ‘P’ (Preset) will return the Port number to its default value.

Lock Code: The Audio Live license is locked to the hardware that the License Server is running on. The lock
code is used to generate the license.



9.2.4 Log Server

nts that are already running

Here the desired Log Server can be: Disabled, specifically defined, or the system can just connect to any
available Log Server.



9.3 System

S GVLive 3000:01:00 -Live Host

et Port (81:00.0, 81:00.1)

Shutdown Restart

9.3.1 Detected Hardware

This field reports the CPU, GPU, SDI Interface & RTP Interface resource of the GV Live Host Machine.

With respect to Audio Live, a GPU & SDI Interface resource are not required.

9.3.2 Version

Version

15218

Reports the software version of the Audio Live.



9.3.3 Hostname

Hostname

E273

The host name reported is the serial number of the Host Machine.

9.3.4 Power

Power

Shutdown Restart

The Power controls allow the Host Machine to be either shutdown, or restarted, remotely. Note that if the Host
Machine is shut down remotely, RollCall will disconnect and it is not possible to restart the system remotely
via RollCall.

The system can be restarted locally either using the power button, or the console (see section 5.2 above). Or
the system can be restarted remotely via the IPMI Port (see Appendix A below).

9.3.5 Start Time

11:11:29 UTC 20.02.19

( Start Time

Reports the start time that the Audio Live system was last started up.



9.3.6 Network Interfaces

Restart

The Audio Live Host Machine has two ports eno1 and eno2 used for general network coms.

The other two ports ens1f0 and ens1f1 are used to interface the audio streams two and from the Audio Live
Host Machine.

Each NIC can be selected from the drop-down menu:

v Configuration changes

Once the appropriate NIC has been selected, the IP connection details can be edited.

Note that, by design, the NIC eno1 can only be configured with a Static IP address.

The required IP details can be configured in the New pane:

take effect

Select

When the APPLY button is selected, the configured network under the New pane will migrate to the Existing
(stored) pane.

Current Status

The Current Status shows the current status of the particular NIC selected.



Live Host

About

1 Software Version
15218

Copyright Notice

Copyright 2019 Grass Valley Canada.

Licenses

This product makes use of sofiware licensed according to the agreements shown.
Your rights in relation to e software components are goverr by the terms of the
licen: Where appropriate - in accordance with th terms - source distributions
for libraries distributed under license are available on request

Qtv5.3.2 v Page 1

GNU Lesser General Public License Version 2.1, February 1999

The About page details the current software version, the GV Live copyright and the various license
agreements.

The various licenses applicable to the GV Live product, maybe viewed using the drop down menu, within the
Licenses pane.




10. Audio Live Template

EE Audio Live

Input

Health:

nel Del

Unit Status —————
5Y5: Running
: Valid

INP: 112 streams
0UT: 112 streams

Here confirmation is given that the:

= System (SYS) is running.
= License (LIC) is valid and present.
= Input (INP) reports the number of incoming audio streams.

= Output (OUT) reports the number of output audio streams.



10.2 Audio Live Input Status

Input Status

Streams Lost. 0

Health Warm: 0 streams
Last Changed:

11:51:14 UTC 20.02.19

Here the status of the incoming audio is reported.

10.3 Audio Live Routing Status

Routing Status

System Latency:

0.5ms

Stream Name

Here the quantity of Input and Output channels is reported, with an indication of system latency.



10.4 Audio Live Setup

IP Routing
Current New
Primary P:

OK: Automaticall d timing refe

amp Alignment
\uto Alignment tamp Tolerance:  ©»

- RTP Output Configuration
PacketTime:  Upto 1n [ Disable Ext Headers

0 the Input or Output co
applied unti t

10.4.1 Unit Name

The default name is Audio Live:

UnitName
Audio Live (1)

Unit Nam
Audio Live RX




10.4.2 Stop Agent

The STOP control can be used to stop the Audio Live agent.

Note that if the agent is stopped, the Audio Live template will close. The agent must be restarted from the GV
Live template.

10.4.3 Misc

Misc
Version Start Time
15218 | | 10:4551 UTC17.1219

ProcID CPU Mask
2408 0x3FFCO003FFC

Current Log Server
No Active Logger

Reported here is:

= Software Version.

= Start Time (the time the Audio Live Agent was started).
= ProcID

= CPU Mask

= The current Log Server

10.4.4 License Information

localhost License Status
5003 Valid

Server Status: Connected

Reports the details of the License Server.



10.4.5 IP Routing

No Active Logger

In this example the:

=  RTP Primary IP is defined as: 172.19.164.40
= RTP Secondary IP is defined as: 172.19.166.40
= RTP DDS domain is defined as: 121

DDS IP Interfaces

Select the appropriate NIC using the check box.

In this example Interface eno2:

This setting will be remembered and won'’t need configuring again.



10.4.6 RTP Input Configuration

Here controls pertinent to the RTP inputs can be configured, please note that adjusting these controls will cause
temporary disruption to all outputs:

= Rx Buffer Size
= Timing Reference

= Timestamp Alignment

Rx Buffer Size:

The RX Buffer is a short queue of RTP packets for each of the Audio Live inputs; it is here that packet redundancy
and packet re-ordering are handled. Packet redundancy makes use of dual-redundant RTP streams to minimise
the probability of a dropped packet in the network fabric having a material impact on the audio quality. Either of
the redundant streams can supply a packet with a given RTP sequence number to the RX Buffer with the packet
arriving first being used downstream. If the redundant streams are not perfectly aligned, this can be managed by
the buffer as long as it has sufficient capacity.

Increasing the size of the RX Buffer incurs additional latency in the signal path but increases the range over which
the re-ordering of out of sequence RTP packets can be successfully corrected. It also allows for a greater
misalignment between the two RTP streams of a dual-redundant configuration.

The received packet buffer size can be set using the dropdown menu:

RTP Input Configuration

d timing reference

Default setting is: 1 ms (up to 8 Packets).



Timing Reference:

The Audio Live uses the RTP packets arriving at its inputs to establish the rate at which it must transmit output
packets and to dictate the RTP/PTP (Precise Time Protocol) timestamp reference embedded in its RTP output
streams. As part of this process, one of the input streams must be selected as a timing reference. This selection
can be guided using the Primary/Secondary reference controls (recommended) or it can be automatic, in which
case Audio Live will select a stream that appears suitable from an analysis of RTP packets received.

Once a reference stream has been selected, it will then be used to control the rate at which the entire system
responds to incoming RTP packets, regardless of the coming and going of other RTP input streams. This will not
change unless the timing reference is lost or timing reference controls are re-configured.

If primary and secondary reference streams have been specified, the loss of one will automatically trigger a fail-
over to the other and normal operation will continue uninterrupted. If both primary and secondary are lost, or the
system has been configured to automatically select a reference stream, Audio Live will attempt to continue by free-
running the RTP packet timestamps from the last reference point at a rate dictated by the fastest running of its
current inputs.

Primary Reference

1 ms (upto 8 pkis)
Timing Reference

Primary: Auto Not Set

utomatically selected timing reference

Timestamp Tolerance

A Primary Reference can be defined using the drop-down menu.

Secondary Reference

In case of failure of the Primary Reference stream, a Secondary Reference stream can also be defined:

Stream 1 Secondary: Wait for Reference: Upto1s

Note that a Secondary Timing Reference can only be set if a Primary Timing Reference has been defined.
If the Primary Timing Reference is set to Auto, the menu to define the Secondary Timing Reference will
be greyed out.



Reference Used

RTP Input Configuratior

y. Not Set

Auto Alignment

Reports the actual reference used.

Status

all outputs)

Reports the status of the reference.

RE-LOCK

(S RGRE

RE-LOCK

ption of all outputs)

Allows the User to manually force the re-acquisition of the Timing Reference.

Timestamp Alignment
Auto Alignment:

In this mode, the system’s timestamp reference that has been established from the timing reference stream is
used to automatically align all inputs prior to channel routing.

In order to achieve this, the necessary alignment must fall within a window defined by the Timestamp
Tolerance control. This control has default setting of 6ms. The range of this control is dictated by the
Input/Output Configuration (System Configuration, paragraph 10.4.9 on page 58). This is detailed in Table
3, in Appendix D, page 103.

Increasing this control beyond the value necessary for input alignment is not recommended as it will add
latency to all RTP input streams.

¢ Timestamp Reference (This could cause termporary disruption of all outputs)

v  Timestamp Tolerance: O




None (Min. Latency):

In this mode, no timestamp alignment will be attempted and the latency imposed on all RTP input streams is
kept to a minimum. However, the exact relationship between audio channels originating from different inputs
can no longer be guaranteed at the output to Audio Live.

The RTP Payload Type is a 7 bit code in the RTP Packet Header. It indicates the format of the payload and
determines its interpretation by the application.

= Pre-Ratification — RTP payload type IDs used by some GV equipment prior to SMPTE ratification.
= Ratified — RTP payload type IDs agreed and ratified by SMPTE.

= Custom — Fully customizable RTP payload type IDs for specific user applications.



Audio Live User Guide

10.4.8 RTP Output Configuration

Packet Time

The RTP output stream packet time describes the frequency of transmission of packetized audio samples,
essentially the packet period. To transmit 64 pcm audio channels per stream, a packet time of 125us is
required. If the packet time is increased, the number of audio channels per stream, will decrease.

The type of audio (PCM or AES) will affect the number of channels supported:

Table 3: Max number of channels supported per stream

64 60

32 30
16 14
8 6
2 -

PCM employs 3 Bytes per internet packet.
AES employs 4 Bytes per internet packet.

Because AES requires more Bytes per packet, the maximum number of audio channels that can be carried is
less than PCM.

Audio Live supports the following SMPTE 2110-30 profiles:
A: 48 kHz streams with:
— 1to 8 channels at packet times of 1 ms
B: 48 kHz streams with:
— 1to 8 channels at packet times of 1 ms,
— 1to 8 channels at packet times of 125 ps
C: 48 kHz streams with:
— 1 to 8 channels at packet times of 1 ms
— 11to 64 channels at packet times of 125 ys

Levels AX, BX and CX are not covered as these require support for 96 kHz sampling.

Page 57 of 104 © 2020GV Version Number: 1.9




The packet time can be set for each output stream (see the Audio Live Output section 10.6 below) but the
options are limited by the setting selected from the RTP Output Configuration Packet Time drop-down menu:

There are two possible settings:

= Upto 250us

= Upto1ims

If packet times of up to 1ms are allowed, the propagation delay imposed on all audio channels passing through
Audio Live will increase by approximately 1ms, irrespective of the associated output packet time option selected
(see Output Packet Time below — section 10.6.1).

Extended Headers

Extended Headers:  On for All Outputs

These proprietary extensions contain additional metadata about the stream contents.
Using the Extended Headers menu, it is possible to configure the extended headers on each output stream.

There are three possible setting accessed via the drop-down menu:

Extended Headers: Set Per Output
On for All Outputs

Off for All Outputs
.., SetPer Output

On for all Outputs
= Off for all Outputs

= Set Per Output



On for all Outputs: when set, extended headers will be enabled on all output streams.
Off for all Outputs: when set, extended headers will be disabled on all output streams.

Set Per Output: when set, it will be possible to enable, or disable, extended headers on each individual output
stream. Note that when this setting is configured, the Disable Ext Headers control in the Output Menu (see
section 10.6.1, below) will become active and hence the extended header in that output stream, can be enabled,
or disabled.

The default setting is: On for all Outputs

10.4.9 System Configuration

hannels

X8 Channels

Up

System Configuration
Maximum Supported Channel Count

This control is used to define the Maximum Supported Channels Count. The desired value can be selected
from the drop down list.

Input Configuration

System Configuration

Input Configuration

32x16, Channels
8x64, 64x16, 64x8 Channels
16x64, 16x16, 96x8 Channels
16x64, 32x16, 64x8 Channels
16x64, 56x16, 32x4 Channels
8x64, 96x16 Channels

Here the Input Audio Matrix can be defined, by selecting the appropriate option from a dropdown list.

Output Configuration

System Configuration

Output Configuration

96x8 Channels
16x64, 32x16, 64x8 Channels
16x64, 56x16, 32x4 Channels
8x64, 96x16 Channels

Here the Output Audio Matrix can be defined, by selecting the appropriate option from a dropdown list.



10.5 Audio Live Input

Input
Outp
Routing

Logging
Logging - Input
Client Control Mode: Normal: Full Control

Current Stream Name:

Dropped.

Clear All Errors

10.5.1 RTP Dest Flows

In the RTP Dest Flows field, the relevant details of each destination audio stream can be entered.

rearm Name:

ALTXD1

oms

Note that in this example, the source Stream 1 configured has been identified as carrying 16 PCM audio
channels.



RTP Dest Flows

Note: The incoming RTP Flows to Audio Live are referred to as Destination Flows. The IP details entered will
be output side of the source device i.e. the upstream source device’s destinations.

Normal: Full Control

Current

Prirr
M

In the RTP Dest Flows pane, any of the source streams can be selected. Once selected, the details of the
stream are reported in the RTP Dest Flows menu.

Current

Source IP:

Port

Multicast IP:

Source IP: L 3 Source IP
Port 5 Port

Flow Type: Enable

Channels: 16 Char

Synchronize:

Health:

This field details the connection details of the specific input stream selected.

Confirmation is given of:

= the number of source channels associated with the selected stream.
= the state of the Synchronizer.

= the health of the incoming stream.



Stream Nam:

Source IP:
Port
Enable

Here the connection details of a particular source stream can be modified. Once the new connection details
have been configured, pressing the TAKE button will action the changes.

Note that the input audio type can be defined. Both PCM and AES are supported. The required option can be
configured using the drop-down menu.

[¥] Enable

Note that the input can be defined as None. This will effectively disable the port.

Channels

Note that the Channels control default is Auto. However. It is possible to define the number of audio
channels present in an audio stream, via the drop-down menu:

[¥] Enable PCM

Clear All E|

Note that audio live can support up to 64 channels of pcm, and 60 channels of AES3, per stream.



Synchronize

A feature of Audio Live is the Synchronizer. This allows up to 16 asynchronous audio streams to be
synchronized with respect to the Timing Reference, as defined in part 10.4.6 above.

The Synchronize control is only active when the relevant audio stream is disabled. If the stream is enabled,
uncheck the Enable controls of both the Primary and Secondary connections and press TAKE.

Once disabled the Synchronizer control will become active and can now be configured:

New

Source IP:
Port
Enable

Channels Auto

hronize:

Once the Synchronizer has been configured the stream can be reactivated by checking the Enable control
and pressing TAKE.

Stream Name

Stream Name:

Stream 1

The Stream Name can be either left as default (in this case Stream 1), or changed to something more
meaningful:

Stream Name




Statistics

Stream Name:

Stream 1

97 %

18 Mhit's

Dropped:

Clear All Errors

The Statistics pane shows the statistics for the relevant stream

Statistics can be configured to be either shown, or hidden.

Timestamp Offset

Timestamp Offset:
0ms

Buffer Lyl

Clear All Errors

Displays the timing difference between the relevant input stream and the reference.

Note — if the Timestamp Offset is a fixed value, then this indicates that the particular input stream is
synchronous with respect to the reference. In such a circumstance, this particular input does not need to be
synchronized.

However, if the Timestamp Offset is changing, this indicates that this particular input is indeed asynchronous
and the hence the Synchronizer should be enabled.



Buffer Lvl:

Dropped

Clear All Errors

In order to achieve timestamp alignment for all input streams, it is necessary to buffer audio samples before
they are processed.

The degree of buffering is defined by the Timestamp Tolerance requested (see section 10.4.6 page 55).
The reported buffer level indicates how close to the tolerance level the buffer occupancy is running.

For example, if the tolerance is set to 5ms, an input reporting a buffer level of 100% will have buffered 5ms of
audio.

Synchronous input streams would be expected to have a level below 100% but asynchronous inputs (that are
not being corrected with synchronisation) could well report an occupancy well above.

Avg Rate:

Timestamp Offse
0ms

Buffer Lvl 97 %

Avg Rate: 18 Mbitis

ropped

Clear All Errors

Indicates the average bitrate of the incoming audio stream.



Packet Stats

Buffer Lvl 97 %

18 Mhit's

Packet Stats -
Received: 6205978
Dropped: 0

Clear All Errors

This reports the packet time for the incoming stream and defines the max number of channels that the stream
can carry:

See Table 3 above (section 10.4.8)

Received: details the number of audio packets received.
Dropped: details the number of audio packets dropped.

Clear All Errors: when pressed, the reported ‘received’ and ‘dropped’ packet stats will be reset to zero.



10.5.2 Input Stream / Channels Delays

Clear All Erors

When the control Stream Delay (All Delays Follow Channel 1) is checked (enabled), a generic delay is
applied to all audio channels.

The range of the control is 0 to 2000mS (2 seconds).

Default value is OmS.

When the control Stream Delay (All Delays Follow Channel 1) is unchecked, the extended delay menu will
appear:

Clear All Errors
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It is now possible to configure unique delay values to each channel.
Each control has a range of 0 to 2000ms

Default is Oms.



10.6 Audio Live Output

Stream Name.

10.6.1 Source Flows

RTP Source Flows

Note: The output audio flows of the Audio Live are referred to as Source Flows. This is because the IP
details of the Audio Live output represent the Source Flows of the downstream destination.

In the RTP Source Flows field, the relevant details of each destination audio stream can be configured.

Note that in this example, the destination Stream 1 has been defined to carry 64 PCM audio channels.
The default number of output audio channels is 8.

In the example below, the output stream has been configured to have 32 channels.
Clicking on Take will execute the change.

[¥] Enable PCM

ket




Show Stream

RTP Source Flows
ELVESCETR

t Tirr

Only (All Delays Follow Channel 1)

In the Show Streams pane, any of the output streams can be selected.

Once selected, the details of the stream are reported in the RTP Source Flows menu.

Current
Client Control Mode Normal: Full Control

urct

5004
PCM

Packet Timel

Channels

This field details the connection details of the specific output stream selected.

Packet time

Reports the current packet time setting of the specific stream.

Channels

Confirmation is given of the number of destination channels associated with the selected stream.



Primary
MulticastIP:  239.160.1.13

Source Port: 5004

Dest Port: 5004
Enable PCM

Secondary
MulticastIP:  239.161.1.13

Source Port: 5004
DestPort 5004
Enable  PCM

PacketTime:  Auto
Channels: 64 hd

Here the connection details of a particular destination stream can be modified. Once the new connection
details have been configured, pressing the TAKE button will action the changes.

Packet Time
PCM

Packet Time:  Auto

C Auto
125us
250 us
500 us
1ms

The packet time of a specific output stream can be defined from the drop-down menu. Note that the options
that are available will be affected by the setting of the Packet Time control in the RTP Output Configuration
menu (part 10.4.8 above):

Auto
Auto
125us

250 us

If the Auto option is selected, the output stream packet time will be automatically set to the most appropriate
value for the requested channel count (see below). If however the packet time is forced, the available channel
count options for the stream will be restricted. For example, selecting a packet time of 1ms will limit the
maximum number of channels to 8.



Channels
This control allows the number of output channels that the selected output audio stream can support.

Configuration is via a drop-down menu:

Depending on the Packet Time Configuration, the number of output channels that can be set will be

affected.

The maximum number of output audio channels that can be defined per stream, is determined by the defined
Packet Time setting.

See Table 3 above (section 10.4.8)

Enable  PCM

tTime: 1ms

Stream Name

Stream Name:

Stream 1

The Stream Name can be either left as default (in this case Stream 1), or changed to something more
meaningful:

Stream Name:

Stream 1 - English




Statistic

Statistics
[] Show Statistics

Avg Rate:
Packet Stats -

Primary:
Second:

0 missing

The Statistics pane shows the statistics for the relevant output stream.

Statistics can be configured to be either shown, or hidden.

Avg Rate

Statistics
Show Statistics
Avg Rate: 73 Mbit/s

Reports the average bit rate of the selected output stream.

Packets Stats

Statistics
Show Statistics

9 Mb
Packet Stats -
Primary: 11668771
Second: 11708742

Routed Inputs

Reports the number of packets sent, of the selected output audio stream, on both the Primary and Secondary
connections.



10.6.2 Output Stream / Channel Delays

When the control Stream Delay (All Delays Follow Channel 1) is enabled, a generic delay is applied to all
audio channels.

The range of the control is 0 to 5000mS (5 seconds).

Default value is OmS.

When the control Stream Delay (All Delays Follow Channel 1) is unchecked, the extended delay menu will
appear:

It is now possible to configure unique delay values to each channel.
Each control has a range of 0 to 5000ms

Default is Oms.



10.7 Audio Live Routing Control

In the Audio Live main menu, the Routing template is displayed when Routing is selected.

Panel Unlocked




10.7.1 Router - undocking

The Routing Control Panel maybe undocked from the RollCall Control Panel by clicking on the Undock
button.

Undock Router
Control Panel

Undocked example:

r2012

The properties of the Pop-out Display maybe adjusted under the options tab - see section 10.7.7 below.



10.7.2 Routing procedure

1.

In the Audio Live menu, select Routing. The Routing template will load.

The Routing menu (under the Routing tab) is used to set up routes from sources to destinations.

Note that the default view is display an 8x8 matrix of Audio Sources, and 8x8 matrix of Audio Destinations.
The number of rows and columns can be modified (see section 8.5.9 below).

In the following example, the number of rows displayed has been reduced to 4

Note that the Route Information field will only appear when a Destination is selected.

Audio Sources

Route information

TAKE button

Audio Destinations

Panel Lock/Unlock

Routes can be set up to either occur immediately as soon as the route is made, or upon activating the TAKE
button.



An Undo button can be added to the display so that a route may be undone.
This can be configured in Options in Router Functions (see part 10.7.5 below).

TAKE Stream 1 Ch 3 UNDO

Stream 1 Ch 3

s
Stream 1 Ch 3
Stream 1 Ch3

2. To modify the audio routing, first select an Output Audio Destination.

In this example Stream 1 Ch 5 is selected.

Note that when Stream 1 Ch 5 is selected, the current input channel routed to Stream 1 Ch 5, will be
highlighted in the Sources matrix.

In the above example AUD 1 IN1 Ch 5 is routed to Stream 1 Ch 5.

3. Select the desired input that is to be routed to Stream 1 Ch 5.

Stream1Ch5

e Jsmsntcns Note that the Take button has
been modified with the
pending routing configuration.

In this example Audio Source Stream 1 Ch 8 has been selected.
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4. Pressing the Take button will make the change permanent.

The output Routing button Stream 1 Ch 5 will update with the new Input details.

New audio source

10.7.3 Navigating the Router Page

Use the slider bars under the source and destination panels to navigate forward and reverse, through the
pages.

Currently routed
source on this

page

Current
Source Page

Currently routed
destination on

Dst 449 - 480

Current
Destination Page this page

Navigating to another page of sources or destinations, displays a button indicating on which page the
currently selected source or destination is on.

» Click the button to navigate to the page of the currently selected source or destination, as applicable.
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10.7.4 Routing Options

Clicking on the Options tab will bring up the options menu.

Options Tab

Note - in User Mode the Options buttons are not accessible (greyed out).

The Options buttons will become active when Active Mode (unsecure) is selected:

4000:01:01




10.7.5 Router Functions

Selecting Router Functions will bring up the Router Function window.

Router Functions

ouf isplay

Popout Display

Here it is possible to define Take and Undo buttons to be included in the Routing page. Check the Preselect
with a Take button checkbox to add a Take button to the Routing page (default settings).

If no Take button is added, routing takes place immediately on selection of a source. Check the Undo
checkbox to add an Undo button to the Routing page.

Add a timeout to the Undo function, by moving the slider. The time set is the period after performing a Take
operation (or without a Take operation, if Immediate is set above) in which an Undo operation is possible,
returning to the previous route before the Take.

Once the timeout time has elapsed the Undo operation is no longer possible.



10.7.6 Router Display

Selecting Router Display will bring up the Router Display window.

Router Functions

Router Display

Popout Display

Show Port Index

When selected, the Port Index associated with each button, will be displayed:

Port Index

Stream 9 Ch 28

When disabled, the Port Index will not appear:

# Routing ' Options:

Stream 1 Ch 1

Stream 9 Ch 28

Default setting is Enabled.



Show Source Reference

Router Functions

Router Display

Popout Display

This control has no effect when associated with a GV Live Audio Routing process.

Show Dest Protect

8 Routing Options

Router Functions
Router Display
Popout Display
Button Sizes
Panel Sizes

Button Maps

® Admin Mode (unsecure)

This control has no effect when associated with a GV Live Audio Routing process.

Filters

# Routing Options
Router Functions
Router Display

Popout Display

Button Maps
Manage Options

O User Mode

® Admin Mod

The Router Display Filters feature, when enabled, displays the filtering function on the Routing page.

In the example above, there is only a single input stream of 16 channels, routed to a single output stream of
16 channels. This makes the Filtering feature somewhat redundant as relevant audio channels can be easily
found.

However, it should be considered that the GV Live Audio router can support up to 4096 audio channels (up to
64 streams, each up to 64 channels), hence locating a particular audio channel that is required to be
configured, can be quite awkward in large routing matrix.
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The filter feature allows a channel to be located by name.

When Filters is enabled in the Router Display window, the Filtering functions will appear in the Routing menu.

Source Filter

Destination Filter

Example of the input filter in use:

Disable Routing Page

When selected, the Router Panel will be disabled.
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10.7.7 Popout Display properties

The properties of the undocked Router Control Panel can be adjusted aesthetically if desired using the
Popout Display menu.

Example of a custom Popout Menu:

" RollCall

Using the Popout Display menu, the look of the Popout display can be customised; the background colors
maybe adjusted, or an image (.jpg, .png, bitmap, etc) can be configured as the background, if desired.



10.7.8 Router Panel Button Sizes

The size of buttons on the Router Panel may be adjusted using the Button Sizes menu. Custom fonts may
also be configured.

Example of custom button size

a-

<

Panel Unlocked




10.7.9 Panel Sizes

anel

Columns

Dest Panel

Columns

The Router Panel button matrix can be configured to have a specific number of rows and columns (Columns
between 1 and 12, Rows between 1 and 8). Source buttons can be linked, resulting in the same number of
Destination buttons as Source buttons.

Alternatively, Source and Destination can be unlinked meaning different button configurations can be set for
Source, and Destination.

The GAP control adjusts the space between individual buttons:




10.7.10 Button Maps

Use button maps to define alternative mappings of the source and destination buttons.

Map some or all of the buttons to limit the number of source and destination buttons visible on the
Router displays, and/or the order in which they are displayed.

Several different button maps can be created, according to requirements.

Button Maps may be created for both source and destination buttons:

[] Create Bution Map L]




10.7.11 Manage Options

Here current configurations can be saved, or previously saved configurations can be recalled.
Default settings can be recalled.

An Admin Password can be configured.

10.7.12 Panel Locked/Unlocked

Panel Unlocked

The Router Panel can be locked using the Panel Lock feature.



10.8 Logging

The Logging fields will

Logging

301:02UTC 100

Normal: Full Controf

ax Number of Inpu

jging

er of Active

utput

Log Enable

Inpu
input

ax Number of Outputs

ot

utputs

‘otal Number of Output Channels

ES

Output

Log Field
MAX_NUM_INPUTS
NUM_ACTIVE_INPUT:
MAX_SYNCHRO_INPUT:
NUM_SYNCHRO_INPU
83_INPUT!

_ACTIVE_
TOTAL_OUTPUT_CHANS=
UTPUT:

REFERENCE
REFERENCE_|

10.9 Logging — Inputs 1-64

appear. Default settings will enable all logged items.

Normal practice would be to
leave the Logging fields as
default, but Users may
disable any fields they so
desire, by simply un-checking
the relevant check-box.

The Logging Inputs field will appear. Default settings will enable all logged items.

¥ Audio Live R

Logging

gging - Input

gging - I

uts 6

PCM
POM
PCM
PCM
POM
PCM
POM
PCM
PCM
POM
=
PCM
PCM
AES
POM
=

OK: PCM

K: PCM
OK:PCM
OK: PCH

K: PCM
OK: PCM
OK:P

K: PCM
OK: PCH

RN

101 - Audio Live

e
ouT:

Normal

JTC10.02.19

amp error

mp error

stamp error
mp error
.

stamp eror

c10.
10,

C10.

C10.0

C10.
10.

175044 1ITA A0 nB 10




10.10 Logging — Inputs 65-128
The Logging Inputs field will appear. Default settings will enable all logged items.

Audio Live R)

ing - Inputs 1-64

Logging - Inputs 85-1

10 - Inputs 129-
Control Mo

 Logging Input
Chan. e Input Audio Health nput Last Changed
INPUT_#_HEALTH INPUT_#_LA!
VARN: Disabled y
RN: Disabled
Disabled

Disabled
Disabled

Disabled
Disabled
Disabled

WARN
RN

WARN: Dis: WARN
RN RN

N DI WARN

RN

Disabled WARN
Disabled VARN:

VWARN

RN

WARN

RN

WARN

WARN:
RN
wasN MBEN: Nieshlan

10.11 Logging — Inputs 129-192

The Logging Inputs field will appear. Default settings will enable all logged items.

me ast Change
out 0UTC 10.09.19

ormal: Full Con

- Logging Inputs

0

Disabled
Disah
Disabled

00:10UTC 10.09.19

00:10 UTC 10.09.19
Disabled 00:10UTC 10.09.19
Disah 11UTC 1

9.19
300:11 UTC 10.09.19
9

00:11 UTC 10.09.1

VARN: Disabled
RN: Disabled
Disabled 9.19
Disabled 3.00:13 UTC 10.09.19
00:14 UTC 10.09.19
abled 00:14 UTC 10.09.19
4uUTC
00:14 UTC 10.09.19
RN: Disabled
VARN: Disabled
RN: Disabled
RN: Disabled
VARN: Disabled




Appendix A. [IPMI

1.

Introduction

The Intelligent Platform Management Interface (IPMI) is a set of computer interface specifications that
provides management and monitoring capabilities independently of the host system's CPU, firmware (BIOS or
UEFI) and operating system.

Practical uses of this application in a GV Live environment, is that it allows:

- Remote access to the host machine.
u Remote power cycling.

= Remote access to the BIOS of the host machine.

IPMI IP Address Configuration

The initial configuration of the IPMI network address will require local access to the GV Live host machine.

Connect a Monitor, Keyboard and Mouse to the Audio Live Host machine:

14

1o [ pa §~




2. Connect the IPMI network port to the LAN.

IPMI network port

3. Boot up the GV Live host machine.

Note that the current IPMI IP Address will be displayed on the opening splash screen:

BMC IP:172.19.77.125

PEI--IPMI Initialization...

4. Upon seeing the SAM splash screen, press DEL to enter the BIOS Menu:

C VA CECIEY,

A BELDEN BRAND
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The BIOS menu will now appear:

fiptio Setup Utility - Copyright (C) 2017 American Megatrends

System Date

5. Navigate to the IPMI menu:

Aptio Setup Utility - ht (C) 2017 American Megatrends, Inc.

» Sustem Event Log
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. Enter the BMC Network Configuration submenu.

Update IPMI LAN Configuration
Default setting = [No]

Update IPMI LAN Configuration

Note that it is possible to lockdown the BMC Network Configuration menu, to deter unauthorised configuration.
This is the Factory Default condition of this menu.

If the menu is in lockdown mode, the menu item Update IPMI LAN Configuration will be set to No, as shown
above.

In order to interact with the BMC Network Configuration menu, it must be unlocked. This is done by setting BMC
Network Configuration menu to Yes.

Update IPMI LAN Configuration

. The BMC Network Configuration menu will now be active.

In this example the Configuration Address Source is set to DHCP.

Aptio Setup Utility - Copyright (C) 2017 Ame

Update IPMI LAN Configuration
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8.

Audio Live User Guide

If it is desired to configure the address source to be a Static IP Address, select the menu item Configuration
Address Source. A submenu will appear called Configuration Address Source:

tup Utility - Copyright (C) 2017 America

Configuration Address Source

The menu items:

= Station IP Address

= Subnet Mask

= Gateway IP Address

These items will all now become active and the desired Static IP Address details maybe configured.

Station IP Address 172.019.077.125

Configure required
Static IP Address

Save and exit the BIOS menu and the GV Live host machine will continue to boot normally.
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Remote access via web browser.

Remote access to the GV Live host machine, via the IPMI port, is possible from a remote PC. This procedure
should work on a PC running Windows, Linux or Apple Mac OS.

The following example details remote access from a Windows PC (procedure should also work for Mac, or
Linux)
1. Open an Internet Browser

The following have been tested by GV.

L] Windows: Google Chrome/Mozilla Firefox/Internet Explorer

= 10S: Safari

In this example, on a Windows system Google Chrome is the browser of choice:

>CcOa aw|t

i Aopy X, Equoment Lit-Eng B People - People Ser [y L S

omat mapus i

Google

-

© Meametxr Sa. @ SAMUvmoned 1 [ S0es Advanend R Sysam Daraant

2. Inthe Address Bar, enter the IPMI IP Address:

NewTab

x
>cCc ol 17219&

IPMI IP Address

GGannle

A login page will appear

[ MpwARBTIRE X

€ C O | A Notsecure | bips/1721977.124

-

Please Login
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3. Enter the User Name and Password. The Default values are:

Username: ADMIN
Password: ADMIN

Note: If these values have been changed it will be necessary to login using the new details.

‘SUPERM]CR;

Please Login

Username ADMIN

Password

| Login

Press return to continue.

The Supermicro System menu will load:

< C ) | A Notsecure | kitps://172.19.77.124/cgi/url_redirect.cgiturl_name=mainmenu b+3
Host

Server: 172.019.077.124
User: ADMIN

@ criticalQRefresh(HLogout M What's new English ¥
( Administrator )

System Server Health Configuration Remote Control
Help
© system © System
@ FRU Reading Firmware Revision : 03.58 1P Address: 172.019.077.124
Firmware Build Time : 06/09/2017 BMC MAC Address: ac:1f.6b:4a:1b:60
@ Hardware Information BIOS Version: 2.0b System LAN1 MAC address :ac:1f.6b:44.:5e:40
BIOS Build Time: 04/13/2017 System LAN2 MAC address :ac:1f.6b:44:5e:41

Redfish Version : 1.0.1
CPLD Version: 03.a1.00

Console

| Refresh Preview Image |

[

Hostis currently on.
Power On || Power Down || Reset




In the option bar, hover mouse over Remote Control. A drop down menu will appear. Select IKVM/HLMLY5:

L1190 107Cg
Host
Server: 172.018.077.006
User:  ADMIN __(Administrator)
Configuration Remote Control Virtual Media Maintenance Misce
Console Redirection
) System IKVMIHTMLS Select
Power Control
mware Revision : 03.45 Launch SOL 9.077.008
mware Build Time : 08/18/2016 BMC MAC address : ac:16b:03:3:31
28 Version : 2.0 System LANT MAC address :ac:1160:00:e6:e2
28 Build Time : 0712612015 System LAN2 MAC address :ac:1£6b:00:e6:e3

wdfish Version :1.0.1
’LD Version : 03.a1.00

Console

Refrach Dreviow Imane

The IKVM/HTMLS5 page will appear.

- Host
SUPERMI Server: 172.019.077.006
User: ADMIN____ (Administrator)

System Server Health Configuration Remote Control i i i He

© Remote Control © IKVMMHTMLS

© Console Redirection
Press the button to launch the IKVM HTMLS and manage the server remotely.
© IKVMHTMLS

@ Power Control

& Launch SOL IKVMHTMLS Select

Select: IKVM/HTML5

The Console should now be displayed

GU Live

GU Live
Uersion 1.5.2.18

Grass Valley - http://uwu.grassvalley.com/

For product support, please visit the Grass Valley support website at
http://uww.grassvalley.con/support/

Lock Code: =1UH

Conf igure Network — Custom (Advanced)
Network Diagnostics

Set Time and Date

Upgrade GV Live

Add New License

Display License Info

Display Status

Retrieve Operational Logs

Restart

Shut Down




If the following is displayed, press 21t F2 to recover the console.

e e T e R

Macio Optess
tart Load Kernel fodules
systend-nodules-load .service’ for details

Fanily (ConnectX .
2 mirros = pol

4 La
wpshots etc. using dneventd or progre:

"
File System

witch Status /dew/rfkill datch
4/7HFD-15:

ave BF K
Kby

nappy dacnor

ic Sys
backyros
Toad the A
rsion 13.0
Logging
ut d
wler
conf igure ensif1

tartup/shutdoun
ot for GHIN

[

onitoring daenon

ertions fr
tod LXD - container startup/shutdown

jusuntu 16.04.3 175 E15749%

£15749522908242 og
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Appendix B. IPMI Username / Password

Username: ADMIN
Password: ADMIN
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Appendix C. FAQ’s

Q1: What happens if the reference input stream is removed?

A1: Nothing, Audio Live will lock on boot, from then on it will remain locked even if the input stream is removed.

Q2: What happens is all input streams are removed?

A2: If all inputs are removed the system will relock once the inputs are reapplied.

Q3: Does Audio Live except inputs with different packet times?

A3: Yes Audio Live can receive streams with different packet times:
Input: 125us, 250us, 500us, 1ms & 4ms (provided the packets size is within 1500 MTU).
Output: 125us, 250us, 500us, 1ms.

Note: Nominated input reference stream should be < 1ms

Q4: Does Audio Live require PTP Extended Headers to be present?

A4: It used to be the case that PTP Extended Headers were a requirement, but this is no longer the case.
PTP Extended Headers are not required.

Q5: What are the packet timing options on output streams?

A5: For streams with </=32 channels, the packet time will be 250us. For >32 channels the packet time will be
125us.

Q6: Is it possible to control Audio Live via SWP08?
AG6: Yes, via the IP Routing Control Server.

Q7: Does Audio Live accept asynchronous sources?

A7: Yes, up to 16 streams can be synchronized to the nominated reference stream.

Q8: Does Audio Live offer support for -7 style redundancy?

A8: Yes, on both input and output streams.

Q9: Can Audio Live realign input packets which are presented out of order?
A9: Yes



Appendix D. Input Timestamp Tolerance

The following table details the relationship between the in/out configuration to the Input Timestamp Tolerance
and the influence this has upon the maximum audio delay that can be applied to an audio stream/channel:

Table 4: Input Timestamp Tolerance

32 x 64 1s
64 x 64 1s
64 x 32 1s
128 x 16 1s
192 x 8 20ms
8x64, 32x16, 128x8 20ms
8x64, 64x16, 64x8 20ms
16x64, 16x16, 96x8 100ms
16x64, 32x16, 64x8 100ms
16x64, 56x16, 32x4 100ms

8x64, 98x16 100ms
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Appendix E. Input/ Output Stream / Channel Delay

The following table details the relationship between the input and output configuration on the associated input
and output max Stream / Channel delay:

Table 5: Input / Output Delay

Input Configuration Input / Output Max Stream / Channel Delay

32 x 64 5s

64 x 64 Ss

64 x 32 5s

128 x 16 2s

192 x 8 2s

8x64, 32x16, 128x8 2s
8x64, 64x16, 64x8 2s
16x64, 16x16, 96x8 2s
16x64, 32x16, 64x8 2s
16x64, 56x16, 32x4 2s
8x64, 98x16 2s
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Appendix F. Agent — Input Logging Descriptions

_ All good — none of the below

isable Input is disabled

No valid audio channels detected
The timestamp of the input packets are outside of the allowed tolerance from the reference input

timestamps
The input stream has discontinuities in its packet sequence numbering — packets could have been lost at

source, in the network fabric, or in the Audio Live packet handling

ERR: Unsupp. (xx ch) The detected input channel count exceeds the restriction placed on the spigot

ERR: Buffer overflow The input buffer has reached the limit of its storage; it is not being emptied fast enough because the
samples are arriving faster than the reference rate orthere is a problem with the processing rate of the

unit (a system error

FAIL: lllegal rate (xxHz) The audio sample rate of the input flow doesn’t match 48kHz (the only supported sample rate)
FAIL: No Reference There is no reference inputavailable so no inputs can be processed
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