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Unsolicited Status Protocol (USP)

Chapter 1 — Introduction

The Unsolicited Status Protocol (USP) is a PESA @RkJprotocol that provides information to the dmy
interfacing to the PESA controller in an unsolidifashion. The interfacing device is not requir@gitovide
stimulus in order to get information back. The dienpccurrence of an event in the control systensesiu
information to be sent out the USP.

This document describes the structure of the pobtdhe structure of the unsolicited response ngessare
detailed. The command structure of the USP is destias well.

This document does not describe the particularin&bion that is controller dependent. Issues ssch a
controller configuration are beyond the scope o ttocument.

Chapter 1 — Introduction
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Chapter 2 — Acronyms and Definitions

Interfacing Device
An external device that communicates over the WSHRd PESA controller. The interfacing device issue
commands over the USP and receives both unsoliaitddolicited messages from the PESA controller.
Message

A single information packet that is sent eithethi®@ PESA controller from the interfacing devicevime-versa.

PESA Controller

A device that controls PESA routing matrices. TEESR controller provides one end of the USP protocol
interface. It receives commands and issues salicésponses. It generates unsolicited responsesponse to
occurrence of controller events.

Chapter 2 — Acronyms and Definitions 3
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Chapter 3 — Communication Format

The primary medium for the USP is an asynchronaligifiplex connection that is usually run over R r
RS-422 (this is dependent upon the control systBaba is transmitted over the bus asynchronousig. data
is sent at user selectable baud rate (default.#B8aud) with 1 start bit, 8 data bits, no parapd 1 stop bit.
The default method of handshaking is RTS-CTS cottiough some controllers may allow for methodshsuc
as XON-XOFF.

Chapter 3 — Communication Format 5
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Chapter 4 — Message Structure

The USP protocol is a point to point interface. HESA controller assumes that it is communicatiith anly
one device and makes no effort to distinguish pldtidevices on a link.

The USP is an ASCII based protocol. Messages danfsiall ASCII characters except for the termingti
character that marks the end of the message. Messag sent both to and from the PESA controllee. tWo
message flows require no coordination other thafiocmance to low level serial handshake standdius.
choice of serial flow control is dependent uponRESA controller implementation.

Interfacing Device USP Commands PESA Controller

A4

A

USP solicted and
unsolicited
responses

Figure 1. Message Flow

There are two types of messages that are senttfrefRESA controller. The first is a solicited respgonich

is response to a command sent to the PESA contréllescommands sent to the PESA controller with proper
termination character receive a response from ti@ARtontroller unless the PESA controller runs into an
overflow condition (adherence to handshake flowtidrshould prevent overflow).

The second response is an unsolicited responsee®re generated in response to a predeterminedl set
events within the PESA controller. The set of evéinidi are determined within the scope of the coliérs
configuration.

All solicited responses are guaranteed to be sethtei order to which the commands were received. Al
unsolicited information is sent out as close torgmognition of the actual event as possible. Uniset
responses are given priority over solicited resperiis transmission. Therefore, time coherencetis no
guaranteed between solicited and unsolicited resgmn

Message Format
Messages sent between the PESA controller and #réaicing device are in the following format:

e <Message Type > [<Message Extension>] <MessaggnEion Delimiter> <Message Indicator>
[ <Variable Data Delimiter> [ <Variable Data>]][<Checksum>] <Terminator>

Where:

e <Message Type> is a single character that ideatifie type of message that is being sent to ama fro
the PESA controller.

e Commands are initiated with the pound sign(#) ottera
e Solicited response are initiated with the asterfklfaracter.
e Unsolicited messages are initiated with the tildedharacter.

e <Message Extension> is an indicator to the messaggver that indicates that the message has
special properties such as the addition of mora ttabe sent in a later packet. The response éatens
can be a maximum of eight characters in length.

e <Message Extension Delimiter> assists in parsiegé&sponse extension from remainder of the
message. The delimiter is a single ASCII character “

Chapter 4 — Message Structure 7
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<Message Indicator> indicates the contents of tagsage. It guarantees a uniqueness with other
messages of the same type.

<Variable Data Delimiter> assists in determining tlariable data portions of the message. The
delimiter is a single ASCII character “*”.

<Variable Data> is message data that may take ritams. It is delimited so that it does not cause
response uniqueness conflicts in conjunction withrhessage indicator.

<Checksum> is an optional two character field tetulates an 8 bit checksum of the command
header and command body. The checksum can be sfadhdard PESA form (The standard PESA
CPU link checksum) or a more common ASCII HEX format.

<Terminator> is a carriage return, linefeed chamaot both a carriage return and linefeed character
indicating the end of the message transmissionerQyipes of terminators may be used in the future.

Chapter 4 — Message Structure
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Chapter 5 — Message Descriptions

Unsolicited Responses

The following are responses sent from the PESA cbetrio the interfacing device in response to aengév
occurring on the controller. Some controllers masupport all of the following events. Some contil
configurations allow for the filtering of which eves will be sent back.

Many of the following messages contain an addriess. fThis field is used to identify the causeloé event
being reported. The address uniquely identifiediingce that caused the event. The address magspamd to
a user panel address or CPU link port (the contralieiresses 1-1023 correspond to RCP panels while
addresses 1024 and 1025 correspond to CPU link pemtsl 2 respectively).

CFG - Configuration Change

Configuration change is an event that indicatadlassystem configuration change. This event oceursn
the system is brought out of a writers lock ond¢hetroller configuration.

Table 1. CFG - Configuration Change

Response ~* C F G * <Address> , <Change Type x<Cfg Id>
[<Checksum>] <Terminator>
Where:

<Address> is a uniquely identified source of coafagion
change.

<Change Type> indicates whether the change to
configuration occurred or was aborted:

A- Change was aborted.
C - Change was committed to.

<Cfg Id> is a text string used to identify the dgafation
(this may be 0 length).

Chapter 5 — Message Descriptions 9
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CNF - Confidence Error

The Confidence Error response indicates that aadende error was either detected or cleared by the
system. The confidence error location is indicdigdboth the component name and physical address

location. Confidence errors are always describagdétangular blocks of crosspoints.

Table 2. CNF - Confidence Error

Response

~* C N F * <1/0> , <Component Name> Matrix Type> ,
<Strobe> , <First Output> , <First Input><# Outputs> ,
<# Inputs> , <Error Code> [<Checksum>] <Terator>

Where:

<1/0> 1 indicates that the error is active, O iatks that the
error cleared.

<Component Name> is the name of the component inhwh
the error occurred.

<Matrix Type> indicates the family of matrix whetree error
was detected (PRC or RM5).

<Strobe> indicates the strobe on which the confidesroor
was found.

<First Output> and <First Input> indicate the phykica
address origin of the block of crosspoints repgrtime
confidence error.

<# Outputs> and <# Inputs> indicate the size of the
confidence error block.

<Error Code> is the error code returned by theidentce
request response for PRC matrix types. RM5 matprgy
will return either O (no error) or OxXFF (communicsts
error). Error code is not present in the 3300 USP.

10
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SWX - Switch

The Switch response is an indicator that a switchlde®n requested. This will indicate both blocked a
unblocked switch requests. The Locked and Protdgestination Status is based on the initiator (Bey
Requester Code) of the configuration change.

Table 3. SWX - Switch

Response ~ * S W X * <Address> , <Destination Name>

[ , <Destination Status Codes>]

[ , [<Attempted Level 1 Source Name>]

[ , <Level 1 Status Code>] ... ] [<Checksun¥[erminator>

Where:
<Address> is a uniquely identified initiator of $eh request.

<Destination Name> - name of the destination orctvithe
switch was attempted.

<Destination Status Codes> - indicates properti¢bef
destination. Any combination of the following:

C - The destination is in Chop
L - The destination is Locked
P - The destination is Protected

<Attempted Level x Source Name> - name of the source
which was attempted on level x.

<Level x Status Code> - indicates the reason fdoekbd
switch. Lack of a status code means that the switth
valid for the level.

B - The source to destination specified is blocked.
R - Reentry to Reentry switch was attempted.
T - Tie Line unavailable (Tie Line Block). (3500 i§n

Chapter 5 — Message Descriptions 11
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LCK - Lock/Protect

The Lock/Protect response is sent when a destinggtieither locked, protected, or unlocked/unpraect
by an external device.

Table 4. LCK - Lock/ProtectSwitch

Response ~ * L C K * <Address> , <Destination> ,Leck Status Code>
[<Checksum>] <Terminator>
Where:

<Address> - Uniquely identified initiator of logkiotect
action.

<Destination> is the destination on which the slwias
attempted

<Lock Status Code> indicates the result of the actio
L - Lock action was successful.

K - Lock action failed due to destination being
locked/protected by same or higher priority.

P - Protect action was successful.

Q - Protect action failed due to destination being
locked/protected by same or higher priority.

U - Unlock/Unprotect action was successful.

V - Unlock/Unprotect action failed due to destioati
being locked/protected by same or higher priority.

Chapter 5 — Message Descriptions
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LOG - User Login/Logoff

The User log on and log off event indicates whelewce is logged onto or off of by a named useis Th
supported currently by the CPU link interface.

Table 5. LOG - User Login/Logoff

Response ~* L O G * <Address> , <0/1> [ , <Uséri<Checksum>]
<Terminator>
Where:
<Address> - Uniquely identified initiator of Logtoff
action.

<0/1> - 1 indicates a log on, 0 indicates a log off

<User> - An alphanumeric string indicating the usbo
performed the log on or off action. The user naare loe
a 0 length string.

PHY - Physical Switch

The Physical Switch response indicates when a pllysigtch is attempted on the controller. These are
switches used for diagnostic purposes. Switchesitdieng normal operation do not generate a phlysica
switch response.

Table 6. PHY - Physical Switch

Response ~* P HY * <Address> , <Component Name> |,
<Matrix Type> , <Strobe> , <Output#> , <Ingix
[<Checksum>] <Terminator>

Where:

<Address> - Uniquely identified initiator of phgail switch
request.

<Component Name> is the name of the component achwh
the switch is being taken.

<Matrix Type> indicates whether the switch is beiaken on
a PRC or RM5 matrix.

<Strobe>, <Output #>, and <Input #> indicate thesspoint
being activated.

Chapter 5 — Message Descriptions 13
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RES - System Restart

The System Restart response indicates when theollentnas had an event that causes the controllgot
through a restart sequence. These events include wisystem is rebooted, when a dual transitioaorecc
or when a new configuration is downloaded.

Table 7. RES - Physical Switch

Response ~ * R E S * <Source of Restart > , <Activen@oller>
[<Checksum>] <Terminator>

Where:
<Source of Restart>:

DL - Dual Changeover

RA - Cold Start (controller reset from power on it
switch).

SS - Soft Start (controller reset from program control)
Active Controller:

A - ACPU is active

B - B CPU is Active

SER - Status Error Event

The Status Error Event indicates when any destinati@ange causes a READBACK or CONFIDENCE
Error.

Table 8. SER - Status Error Event

Response ~ * S E R * <Destination Name> [ , [<LevieSource Name>]
[ , <Level 1 Status Code>] ... ] [<Checksun¥[erminator>
Where:

<Destination Name> - name of the destination orctvithe
switch was attempted.

<Level x Source Name> - name of the source thatitslsed
on level x.

<Level x Source Status Code> - indicates propertiethi
level in question. Any Combination of the following

R - The source is reporting a read back error.

C - The source is reporting a confidence error.

Chapter 5 — Message Descriptions
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USR - User Account Change

The User Account Change response indicates thehetemade changes to the user account information
stored on the PESA controller.

Table 9. USR - User Account Change

Response ~* U S R * <Address> [<Checksum>] <Termiorat
Where:
<Address> - Uniquely identified source of usercact
change

Commands and Command Responses

Commands and command responses are interfacedditim@nsactions. The interfacing device sends a
command to the PESA controller for which the PESA mdler may perform an action on the router. In
response, the PESA controller returns a messageeithiter confirmation information indicating recegtthe
command or requested data.

The following is a parse tree representation ofddramand structure for the USP commands.

(Root)
Do Status
Query
Switch salVo Lock/protect Destination Destination  Source Levels salVo
DS DV DL DS QD QS QL Qv

Figure 2. Parse Tree

Chapter 5 — Message Descriptions 15
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Do Commands

The following set of commands perform an actiorttenPESA controller.

DL - Do Lock/Protect on Destination

This command causes the specified destination todked or unlocked by the CPU link device. A

lock protect action will occur if the destinatianpresently not locked/protected, or if the CPU’Bnk

lock/protect priority is greater than the destioats existing lock/protect status or the CPU linls ha
Master lock/protect priority.

Table 10. DL - Do Lock/Protect on Destination

Command

# * D L * <Destination Name> , <L|P|N> [<Giksum>]

<Terminator>
Where:
<L|PIN>:
L causes the destination to be locked
P causes the destination to be protected.

N causes the destination’s lock/protect statusto b
cleared.

Response

*

* D L [<Checksum>] <Terminator> - Action waaken.
* E [<Checksum>] <Terminator> - Error in Tremittal.

* L [<Checksum>] <Terminator> - Higher or EajuPriority
Lock is in place.

* N [<Checksum>] <Terminator> - Invalid desdtion
specification.

* P [<Checksum>] <Terminator>- Higher or Equiority
Protect is in place.

16
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DS - Do Switch
This command takes a switch on a single destinddioall levels specified.
Commas are used to delimit the individual destoraéind source level fields.

If the command specifies less than the number ddfiavels, the command is accepted and unspecified
levels are not switched.

Omitting a source definition from a level meang tha switch is taken on that level.

Table 11. DS - Do Switch

Command # * D S * <Destination Name> [ , <Level 1 $ceiName>]
[ , <Level 2 Source Name>] ... [ , >] [<Chsakn>]
<Terminator>

Where:

> indicates that the last level specification aggplor all
following levels.

*

Response * B [<Checksum>] <Terminator>- Part or all thfe requested
switch was blocked/prevented due to controller icumétion.
Reasons for preventing a switch may include thastiurce to
destination is blocked, the switch specified a tgeswitched to
a reentry, or a reentry switch specified a sounagetstination
block. Portions of the switch request that did reotdhany

configuration conflicts are attempted

* * D S [<Checksum>] <Terminator> - Attemptiteake full
switch was performed. Confidence or readback ermag
indicate that an error occurred during taking & switch.

* E [<Checksum>] <Terminator> - Error in Tremittal.
* * | [<Checksum>] <Terminator> - Destinatiorawlocked.

*

* * N [<Checksum>] <Terminator> - lllegal spécation of the
switch (e.g., invalid destination, invalid sourgesification, too
many levels specified).

* * T [<Checksum>] <Terminator>- Part or all tfe requested
switch was blocked/prevented due to a unavailalgd ihe (Tie
Line Block). (3500 Only)..

Chapter 5 — Message Descriptions 17
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DV - Do Salvo

This command causes a salvo to be fired.

Table 12. DV - Do Salvo

Command

# * D V * <Salvo Name> [<Checksum>] <Termiogat

Response

* * D V [<Checksum>] <Terminator> - Salvo wared
* * E [<Checksum>] <Terminator> - Error in Tremittal.
* * N [<Checksum>] <Terminator> - Invalid salepecified.

Status Commands

The following set of commands request active steack from the PESA controller.

SD - Status Destination

This command requests that information be retuatenlit the status of the specified destination.

Commas are used to delimit the individual destaraind source fields.

If all defined levels are not specified in the r@spe, it is assumed those levels have no defirmdsst

on them.
Table 13. SD - Status Destination
Command # * S D * <Destination Name> [<Checksum>] «fiator>
Response * * E [<Checksum>] <Terminator> - Error in Tremittal.

* * N [<Checksum>] <Terminator> - Invalid dasétion
specified.
** S D * <Destination Information> CS @
Where:
<Destination Information> is:

<Destination Name> , [<Destination Status Codes>]
[ , [<Level 1 Source Name>]
[ , <Level 1 Source Status Codes>] ... ]

Where:
[<Destination Status Codes>] indicate:
C - The destination is in Chop
L - The destination is Locked
P - The destination is Protected
<Level x Source Status Codes>
R - The source is reporting a read back error

C - The Level source is reporting a confidence
error

18
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SA - Status All

This command requests that information be retuatmuit the status of the all defined destinations
within a system. The nominal response to this conthisia sequence of SD messages sent for all
destinations.

If all defined levels are not specified in the r@spe, it is assumed those levels have no defirmdsst
on them.

Note: This command only works on 3500Plus systems? \dr greater.

Tablel4. SD - Status Destination

Command # * S A[<Checksum>] <Terminator>
Response * * E [<Checksum>] <Terminator> - Error in Tremittal.
** S D * <Destination Information> CS @
Where:

<Destination Information> is:

<Destination Name> , [<Destination Status Codes>]
[ , [<Level 1 Source Name>]
[ , <Level 1 Source Status Codes>] ... ]

Where:
[<Destination Status Codes>] indicate:
C - The destination is in Chop
L - The destination is Locked
P - The destination is Protected
<Level x Source Status Codes>
R - The source is reporting a read back error

C - The Level source is reporting a confidence
error

Query Commands
The following set of commands request configuratidormation be sent back from the PESA controller.

Given that query commands ask for information thay be represented in thousands of characters, the
commands are structured to allow for multiple mgedaansactions. Multiple messages handling aaingl
command is handled by utilizing the message extarfgld.

QD - Query Destinations
This command requests that the controller destinatames configuration be returned.

Given the ability to configure a large number oftiteations, this command structure has the aliiity
send the destination information in multiple tractgas. The initial transaction is sent as #*QD. |
indicates that the controller is to send all thsti@tion names starting from the first destinaiiothe
controller. If there are more destinations than loarsent in one message, the response comes back
with as many destinations as can be sent in oneagesdn addition to a “M” response extension. The
interface device recognizes the response exteibh and knows it needs to send a continuation
command. The interface device sends #C*QD commaaliddting to the controller to return
destinations starting where it left off on the poess query.

Chapter 5 — Message Descriptions 19



Unsolicited Status Protocol (USP)

Table 15. QD - Query Destination
Command # [C] * Q D [<Checksum>] <Terminator>
Where:

C indicates to the controller to continue wheiefit off from
the last response.

Response * * E [<Checksum>] <Terminator> - Error in Tremittal.

* [M] * Q D * <Destination Name> , ... [dt&cksum>]
<Terminator>

QL - Query Levels

This command requests that the controller levefigamation be returned. All level information is
returned in proper level order.

Table 16. QL - Query Levels
Command # * Q L [<Checksum>] <Terminator>
Response * * E [<Checksum>] <Terminator> - Error in Tremittal.

* *Q L * [<Level 1 Name> [ , <Level 2 Namez.] ]
[<Checksum>] <Terminator>

20
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QS - Query Sources
This command requests that the controller sourogesaconfiguration be returned.

Given the ability to configure a large number diis®es, this command structure has the ability talse
the source information in multiple transactionseTiitial transaction is sent as #*QS. It indicatest

the controller is to send all the source namesirstpfrom the first source in the controller. lietle are
more sources than can be sent in one messagesih@ise comes back with as many sources as can
be sent in one message in addition to a “M” respaxension. The interface device recognizes the
response extension of M, and knows it needs to aermhtinuation command. The interface device
sends #C*QS command indicating to the controlleetarn sources starting where it left off on the
previous query.

Table 17. QS - Query Sources
Command # [C] * Q S [<Checksum>] <Terminator>
Where:

C indicates to the controller to continue wheiefit off from
the last response.

Response * * E [<Checksum>] <Terminator> - Error in Tremittal.

*[M] * Q S * <Source Name> ... [<Checksem
<Terminator>

QV - Query Salvos

This command requests that the controller salvomanfiguration be returned.

Table 18. QV - Query Salvos

Command # * Q V [<Checksum>] <Terminator>
Response * * E [<Checksum>] <Terminator> - Error in Tremittal.
* * Q V * <Salvo Group Name> , ... [<Checksy]
<Terminator>
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